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	MINUTES

	Meeting:
	SEC 35.1 Teleconference 

	Chair:
	Francois Ennesser

	Secretary:
	Emily Hoefer, ATIS

	Meeting Date:
	2018-06-20

	Meeting Details:
	SEC 35.1 Teleconference

	Intended purpose of

document:
	 Decision

 Discussion

 Information

 Other <specify>
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1
Opening of meeting 

1.1
Welcome

Francois opened the meeting and welcomed the delegates. He reminded them to consult the notices on the cover page of the agenda
2
Review of Agenda


	SEC-2018-0068R01
	SEC 35.1 Agenda
	WG Chair (Gemalto)


NOTED – SEC-2018-0068
AGREED – SEC-2018-0068R1

3
Review and Approval of Previous Minutes 

SEC-2018-0065- SEC 35 Minutes

AGREED via Email –  SEC-2018-0065
4
Review of Objectives for the Meeting
· Approval of Draft Baselines following TP 35

· Any other topic 

 5
Review of Action Items
	REFERENCE
	WHAT
	WHO
	STATUS

	A-26-5 (R2+)
	Contribute testable (Rel-1 + Rel-2) Security Features Catalog to TST WG for inclusion in Product Profiles
	All
	OPEN

	A-33-2 (R3+)

(supersedes A-26-7)
	Open issues found in TST-0010:

· Deriving nodeID from <serviceSubscribedAppRule>

· Define credential-IDs for certificates

· Use of Wildcard “*” in certificates?

· Include CSE registration credentials in service subscription?

· Consider certificates that would include an App-ID
	WG Chair
	CLOSED?

	A-33-3 (R4)
	Check whether AR impersonation prevention could also apply to CSE
	All
	OPEN

	A-33-4 (R2+)
	Make sure Security Association definition is captured in TS-0011
	François
	CLOSED

Definition is there already

	A-331-1 (R2+)
	Confirm that TS-0003 and TS-0004 get properly aligned with agreed TS-0001 CR in ARC-2018-0047R01
	All
	OPEN

	A-34-1
	Reduce duplication of text between TS-0001 and TS-0003 on Access Control.
	Wolfgang
	OPEN

	A-34-2
	Create Priority Diagram on Access Control options to be discussed w/ARC.
	François
	OPEN

See ARC-2018-0114 for proposed diagram in TS-0001 §10.2.3-1

	A-35-1
	Provide CR to TS-0003 to address Multicast security issue (Rel-3) in SEC-20218-0063. Further development can be considered for Rel-4. 
	Wolfgang
	CLOSED – SEC-2018-0064R02 agreed


6
Contributions
SEC-2018-0066- TR-0050 Attribute-based Access Control Policy v0.4.0 Draft
Rapporteur (Datang)
· There were no comments on this CR.
· Agreed as baseline for TR-0050.
AGREED – SEC-2018-0066- TR-0050 Attribute-based Access Control Policy v0.4.0 Draft
SEC-2018-0067- TS-0016 Secure Environment Abstraction v0.10.0 post TP 35
Rapporteur (Gemalto)
· It was noted the XSD should be updated to version 3.0.0.
· Agreed as baseline for TS-0016.
AGREED – SEC-2018-0067- TS-0016 Secure Environment Abstraction v0.10.0 post TP 35
SEC-2018-0069- TS-0003 v2.14.0 new Baseline
Rapporteur (Qualcomm)

· To be submitted for one-week email approval. 
SEC-2018-0070- TS-0003 v3.9.0 new Baseline
Rapporteur (Qualcomm)
· To be submitted for one-week email approval.
7
Planning for next Meeting(s)


SEC 35.2 Teleconference, Tuesday July 10, 12:30 UTC
8
Any other business

9
Closure of meeting
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