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	MINUTES

	Meeting:
	SEC 36.1 Teleconference 

	Chair:
	Francois Ennesser

	Secretary:
	Emily Hoefer, ATIS

	Meeting Date:
	2018-07-26

	Meeting Details:
	SEC 36.1 Teleconference

	Intended purpose of

document:
	 Decision

 Discussion

 Information

 Other <specify>
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1
Opening of meeting 

1.1
Welcome

Wei opened the meeting and welcomed the delegates. He reminded them to consult the notices on the cover page of the agenda
2
Review of Agenda


	SEC-2018-0075
	SEC 36.1 Teleconference Agenda
	WG Chair (Gemalto)


NOTED – SEC-2018-0075
AGREED – SEC-2018-0075R01

3
Review and Approval of Previous Minutes 

SEC-2018-0073- SEC 35.2 Minutes

AGREED via Email –  SEC-2018-0073
4
Review of Objectives for the Meeting
· Update action list / Capture any new action for SEC following TP 36 and WGs meetings in Washington DC

· Any pending SEC action/contribution 
 5
Review of Action Items
Action Items below updated during meeting:
	REFERENCE
	WHAT
	WHO
	STATUS

	A-26-5 (R2+)
	Contribute testable (Rel-1 + Rel-2) Security Features Catalog to TST WG for inclusion in Product Profiles
	All
	OPEN

	A-33-2 (R3+)

(supersedes A-26-7)
	Open issues found in TST-0010:

· Deriving nodeID from <serviceSubscribedAppRule>

· Define credential-IDs for certificates

· Use of Wildcard “*” in certificates?

· Include CSE registration credentials in service subscription?

· Consider certificates that would include an App-ID
	WG Chair
	OPEN

	A-33-3 (R4)
	Check whether AR impersonation prevention could also apply to CSE
	All
	OPEN

	A-331-1 (R2+)
	Confirm that TS-0003 and TS-0004 get properly aligned with agreed TS-0001 CR in ARC-2018-0047R01 (clarify XML representation of Default Privileges)
	Wolfgang
	OPEN

	A-34-1
	Reduce duplication of text between TS-0001 and TS-0003 on Access Control.
	Wolfgang
	OPEN

	A-34-2
	Create Priority Diagram on Access Control options to be discussed w/ARC.
	All
	CLOSED

See ARC-2018-0114R04

	A-36-1
	Provide companion contribution on TS-0003 to MAS-2018-0066R04 (CR TS-0022) on Oauth2 
	ORANGE
	

	A-36-2
	Address comments expressed by ITU-T SG 17 regarding TS-0003 (especially references to earlier, or specific, RFCs)
	All

Cf. e-mail discussion and initial input from BT
	

	A-36-3
	Consider applicability of Lawful Interception in oneM2M Service Layer
	Type 1 Partners to check? (Bring this point to TP)
	


6
Contributions
SEC-2018-0074- Liaison about ETSI MTS TST
ETSI MTS TST
· Reviewed this liaison
· Interested in looking at security testing

· Discuss at the next TP whether SEC should provide a response to this letter

ACTION – Prepare a reply during next TP expressing interest in further discussion and having a joint meeting.

NOTED – SEC-2018-0074- Liaison about ETSI MTS TST
7
Planning for next Meeting(s)


TBD
8
Any other business

9
Closure of meeting
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