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Introduction

This contribution proposes possible solution for 
Key Issue #1.4 Propagate ACPs
Key Issue #1.6 Hard to determine if an entity has authorization
-----------------------Start of change 1---------------------------------------------

6.3.n
Solution #1.4 Propagate ACPs
6.3.n.1
Introduction
As described in clause 6.2.4.1, this solution addresses the need to assign default access control policies to resources that are added to a CSE.
Currently we can rely on the default behavior defined in oneM2M, essentially give ONLY the originator access. There is no scalable solution that allows a new device or resource to be safely configured with ACPs.  I’ll demonstrate with two examples use cases that a solution should handle.

1. When adding a new child resource to any given resource, what ACPs should be applied. Some options are:
a. The originator specifies – this is the current method supported by oneM2M

6.3.n.2
Solution details
Editor's Note: This clause will describe the solution.

<Text>
6.3.n.3
Evaluation
Editor's Note: This clause will contain a variety of evaluations of this solution.
<Text>
-----------------------End of change 1---------------------------------------------

-----------------------Start of change 2---------------------------------------------

6.3.n
Solution #1.6: Hard to determine if an entity has authorization
6.3.n.1
Introduction
As described in clause 6.2.5.1, 
6.3.n.2
Solution details
Editor's Note: This clause will describe the solution.

<Text>
6.3.n.3
Evaluation
Editor's Note: This clause will contain a variety of evaluations of this solution.
<Text>
-----------------------End of change 2---------------------------------------------

-----------------------Start of change 3---------------------------------------------
-----------------------End of change 3---------------------------------------------
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