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Introduction
From chang 1 to 4:

TS-0001 was not referenced in the TS-0009, so it is removed.
TS-0003 was referenced as a normative one, so it is listed in clause 2.1.

RFC2617 for Proxy-Authorization header is replaced with RFC7235, which is a new version, and is listed as the normative reference [4].
RFC6750 is also added as the normative reference [5].

Change 5:
Added missing acronyms used in the TS.

----------------------- Start of change 1 -----------------------
2.1
Normative references

[1]
RFC7230: “Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing”, IETF, June 2014.

[2]
oneM2M TS-0003: Security Solutions TS
[3]
oneM2M TS-0004: Core Protocol TS
[4]
RFC7235: “Hypertext Transfer Protocol (HTTP/1.1): Authentication”, IETF, June 2014.

[5]
RFC6750: “The OAuth 2.0 Authorization Framework: Bearer Token Usage”, October 2012.
[6]
oneM2M TS-0011: Common Terminology TS.
----------------------- End of change 1 -----------------------
----------------------- Start of change 2 -----------------------
5.1 Introduction

The present specification assumes AE has the capability of HTTP Client, and CSE has the capability of both HTTP Client and Server.

Single request primitive will be mapped to single HTTP request message, and single response primitive will be mapped to single HTTP response message.

An HTTP request message consists of Request-Line, headers and message-body. An HTTP response message consists of Status-Line, headers and message-body [1]. This clause describes how oneM2M request/response primitives are mapped to HTTP messages at a high level. Corresponding details of each sub-clause are specified in clause 6.
The Registrar CSE shall behave as ‘proxy server’(see[1]).
----------------------- End of change 2 -----------------------
----------------------- Start of change 3 -----------------------
7 Security Consideration
7.1
Authentication on HTTP Request Message

When sending the credential to be checked by Registrar CSE, Proxy-Authorization header should be used as specified in HTTP/1.1 (see [4]).
When sending the credential to be checked by Hosting CSE, Authorization header should be used as specified in HTTP/1.1.

When the credential to be checked by Hosting CSE is an Access Token which is compatible with OAuth 2.0 framework (see [5]), the Bearer authentication scheme shall be used as specified in OAuth 2.0 framework.
NOTE: The present release of oneM2M Security Solutions [2] does not provide any details on usage or provisioning the token.

7.2
Transport Layer Security 

oneM2M primitive parameters contained in HTTP messages may be protected by TLS as hop-by-hop manner. For the details, see the oneM2M Security Solutions specification [2]

NOTE: Some provisioning schemes of TS-0003 [2] enable the provisioning of end-to-end credentials, but protocols to establish security associations between non-adjacent nodes are not addressed.by oneM2M in the present release.
----------------------- End of change 3 -----------------------
----------------------- Start of change 4 -----------------------
B.1
Notification using WebSocket 

WebSocket [i.4] can be used for transporting notifications to an AE/CSE. This can be useful for an AE/CSE which is not server-capable or cannot be reachable for delivery of unsolicited requests.
For example, when an AE needs to receive a notification message from the CSE, the AE establishes a WebSocket connection to a CSE. When a new notification message is generated, the notification will be sent to the AE as the data frame of the WebSocket.

----------------------- End of change 4 -----------------------
----------------------- Start of change 5 -----------------------
3.3
Abbreviations 
For the purposes of the present document, the following abbreviations those given in TS-0011-Common Terminology [6] apply;

CSE-ID

Common Service Entity Identifier
HTTP

Hyper Text Transfer Protocol
TLS

Transport Layer Security

URI

Uniform Resource Identifier
----------------------- End of change 5 -----------------------
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