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Follow the principle of completeness, where all changes related to the issue or problem within a deliverable are simultaneously proposed to be made E.g. A change impacting 5 tables should not only include a proposal to change only 3 tables. Includes any changes to references, definitions, and acronyms in the same deliverable.
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Introduction
This CR proposes changes for the supplement and cleanup in clause 3.3.
For the cleanup: In TS-0001 the ACP is defined as follows:

9.6.2
Resource Type accessControlPolicy
The Access Control Policies (ACPs) shall be used by the CSE to control access to the resources as specified in this document and in TS-0003 [i-3].
So The definition of ACP in TS-0003 should be consistent with its definition in TS-0001.
For the supplement, see the rest of the modifications.

-----------------------Start of change 1-------------------------------------------
3.3
Abbreviations
For the purposes of the present document, the abbreviations given in [i.2] and the following abbreviations apply:

3GPP2
3rd Generation Partnership Project 2
AAA
Authentication, Authorization and Accounting
ABAC
Attribte Based Access Control


ACP

Access Control Policy
AE-ID
Application Entity Identifier


ASN-CSE
CSE which resides in the Application Service Node
Authn
Authentication

BSF
Bootstrapping Server Function

B-TID

Bootstrapping Transaction Identifier

CA
Certification Authority

CIDR
Classless Inter-Domain Routing
CoAP
Constrained Application Protocol
CSE-ID
Common Service Entity Identifier
DTLS
Datagram Transport Layer Security (Protocol)

Enrolee-ID
Enrollee Identity

ETSI
European Telecommunications Standards Institute
FQDN
Fully Qualified Domain Name

GBA_ME
ME-based GBA

GBA_U
GBA with UICC-based enhancements

GUSS
GBA User Security Settings 

HLR
Home Location Register

HSS
Home Subscriber System
HTTP
HyperText Transfer Protocol
HW
Hardware

ID
Identifier
IdA
Identifier for entity A

IdB
Identifier for entity B

IN-CSE
CSE which resides in the Infrastructure Node
IPv4
Internet Protocol version 4
IPv6
Internet Protocol version 6
Kc
M2M Secure Connection Key

KcId 
M2M Secure Connection Key identifier

Ke
Enrolment Key

KeId
Enrolment Key Identifier

Km
Master Credential

KmId
Master Credential Identifier

Kpm
pre-provisioned credential for Master Credential provisioning

KpmId
pre-provisioned credential for Master Credential provisioning Identifier

Kpsa
provisioned credential for M2M Security Association Establishment

KpsaId
provisioned credential for M2M Security Association Establishment Identifier

Ks
temporary Key material referred to in GBA

Ks_(ext/int)_NAF Derived key in GBA_ME or Derived key in GBA_U which remains on UICC

Ks..NAF
Abbreviation of Ks_(int/ext)_NAF

Ks_NAF
Derived key in the ME

Ks_ext_NAF 
Derived key in GBA_U sent to the ME

Ks_int_NAF
Derived key in GBA_U which remains on UICC

M2M-SP
M2M Service Provider
M-TID
MAF Transaction Identifier 

MAF
M2M Authentication Function

MAF-ID
M2M Authentication Function Identifier

Mca
Reference Point for M2M Communication with AE
Mcc
Reference Point for M2M Communication with CSE
Mcc'
Reference Point for M2M Communication with CSE of different M2M Service Provider
Mcn
Reference Point for M2M Communication with NSE
MEF
M2M Enrolment Function

MIC
Message Integrity Code


MN-CSE
CSE which resides in the Middle Node
NAF
Network Application Function

OCSP
Online Certificate Status Protocol

PDP
Policy Decision Point
PEP
Policy Enforcement Point
PIP
Policy Information Point
PKI
Public Key Infrastructure

PRP
Policy Retrieval Point


RSPF

Remote Security Provisioning Framework

SAEF

Security Association Establishment Framework

SE
Secure Environment

SW
Software

TEE
Trusted Execution Environment

TLS
Transport Layer Security (Protocol)

(D)TLS-PSK
(D)TLS Pre-Shared Key (ciphersuites)
UE
(3GPP) User Equipment

UNSP
Underlying Network Service Provider
USS
User Security Settings

URI
Uniform Resource Identifier
XACML
eXtensible Access Control Markup Language
-----------------------End of change 1---------------------------------------------
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