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Introduction
Public review comments from GlobalPlatform suggest other options for Secure Channel to physically removable Security Environments and request further clarification on the recommended implementation:
ETSI TS 102 484 works at low levels and specifies two implementation, one at the platform level and another at the application level. We propose to recommend the Platform-to-platform version as this will not impact the applications themselves.

Regarding the GlobalPlatform Secure Channel Protocols, their usage is optional in OMA LWM2M to secure access to a PKCS 15 file structure on the SE used for device provisioning. Such secure channels are also used to secure remote file management of other UICC applications such as USIM, but they require the support of a higher level application toolkit that may not necessarily be present in all M2M contexts. Recommendation to use the ETSI Platform-to-ploatform secure channel for logical binding will not impact possible use of such protocols. 
-----------------------Start of change 1-------------------------------------------

C.4
SE to CSE binding

In case the SE is implemented as an independent security element supporting ETSI TS 102 221 [24], the platform-to-platform secure channel specified in ETSI TS 102 484 [25] provides logical binding of the SE to a specific CSE or AE. This also protects the information exhanged between the SE and the associated entity on physically exposed interfaces, and is therefore recommended for devices that are physically exposed to attackers. 

----------------------- End of change 1-------------------------------------------
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