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Introduction
This contribution addresses received Public Review comments  related to the structure of the document. Rather than restructure the TS at this stage, it is proposed to add an informative annex to guide implementers through the document, first to selectr relevant solutions, then to retrieve the normative sections related to each solution from an indexing table.
-----------------------Start of change 1-------------------------------------------
Annex Z (informative):
 Implementation Guidance and index of solutions

The use of the present document involves a context-specific risk assessment process from which relevant the security solutions are identified. 
Clause 6 provides an overview of oneM2M security procedures. Clause 6.1.1 presents the interactions between layers, clause 6.1.2 introduces the sequence of events, and clause 6.2 provides further background especially for authorization (clase 6.2.2).
Clause 7 on Authorization and Access Control applies regardless of the type of credentials used. 
The present annex provides a table to assist implementers in identifying which clauses of the present document are relevant for a given type of credential.
	Procedure/Solution
	PSK
	Certificates
	GBA/MAF

	Remote security provisioning
	8.3.2.1
	8.3.2.2
	8.3.2.3 (GBA)

	
	9.2.1.1, 9.2.2.2
	9.2.1.2, 9.2.2.3, 9.2.2.4 (GBA)

	Security Association Establishment
	8.2.1

	
	9.1.1.1, 9.1.2.1
	9.1.1.2, 9.1.2.2 (MAF)

	
	8.1.1, 8.2.2.1
	8.1.2, 8.2.2.2
	8.1.3, 8.2.2.3 (MAF)

	Algorithm details
	10.2.1

	
	10.2.2, 10.3
	10.1, 10.2.3, 10.3
	


Table Z.1: Index of clauses specifying procedures per credential types 
-----------------------End of change 1---------------------------------------------
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