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Introduction
Following the issue raised by PRO-2015-0666, this contribution clarifies, during response creation procedure, whether the created resource address be included in Content parameter in the response.
Currently information that is included in Content parameter is specified in clause 8.1.3 and 10.1.1-1, and they’re not the same. This is the problem in the TS-0001. 
In change 1, the new values of Result Content parameter is suggested to enable “address(-only)” and “address+attribute” delivery in the creation response.

Regarding the issue which type of resource address the Originator gets back (hierarchical / non-hierarchical), the following table lists four cases:
	case #
	addressing scheme for To 
	Result Content value
	address of the created resource that the Orignator gets back

	1
	hierarchical
	attributes
	non-hierarchical (by resourceID attribute)

hierarchical (by resourceName attribute)

	2
	hierarchical
	address (new value)
	hierarchical 

	3
	non-hierarchical
	attributes
	non-hierarchical (by resourceID attribute)

	4
	non-hierarchical
	address (new value)
	hierarchical

	5
	non-hierarchical
	address+attributes (new value)
	hierarchical

non-hierarchical (by resourceID attribute)


With two new Result Content values, whether the Originator used hierarchical or non-hierarchical one, it can get any type of address it wants.
In change 2, the description for Content parameter in Create operation is updated to mention the new values of Result Content parameter.

In change 3, the description for Content parameter is revised to include “address” delivery aspect.

In R01: put a prefix “hierarchical-“ into two new values.
----------------------- Start of change 1 -----------------------
8.1.2
Request

Requests over the Mca and Mcc reference points, from an Originator to a Receiver, shall contain mandatory and may contain optional parameters. Certain parameters may be mandatory or optional depending upon the Requested operation. In this clause, the mandatory parameters are detailed first, followed by those that are conditional, and then  by those that are optional:
· To: Address of the target resource or target attribute for the operation. The To parameter shall conform to clause 9.3.1
NOTE 1:
To parameter can be known either by pre-provisioning (clause 11.2) or by discovery (clause 10.2.6 for discovery). Discovery of <CSEBase> resource is not supported in this release of the document. It is assumed knowledge of <CSEBase> resource is by pre-provisioning only.
NOTE 2:
The term target resource refers to the resource which is addressed for the specific operation. For example the To parameter of a Create operation for a resource <example> would be "/m2m.provider.com/exampleBase". The To parameter for the Retrieve operation of the same resource <example> is "/m2m.provider.com/exampleBase/example".
NOTE 3:
For Retrieve operation (clause 10.1.2), the To parameter can be the URI of an attribute to be retrieved.
· From: Identifier representing the Originator.

NOTE 4:
The From parameter shall be used by the Receiver to check the Originator identity for access privilege verification.

· Operation: operation to be executed: Create (C), Retrieve (R), Update (U), Delete (D), Notify (N).
The Operation parameter shall indicate the operation to be executed at the Receiver:
· Create (C): To is the address of the target resource where the new resource (parent resource).
· Retrieve (R): an existing To addressable resource is read and provided back to the Originator.

· Update (U): the content of an existing To addressable resource is replaced with  the new content as in Content parameter. If some attributes in the Content parameter do not exist at the target resource, such attributes are created with the assigned values. If some attributes in the Content parameter are set to NULL, such attributes are deleted from the addressed resource.
· Delete (D): an existing To addressable resource and all its sub-resources are deleted from the Resource storage.
· Notify (N): information to be sent to the Receiver, processing on the Receiver is not indicated by the Originator.

Conditional Parameters:
· Content: resource content to be transferred.
The Content parameter shall be present in Request for the following operations:

· Create (C): Content is the content of the new resource with the resource type ResourceType.
· Update (U): Content is the content to be replaced in an existing resource. For attributes to be updated at the resource, Content includes the names of such attributes with their new values. For attributes to be created at the resource, Content includes names of such attributes with their associated values. For attributes to be deleted at the resource, Content includes the names of such attributes with their value set to NULL.
· Notify (N): Content is the notification information.
The Content parameter may be present in Request for the following operations:

· Retrieve (R): Content is the list of attribute names from the resource that needs to be retrieved. The values associated with the attribute names shall be returned.
· Resource Type: type of resource.

The ResourceType parameter shall be present in Request for the following operations:

· Create (C): Resource Type is the type of the resource to be created.

Optional Parameters:

· Role: optional, required when role based access control is applied.
NOTE 5:
The Role parameter shall be used by the Receiver to check the Access Control privileges of the Originator. As described in oneM2M TS 0003 [i.3], clause 7.1.2, the use of this parameter is not supported in this release.
· Name: optional name of the resource to be created.


Example usage of the name is one that the Originator of a Create requestwishes to be used as the identifier of a newly created resource. For creating a <container> resource with the name "myContainer" the request will provide the parameter Name with the value "myContainer" and the created resource would be: /<CSEBase>/myContainer.
· Originating Timestamp: optional originating timestamp of when the message was built.


Example usage of the originating timestamp includes: to measure and enable operation (e.g. message logging, correlation, message prioritization/scheduling, accept performance requests, charging, etc.) and to measure performance (distribution and processing latency, closed loop latency, SLAs, analytics, etc.)
· Request Expiration Timestamp: optional request message expiration timestamp.


Example usage of the request expiration timestamp is to indicate when request messages (including delay‑tolerant) should expire and to inform message scheduling/prioritization. When a request with set expiration timestamp demands an operation on a Hosting CSE different than the current Receiver CSE, then the current CSE shall keep trying to deliver the Request to the Hosting CSE until the request expiration timestamp time, in line with provisioned policies.

· Result Expiration Timestamp: optional result message expiration timestamp.


Example usage of the result expiration timestamp: An Originator indicates when result messages (including delay-tolerant) should expire and informs message scheduling/prioritization. It can be used to set the maximum allowed total request/result message sequence round trip deadline.
· Response Type: optional response message type: Indicates  what type of  response shall be sent to the issued request and when the response shall be sent to the Originator:

· nonBlockingRequestSynch: In case the request is accepted by the Receiver CSE, the Receiver CSE responds, after acceptance, with an Acknowledgement confirming that the Receiver CSE will further process the request. The Receiver CSE includes in the response to an accepted request a reference that can be used to access the status of the request and the result of the requested operation at a later time. Processing of Non-Blocking Requests is defined in clause 8.2.2 and in particular for the synchronous case in clause 8.2.2.2.

· nonBlockingRequestAsynch {optional list of notification targets}: In case the request is accepted by the Receiver CSE, the Receiver CSE shall respond, after acceptance, with an Acknowledgement confirming that the Receiver CSE will further process the request. The result of the requested operation needs to be sent as notification(s) to the notification target(s) provided optionally within this parameter as a list of entities or to the Originator when no notification targets are provided. Processing of Non‑Blocking Requests is defined in clause 8.2.2 and in particular for the asynchronous case in clause 8.2.2.3.

· blockingRequest: In case the request is accepted by the Receiver CSE, the Receiver CSE responds with the result of the requested operation after completion of the requested operation. Processing of Blocking Requests is defined in clause 8.2.1.


Example usage of the response type set to nonBlockingRequestSynch: An Originator that is optimized to minimize communication time and energy consumption wants to express a Request to the receiver CSE and get an acknowledgement on whether the Request got accepted. After that the Originator may switch into a less power consuming mode and retrieve a Result of the requested Operation at a later time.


Further example usage of response type set to nonBlockingRequestSynch:  When the result content is extremely large, or when the result consists of multiple content parts from a target group which are to be aggregated asynchronously over time.

· Result Content: optional result content: Indicates what are the expected components of the result of the requested operation. The Originator of a request may not need to get back a result of an operation at all. This shall be indicated in the Result Content parameter. Which exact settings of Result Code are possible depends on the requested operation specified in Operation. Possible values of Result Content are:

· attributes: Representation of the requested resource shall be returned as content, without the address(es) of the child resource(s). This is the default value. For example, if the request is to retrieve a <container> resource, the address(es) of the <contentInstance> child-resource(s) is not provided. When this is used for Create operation, only assigned/modified attributes shall be included as content. This setting is not valid for a Notify operation.
· hierarchical-address: Representation of the address of the created resource. This shall be only valid for a Create operation. The address shall be in hierarchical address scheme.
· hierarchical-address+attributes: Representation of the addresss in hierarchical address scheme and assigned/modified attributes of the created resource. This shall be only valid for a Create operation.
-
attributes+child-resources: Representation of the requested resource, along with a nested representation of all of its child resource(s) in line with any provided filter criteria as given in the Filter Criteria parameter shall be returned as content. When this setting of Result Content is used, optionally the Originator may  request to limit the response by a maximum total size or a maximum number of allowed nesting levels. For example, if the request is to retrieve a <container> resource that only has <contentInstance> children, the attributes of that <container> resource and a nested representation of all of its <contentInstance> child-resource(s) are provided. This setting is only valid for a Retrieve operation.
· attributes+child-resource-references: Representation of the requested resource, along with the address(es) of the child resource(s), possibly limited by a maximum number of retrieved links, shall be returned as content. For example, if the request is to retrieve a <container> resource, the <container> resource and the address(es) of the <contentInstance> child-resource(s) are provided. This setting is not valid for a Notify operation.

· child-resource-references: Address(es) of the child resources, possibly limited by a maximum number of retrieved address(es), without any representation of the actual requested resource shall be returned as content. For example, if the request is to retrieve a <container> resource, only the address(es) of the <contentInstance> child-resource(s) is provided. This setting is not valid for  a Notify operation.

· nothing: Nothing shall be returned as operational result content. This setting is not valid for a retrieve operation. This setting is the default when a Notification was requested by the Operation parameter. For example, if the request is to delete a resource, this setting indicates that the response shall not include any content.

· original-resource: Representation of the original resource pointed by the link attribute in the announced resource shall be returned as content, without the address(es) of the child resource(s). This setting is only valid for a RETRIEVE Request where the To parameter targets the announced resource.
----------------------- End of change 1 -----------------------
----------------------- Start of change 2 -----------------------
8.1.3
Response

The Response received by the Originator of a Request accessing resources over the Mca and Mcc reference points shall contain mandatory and may contain optional parameters. Certain parameters may be mandatory or optional depending upon the Requested operation (CRUDN) or the mandatory response code. In this clause, the mandatory parameters are detailed first, followed by those that are conditional, and then by those that are optional:

Mandatory Parameters:

· Response Code: response code: This parameter indicates whether the requested operation was successful, unsuccessful or is an acknowledgement:
· A successful code indicates to the Originator that the Requested operation has been executed successfully by the Hosting CSE.

· An unsuccessful code indicates to the Originator that the Requested operation has not been executed successfully by the Hosting CSE.

· An acknowledgement indicates to the Originator that the Request has been received and accepted by the attached CSE, i.e. by the CSE that received the Request from the issuing Originator directly, but the Request operation has not been executed yet. The success or failure of the execution of the Requested operation is to be conveyed later.


Details of successful, unsuccessful and acknowledge codes are provided in clause 6.8 of oneM2M Protocol Specification (TS-0004) [i.2].
· Request Identifier: Request Identifier. The Request Identifier in the Response shall match the Request Identifier in the corresponding Request.
Conditional Parameters:

· Content: resource content:

· If Response Code is successful then:


The Content parameter may be present in a Response in the following cases:

· Create (C): Content is the address and/or the content of the created resource depending on Result Content value (i.e., attributes, address and address+attributes).

· Update (U): Content is the content replaced in an existing resource. If attributes are created at an existing resource, Content includes the names of the attributes created and their associated values. If attributes are updated at an existing resource, Content includes the names of the attributes updated and their associated values. If attributes are deleted at an existing resource, Content includes the names of the attributes deleted.

· Delete (D): Optionally, Content is the content actually deleted.


The Content parameter shall be present in a Response in the following cases:

· Retrieve (R): Content is the retrieved resource content or aggregated contents of discovered resources.


If present in the Request, Result Content, indicates which components of the result of the requested operation are to be included in the Response.

----------------------- End of change 2 -----------------------
----------------------- Start of change 3 -----------------------
10.1.1.1
Non-registration related CREATE procedure

This procedure is valid for all resources which are not related to registration.

Originator requests to create a resource by using the CREATE method. See clause 8.1.2 for the parameters to be included in the Request message.

Registrar CSE, when the Originator is an AE, shall validate the create request based on the Resource Type parameter against the M2M Service Subscription Profile of the AE (validation is done against serviceRoles attribute).

Hosting CSE If the request is allowed by the given privileges, the Receiver shall create the resource.
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Figure 10.1.1.1-1: Procedure for CREATEing a Resource

Step 001: The Originator shall send the following parameters in the CREATE Request message:

Operation: C (Create); 

To: Address of the target resource where the new resource should be created (identifies the parent resource);

From: ID of the Originator (either the AE-ID or CSE-ID);

Resource Type: Type of resource to be created;

Request Identifier: Identifier provided by the Originator. Needed for correlation of responses regarding this Request.

Name: optional name of the resource to be provided by the Originator, where permitted by the resource type as specified in clause 9.6.

NOTE 1:
Some of the resources defined in clause 9.6 have a predefined name. For these resources the parameter Name is not applicable and will be ignored if provided.

Content: attributes of the resource to be provided by the Originator.  All attributes with a multiplicity greater or equal to one and an access mode of RW or WO in the definition of the resource type for which a resource shall be created by the issued CREATE Request shall be present in the Content parameter of the Request, except for the following common attributes that are only optionally present:

· expiration time.

Step 002: The Receiver shall:

1) Check if the Originator has the appropriate privileges for performing the request. Privileges are part of the attribute accessControlPolicyIDs of the targeted resource. In case that such an attribute does not exist, the Receiver shall check the accessControlPolicyIDs of the parent resource. This lookup of accessControlPolicyIDs attribute in case of non-existence shall be performed recursively until a parent with such an attribute is found.

2) Verify that the name for the created resource as suggested in the Name parameter, if provided by the Originator in the CREATE Request message, does not already exist among child resources of the target resource. If no child within the targeted resource exists with the same name as suggested by the Name parameter, use that name for the resource to be created. If Name is not provided by the Originator, assign a name generated by the Receiver to the resource to be created.

NOTE 2:
The name of a resource in general is not the same as its Resource ID. While a name of a resource only needs to be unique among the children of the same parent resource, the Resource ID needs to be unique in context of the Hosting CSE. When the name of the resource to be created is assigned by the Receiver, it may choose to use a name that is identical to the  Resource ID.
3) Assign a Resource-ID (see resourceID attribute in common attribute table 9.6.1.3.2-1) to the resource to be created.

4) Assign values for mandatory RO mode attributes of the resource and override values provided for other mandatory attributes, where needed, and where allowed by the resource type definition and if not provided by the Originator itself.

5)  the Receiver shall assign a value to the following common attributes specified in clause 9.6.1.3:

a)
parentID;

b)
creationTime;

c)
expirationTime: if not provided by the Originator, the Receiver shall assign the maximum value possible (within the restriction of the Receiver policies). If the value provided by the Originator cannot be supported, due to either policy or subscription restrictions, the Receiver will assign a new value.

d)
lastModifiedTime: which is equals to the creationTime;
e)
Any other RO (Read Only) attributes within the restriction of the Receiver policies.

6) On successful validation of the Create Request, the Receiver shall create the requested resource. 

Step 003: The Receiver shall respond with a Response message that shall contain the following parameters:

To: Optional. ID of the Originator. This parameter shall be present in the Response when the Originator is not a Registree of the Hosting CSE. In case this is a response carrying the result of an operation triggered by a non-blocking synchronous request the information provided in the notification target list within the Response Type parameter shall be used for sending the Response to the Request as notification(s) to the targets in the list.
From: Optional. ID of the Receiver. This parameter shall be present in the Response when the Originator is not a Registree of the Hosting CSE.

Request Identifier: Identical to the one provided by the Originator of the Request.

Name: Optional. The name of created resource shall be provided by the Receiver in case it was assigned by the Receiver. When the name of the resource was provided by the Originator and the operation was successful, the Receiver does not need to send back the name to the Originator.
Content: Optionally the address and/or content of the created resource. If Result Content value in the request was address, then the Receiver shall provide the hierarchical address the created resource in the Content parameter. If Result Content value in the request was attributes, then the Receiver shall provide the assigned or overridden attributes (step 0002) in the Content parameter. If Result Content value in the request was address+attributes, then the Receiver shall provide the hierarchical address the created resource and the assigned or overridden attributes (step 0002) in the Content parameter.
See clauses 8.1.3 and 8.1.4 for the parameters to be included in the Response message.

General Exceptions:
7) The Originator does not have the privileges to create a resource on the Receiver. The Receiver responds with an error.

8) The resource with the specified name (if provided) already exists at the Receiver. The Receiver responds with an error.

9) The provided information in Content is not accepted by the Receiver (e.g. missing mandatory parameter). The Receiver responds with an error.

----------------------- End of change 3 -----------------------
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