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3 References

References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the reference document (including any amendments) applies.

3.2. Normative references

The following referenced documents are necessary for the application of the present document.

[1]
IETF RFC 5139: "Revised Civic Location Format for Presence Information Data Format Location Object (PIDF-LO)". No normative references to this in the text
[2]
IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".

[3]
W3C XMLSchemaP2: "W3C Recommendation (2004), XML Schema Part 2:Datatypes Second Edition.".

[4]
oneM2M TS-0005 “Management Enablement (OMA)”  No normative references to this in the text
[5]
oneM2M TS-0006 “Management Enablement (BBF)” No normative references to this in the text
[6]
oneM2M TS-0001 "Functional Architecture"

[7]
oneM2M TS-0003 “Security Solutions”

[8]
IEEE 754-2008: IEEE. IEEE Standard for Floating-Point Arithmetic. 29 August 2008. http://ieeexplore.ieee.org/servlet/opac?punumber=4610933

[9]
IETF RFC 3548: "The Base16, Base32, and Base64 Data Encodings". 2003.

[10]
IETF RFC 2045: "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies". 1996.

[11]
IETF RFC 3987:" Internationalized Resource Identifiers (IRIs)" . January 2005.

[12]
IETF BCP 47: "Best Current Practices 47". Concatenation of RFC 4646:" Tags for Identifying Languages"(2006) and RFC 4647: "Matching of Language Tags"( 2006).

[13]
IETF RFC 3588: "Diameter Base Protocol". September 2003.

[14]
IETF RFC 6733: "Diameter Base Protocol". October 2012.

[15]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications" Release 11.

[16]
3GPP TS 29.368: "Tsp interface protocol between the MTC Interworking Function (MTC-IWF) and Service Capability Server (SCS)" Release 11.

[17]
3GPP TS 23.003: "Numbering, addressing and identification".

[18]
IETF RFC 4282: "The Network Access Identifier".

[19]
IETF RFC 7159: "The JavaScript Object Notation (JSON) Data Interchange Format".

[20]
Unicode: "The Unicode Consortium. The Unicode Standard.”

[21]
IETF RFC 3629: " UTF-8, a transformation format of ISO 10646".

[22]
oneM2M TS-0008 CoAP Binding

[23]
oneM2M TS-0009 HTTP Binding

[24]
oneM2M TS-0010 MQTT Binding

[25]
oneM2M TS-0011 Common Terminology
[26]
IETF RFC 6837: " Media Type Specifications and Registration Procedures".

[27]
ISO 3601:2004; "Data elements and interchange formats -- Information interchange -- Representation of dates and times".
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3.1. Definitions

For the purposes of the present document, the following terms and definitions and those given in TS-0011 Common Terminology [25] apply:



Complex Data Types: is a data type that has a child element.
Enumeration Type: is a data type that enables for a variable to be a set of predefined constants.
Group Hosting CSE: CSE where the addressed group resource resides.
Hosting CSE: CSE where the addressed resource is hosted.
Location Server: is a server offering location capabilities.
M2M Area Network: a network provides connectivity between Application Service Nodes or Application Dedicated Nodes and Middle Nodes in the field domain.
Mca: Reference Point for M2M Communication with AE.

Mcc: Reference Point for M2M Communication with CSE.

Mcc’: Reference Point for M2M Communication with CSE of different M2M Service Provider.

Originator: For single-hop case, the Originator is the entity that sends a Request. For multi-hop case, the Originator is the entity that sends the first Request in a sequence of requests.

NOTE:
An Originator can either be an AE or a CSE.
Receiver: is the entity that receives the Request.
Receiver CSE: is any CSE that receives a request.
Registrar CSE: CSE is the CSE where an Application or another CSE has registered.
Registree CSE: is the CSE that registers with another CSE.

Request: is the message sent from the Originator to the Receiver.
Response: is the message replied to the Request from the Receiver to the Originator.




-----------------------End of change 2---------------------------------------------
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3.2. Abbreviations

For the purposes of the present document, the following abbreviations and those given in TS-0011 Common Terminology [25] apply:


3GPP2
3rd Generation Partnership Project 2

ACP
AccessControlPolicy

AD
Anno Domini
AE-ID
Application Entity Identifier

ARC
Architecture

ASN-CSE
Application Entity that is registered with the CSE at Application Service Node



BCP
best current practices
CDT
Common Data Type

CIDR
Classless Inter-Domain Routing
CMDH
Communication Management and Delivery Handling

CoAP
Constrained Application Protocol

CRUD
Create Retrive Update Delete
CRUD+N
Create Retrive Update Delete Notification



CSE-ID
Common Service Entity Identifier
CUDN
Create Update Delete Notify
DAA
Device Action Answer

DAR
Device-Action-request
DNA
Device Notification Answer
DNR
Device Notification Request
DTLS
Datagram Transport Layer Security

FFS
For Further Study

FQDN
Fully Qualified Domain Name

GPS
Global Positioning System
HTTP
HyperText Transfer Protocol

IANA
Internet Assigned Numbers Authority
ID
Identifier
IEEE
Institute of Electrical and Electronics Engineers

IETF
Internet Engineering Task Force
IN-AE
Application Entity that is registered with the CSE in the Infrastructure Node
IN-CSE 
CSE which resides in the Infrastructure Node

IRI
Internationalized Resource Identifier

ISO
International Organization for Standardization
JSON 
JavaScript Object Notation

MA
Mandatory Announced




MIME
Multipurpose Internet Mail Extension

MN-CSE
Reference Point for M2M Communication with CSE of different M2M Service Provider
MQTT
Message Queue Telemetry Transport
MTC-IWF 
MachinetType Communications - InterWorking Function

NP
Not Present

OA
Optional Announced

OMA-DM
Open Mobile Alliance Device ManagementRD
Retrieve Delete
RD
Retrieve Delete
RFC
Request For Comment
RPC
Remote Procedure Call
RSC
Response Status Codes

RUD
Retrieve Update Delete
SCS 
Services Capability Server
SP
Service Provider

SP-ID
Service Provider Identifier

TBD
To Be Determined
TCP
Transmission Control Protocol
TLS
Transport Layer Security
UDP
User Datagram Protocol
URI
Uniform Resource Identifier
URL
Uniform Resource Locator

UTC
Coordinated Universal Time

UTF
UCS Transformation Format

UUID
Universally Unique Identifier
XML
eXtensible Markup Language

XSD
XML Schema Definition
WLAN
Wireless Local Area Network
-----------------------End of change 3-------------------------------------------
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Annex H (Normative): CMDH message processing

H.2. Pre-requisites

The scope of CMDH processing is to decide at which time and via which communication path to forward request or response messages from a receiver CSE to another CSE. A number of message parameters impact the CMDH processing. CMDH-related request message parameters are:

· ec: Event Category

· rqet: Request expiration time

· rset: Result expiration time

· oet: operation execution time

· rp: result persistence 

· da: delivery aggregation

CMDH-related response message parameters are:

· ec: Event Category

·  ‘ec’ is needed for response messages as well since response messages can go over multiple hops and CMDH needs to know how to handle them.

· rset: Result expiration time

· da: delivery aggregation

· When a request message was carried inside a <delivery> resource type, also the corresponding response message shall be carried in a <delivery> resource, i.e. the CSE requested to carry out an operation indicated in a request message that reached that CSE via a <delivery> resource, shall also send the response within a <delivery> resource.

[…]
-----------------------End of change 4-------------------------------------------
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H.2.2 Partitioning of CMDH processing

The CMDH processing consists of two parts:

A. CMDH message validation: This includes message parameter pre-processing, deciding on acceptance for transporting the message, and buffering of messages.
This procedure defines how incoming request or response messages that need to be forwarded to other CSE(s) shall be pre-processed, how a decision on acceptance of the message for forwarding to another CSE shall be derived and how the messages shall be queued up before the actual forwarding can happen. Details of CMDH validation are defined in clause H.2.3. .


B. CMDH message forwarding: This includes selecting buffered messages and communication path for forwarding the message to another CSE.
This procedure defines how to select among the messages buffered for forwarding to other CSEs the ones that need to be transported at a certain time and how to select an appropriate communication path for transporting the message(s). Details of CMDH message forwarding are defined in Annex H.2.4. .

CMDH message validation (Part A) will be carried out for each incoming new message for which CMDH processing is applicable. 

If CMDH message validation is successful, the received message shall be queued up for the CMDH message forwarding process (Part B) including the associated ‘storagePriority’ value as defined in the applicable [cmdhBuffer] resource (see details in the CMDH message validation procedure).

If the queued message was a request message and it was done in non-blocking mode then:

· if the Receiver CSE supports the <request> resource type, it shall create a <request> resource representing the pending non-blocking request 

· the Receiver CSE shall send an acknowledgement response message to the entity that sent the request message directly via Mca or Mcc to the receiver CSE indicating the acceptance of the request 

· if the receiver CSE supports the <request> resource type it shall provide a reference to the created <request> resource in the cn parameter of the response.

After successful forwarding of such a request message, any incoming response message matching with the Request-ID and the Originator in the <request> resource shall be parsed to update the corresponding attributes of the <request> resource. In case a non-blocking synchronous request was forwarded successfully and a response with acknowledgement was received, it is the responsibility of the CSE that forwarded the message to periodically poll the status of the <request> resource created on the next CSE and update the locally created <request> resource accordingly. When the locally created <request> resource expires the hosting CSE can remove it. Details on <request> resource specific procedures for polling results are defined in clause 7.2.2.1. 

If the queued message was a request message and it was done in blocking mode then memorize the open blocking request by storing its Request-ID and Originator and set a timer for a timeout until which a matching response message with the same Request-ID and Originator shall be received by the CSE processing this message. If no matching response is received when the timeout expires, the receiver CSE shall send a response message to the entity that sent the request to the Receiver CSE indicating unsuccessful processing of the request, unless the Receiver CSE and the Originator are the same. If Receiver CSE and Originator are the same, the Originator can decide internally whether to retry forwarding of the message.

If CMDH message validation is not successful, then the received message shall either get ignored – in case the received message is a response message – or a new error response message shall be sent back to the entity that sent the message to the Receiver CSE – in case the received message is a request message and the Originator is not the Receiver CSE. If Receiver CSE and Originator are the same, the Originator can decide internally whether to create a new request message.

The CMDH message forwarding process (Part B) will handle all queued up messages that shall be forwarded to another CSE. This process shall always be carried out when messages are pending for forwarding to another CSE.

The flow of CMDH processing is depicted in Figure H.2.2-1:
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Figure H.2.2-1: CMDH Processing
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H.2.3 CMDH message validation procedure

In CMDH message validation, pre-processing of CMDH related parameters of a message for which CMDH-processing applies, deriving the decision on acceptance of a message and the buffering of that messages shall be carried out in line with the following steps. A summary of this processing is depicted in the flow chart at the end of this clause.


1. Filling in missing CMDH-related parameters:

1.1. Determine the value that shall be used for the ‘ec’ parameter of the processed message


1.1.1. If the message contains an ‘ec’ parameter: Use the value of the ‘ec’ parameter provided in the message.


1.1.2. If the message does not contain an ‘ec’ parameter:


1.1.2.1. Lookup all [cmdhDefEcValue] child resources of the [cmdhDefaults] resource that is a child resource of the provisioned active [cmdhPolicy] resource. 


1.1.2.2. If the message is a request message and any of the attributes ‘requestContext’, and ‘requestCharacteristics’ are present in the found  [cmdhDefEcValue] resources, discard all [cmdhDefEcValue] resources from the list of found items for which the context conditions or the request characteristics at time of processing the request message are not met, respectively.

1.1.2.3. Among the remaining found [cmdhDefEcValue] resources do the following selection:


1.1.2.3.1. If present, select the [cmdhDefEcValue] resource containing the AE-ID in the list defined by the ‘requestOrigin’ attribute which matches with the ’fr’ parameter in case of a request message or with the ‘to’ parameter in case of a response message. If multiple [cmdhDefEcValue] resources match, select the one with the lowest value in the ‘order’ attribute. Continue processing with step 1.1.2.4


1.1.2.3.2. If present, select the [cmdhDefEcValue] resource containing the App-ID in the list defined by the ‘requestOrigin’ attribute which matches with the ’fr’ parameter in case of a request message or with the ‘to’ parameter in case of a response message. If multiple [cmdhDefEcValue] resources match, select the one with the lowest value in the ‘order’ attribute. Continue processing with step 1.1.2.4


1.1.2.3.3. If present, select the [cmdhDefEcValue] resource containing the string ‘localAE’ in the list defined by the ‘requestOrigin’ attribute in case of processing a message where the ’fr’ parameter is the AE-ID of an AE registered with the CSE processing this message. If multiple [cmdhDefEcValue] resources match, select the one with the lowest value in the ‘order’ attribute. Continue processing with step 1.1.2.4


1.1.2.3.4. If present, select the [cmdhDefEcValue] resource containing the string ‘thisCSE’ in the list defined by the ‘requestOrigin’ attribute in case of processing a message where the ’fr’ parameter is the CSE-ID of the CSE processing this message. If multiple [cmdhDefEcValue] resources match, select the one with the lowest value in the ‘order’ attribute. Continue processing with step 1.1.2.4


1.1.2.3.5. Select the [cmdhDefEcValue] resource containing the string ‘default’ in the list defined by the ‘requestOrigin’ attribute in case of processing a message where no other matches were found. 


1.1.2.4. If a [cmdhDefEcValue] resource has been selected in steps 1.1.2.3.1 through 1.1.2.3.4: Use the value of the ‘defEcValue’ attribute of the selected [cmdhDefEcValue] resource as the value for the ‘ec’ parameter of the message. Else use the default value of ‘bestEffort’ for the ‘ec’ parameter of the message. 


1.2. Filling in values that shall be used for the remaining CMDH-related parameters of messages 


1.2.1. If the message contains any of the CMDH-related parameters ‘rqet’, ‘rset’, ‘oet’, ‘rp’: The provided values of the respective parameters in the message shall be used. No filling in is needed for those parameters. If any of the parameters ‘rqet’, ‘rset’, ‘oet’, ‘rp’ present in the message is represented with a duration, the receiving CSE shall translate the values of those parameters into absolute times by adding the duration to the originating timestamp in the ‘ot’ parameter of the message. This ‘ot’ parameter is an optional message parameter and in case it is not present in a message, it shall be filled in by the first receiving CSE of a message using the time when the message was received.  


1.2.2. If the message parameter ‘ec’ has a value of ‘bestEffort’, use the following values for any missing CMDH-related parameters: For a request message use ‘rqet’ =  ‘infinite’, ‘rset’ = ‘infinite’, ‘oet’ = ‘now’, ‘rp’ = ‘none’, ‘da’ = ON. For a response message use ‘rset’ = ‘infinite’, ‘da’ = ON. Continue with step 2.


1.2.3. If the message parameter ‘ec’ has a value of ‘immediate’, do not fill in any remaining missing CMDH-related parameters and continue with step 2.


1.2.4. For any of the missing CMDH-related parameters fill in values as follows: 


1.2.4.1. Lookup all [cmdhEcDefParamValues] child resources of the [cmdhDefaults] resource that is a child resource of the provisioned active [cmdhPolicy] resource. 


1.2.4.2. Among the found [cmdhEcDefParamValues]  resources do the following selection:


1.2.4.2.1. If present, select the [cmdhEcDefParamValues] resource containing the value of the ‘ec’ parameter of the message in the list defined by the ‘applicableEventCategory’ attribute. If a match is found, continue processing with step 1.2.4.3


1.2.4.2.2. Select the [cmdhEcDefParamValues] resource that contains the string ‘default’ in the list defined by the ‘applicableEventCategory’. 


1.2.4.3. Use the following attributes of the selected [cmdhEcDefParamValues] resource to fill in any missing CMDH-related message parameters: Fill in the value of the attribute ‘defaultRequestExpTime’ for the parameter ‘rqet’ if it is missing. Fill in the value of the attribute ‘defaultResultExpTime’ for the parameter ‘rset’ if it is missing. Fill in the value of the attribute ‘defaultOpExecTime’ for the parameter ‘oet’ if it is missing. Fill in the value of the attribute ‘defaultRespPersistence’ for the parameter ‘rp’ if it is missing. Fill in the value of the attribute ‘defaultDelAggregation’ for the parameter ‘da’ if it is missing. 


2. Compare CMDH parameters with allowed CMDH parameter limits:
Check if CMDH-related parameters effective for the message are with allowed limits.


2.1. Lookup all [cmdhLimits] child resources of the provisioned active [cmdhPolicy] resource.

2.2. If the message is a request message and any of the attributes ‘requestContext’, and ‘requestCharacteristics’ are present in the found  [cmdhLimits] resources, discard all [cmdhLimits] resources from the list of found items for which the context conditions or the request characteristics at time of processing the request message are not met, respectively.

2.3. Among the remaining found [cmdhLimits] resources do the following selection:


2.3.1. If present, select the [cmdhLimits] resource(s) containing the AE-ID in the list defined by the ‘requestOrigin’ attribute which matches with the ’fr’ parameter in case of a request message or with the ‘to’ parameter in case of a response message. If multiple [cmdhLimits] resources match, select the one with the lowest value in the ‘order’ attribute. Continue processing with step 2.4


2.3.2. If present, select the [cmdhLimits] resource(s) containing the App-ID in the list defined by the ‘requestOrigin’ attribute which matches with the ’fr’ parameter in case of a request message or with the ‘to’ parameter in case of a response message. If multiple [cmdhLimits] resources match, select the one with the lowest value in the ‘order’ attribute. Continue processing with step 2.4


2.3.3. If present, select the [cmdhLimits] resource(s) containing the string ‘localAE’ in the list defined by the ‘requestOrigin’ attribute in case of processing a message where the ’fr’ parameter is the AE-ID of an AE registered with the CSE processing this message. If multiple [cmdhLimits] resources match, select the one with the lowest value in the ‘order’ attribute. Continue processing with step 1.1.2.4


2.3.4. If present, select the [cmdhLimits] resource(s) containing the string ‘thisCSE’ in the list defined by the ‘requestOrigin’ attribute in case of processing a message where the ’fr’ parameter is the CSE-ID of the CSE processing this message. If multiple [cmdhLimits] resources match, select the one with the lowest value in the ‘order’ attribute. Continue processing with step 2.4 


2.3.5. Select the [cmdhLimits] resource containing the string ‘default’ in the list defined by the ‘requestOrigin’ attribute in case of processing a message where no other matches were found. 


2.4. Validate if ‘ec’ parameter is within allowed range:
If the ‘ec’ parameter of the message is not within the list defined by the ‘limitsEventCategory’ attribute of the selected [cmdhLimits] resource, mark CMDH message validation for this message as not successful and exit CMDH message validation.


2.5. Validate if ‘rqet’ parameter is within allowed range:
If the ‘rqet’ parameter is present in the message and if it is not within the range defined by the ‘limitsRequestExpTime’ attribute of the selected [cmdhLimits] resource, mark CMDH message validation for this message as not successful and exit CMDH message validation.


2.6. Validate if ‘rset’ parameter is within allowed range:
If the ‘rset’ parameter is present in the message and if it is not within the range defined by the ‘limitsResultExpTime’ attribute of the selected [cmdhLimits] resource, mark CMDH message validation for this message as not successful and exit CMDH message validation.


2.7. Validate if ‘oet’ parameter is within allowed range:
If the ‘oet’ parameter is present in the message and if it is not within the range defined by the ‘limitsOpExecTime’ attribute of the selected [cmdhLimits] resource, mark CMDH message validation for this message as not successful and exit CMDH message validation.


2.8. Validate if ‘rp’ parameter is within allowed range:
If the ‘rp’ parameter is present in the message and if it is not within the range defined by the ‘limitsRespPersistence’ attribute of the selected [cmdhLimits] resource, mark CMDH message validation for this message as not successful and exit CMDH message validation.


2.9. Validate if ‘da’ parameter is within allowed range:
If the ‘da’ parameter is present in the message and if it is not within the list of allowed values defined by the ‘limitsDelAggregation’ attribute of the selected [cmdhLimits] resource, mark CMDH message validation for this message as not successful and exit CMDH message validation.


3. Check if message complies with network access rules and buffer limits:


3.1. Check if ‘ec’ is ‘immediate’:
If the ‘ec’ parameter of the message is ‘immediate’ bypass any checks on buffering or access network usage rules. Mark the CMDH message validation for this message as successful and end CMDH message validation.


3.2. Check if delivering the message is possible within the boundaries of access network usage rules in CMDH policies:


3.2.1. Lookup all [cmdhNetworkAccessRules] child resources of the provisioned active [cmdhPolicy] resource.


3.2.2. Among the all found [cmdhNetworkAccessRules] resources do the following selection:


3.2.2.1. If present, select the [cmdhNetworkAccessRules] resource containing the value of the ‘ec’ parameter of the message in the list defined by the ‘applicableEventCategory’ attribute. If a match is found, continue processing with step 3.2.3


3.2.2.2. Select the [cmdhNetworkAccessRules] resource that contains the string ‘default’ in the list defined by the ‘applicableEventCategory’. 


3.2.3. Lookup all [cmdhNwAccessRule] child resources of the selected [cmdhNetworkAccessRules] resource 


3.2.4. Among the all found [cmdhNwAccessRule] resources find at least one for which the <schedule> child resource ‘allowedSchedule’ is allowing usage of the corresponding target network consistent with the ‘rqet’ parameter in case of a request message being processed or in line with the ‘rset’ parameter in case of a response message being processed. If no matching [cmdhNwAccessRule] resource is found, mark CMDH validation for this message as not successful due to lack of scheduling opportunities and end CMDH message validation. Otherwise continue.


3.3. Check if delivering the message is possible within the boundaries of buffer usage rules in CMDH policies:


3.3.1. Lookup all [cmdhBuffer] child resources of the provisioned active [cmdhPolicy] resource.


3.3.2. Among the all found [cmdhBuffer] resources do the following selection:


3.3.2.1. If present, select the [cmdhBuffer] resource containing the value of the ‘ec’ parameter of the message in the list defined by the ‘applicableEventCategory’ attribute. If a match is found, continue processing with step 3.3.3

3.3.2.2. Select the [cmdhBuffer] resource that contains the string ‘default’ in the list defined by the ‘applicableEventCategory’. 


3.3.3. Check if the amount of memory needed to buffer the message being validated in addition to the already buffered messages matching with the same buffer usage policy in the selected [cmdhBuffer] resource would exhaust the limit defined by the ‘maxBufferSize’ attribute of the selected [cmdhBuffer] resource or if the available memory for CMDH forwarding on the receiver CSE would get exhausted even when purging buffered messages with lower storage priority.


3.3.3.1. If the check is negative, mark the CMDH message validation for the message being validated as successful, assign the storage priority defined in the ‘storagePriority’ attribute of the selected [cmdhBuffer] resource to the validated message, and end CMDH message validation


3.3.3.2. If the check is positive, mark the CMDH message validation for the message being validated as not successful and end CMDH message validation.
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Figure H.2.3-1: CMDH message validation procedure
H.2.4 CMDH message forwarding procedure


The high-level sequence of processing steps for the CMDH message forwarding process is depicted in the flow chart below. Note that this flow chart only represents the reference flow for implementing a standard compliant behavior. Other standard compliant implementations may be possible as long as the events defined below will result in the same normative message exchanges via reference points.

Occurrence of the following events shall trigger processing in the CMDH message forwarding:

· One or more new message(s) get(s) queued up for CMDH message forwarding

· Any of the underlying networks becomes usable for message forwarding due to transition(s) in allowed schedule(s) or due to establishing of availability of connectivity (e.g. cable plugged-in, coverage established)

· Any of the underlying networks becomes unusable for message forwarding due to transition(s) in allowed schedule(s) or due to loss of  availability of connectivity (e.g. cable unplugged, coverage lost)

· Any message buffered for CMDH forwarding expires


[image: image3.emf]New message queued up for  

CMDH message forwarding

Buffer message for 

CMDH forwarding

(step 2.1. in II.iv)

‘ec’ = 

‘immediate’

?

Forward 

message asap 

to next CSE

(step 1. in II.iv)

YES

NO

Any underlying network 

becomes usable due to 

transition(s) in

allowed schedule or due to 

change(s) in connectivity

End

Evaluate if any message forwarding is 

currently allowed (step 2.2. in II.iv)

Setup Mcc communication 

connection(s) to next CSE

(step 2.3. in II.iv)

possible?

YES NO

Buffered message 

expired

Determine usage of delivery 

aggregation (step 1.3. in II.iv)

Use da

?

aggregated messages

other messages

Purge message and 

–in case of request 

message –create 

response (step YYY 

in II.iv)

Create <delivery> 

resource on next CSE 

(step 1.3.2. in II.iv)

Forward message(s) to 

next CSE 

(step 1.3.1. in II.iv)

Any underlying network 

becomes unusable due to 

transition(s) in

allowed schedule or due to 

change(s) in connectivity

If possible, 

complete ongoing 

message 

forwarding


Figure H.2.4-1: CMDH message forwarding procedure
-----------------------End of change 6------------------------------------------

CHECK LIST

· Does this change request include an informative introduction containing the problem(s) being solved, and a summary list of proposals.?

· Does this CR contain changes related to only one particular issue/problem?
· Does this change request  make all the changes necessary to address the issue or problem?  E.g. A change impacting 5 tables should not only include a proposal to change only 3 tables. Includes any changes to references, definitions, and acronyms in the same deliverable?
· Does this change request follow the drafting rules?
· Are all pictures editable?
· Have you checked the spelling and grammar?
· Have you used change bars for all modifications?
· Does the change include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change? (Additions of complete sections need not show surrounding clauses as long as the proposed section number clearly shows where the new section is proposed to be located.)
· Are multiple changes in this CR clearly separated by horizontal lines with embedded text such as, start of change 1, end of change 1, start of new clause, end of new clause.?
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