	Doc# PRO-2015-0732R02-TS-0004-XSD-ACP_related_corrections.doc
Change Request
	[image: image1.png]






	CHANGE REQUEST

	Meeting:*
	PRO#16

	Source:*
	Qualcomm Inc.

	Date:*
	2015-03-26

	Contact:*
	Wolfgang Granzow, Qualcomm, wgranzow@qti.qualcomm.com

	Reason for Change/s:*
	Editorial and essential corrections on Access Control Policy data types

	CR  against:  Release*
	Release-1

	CR  against:  WI*
	 FORMCHECKBOX 
 Active <Work Item number>

 FORMCHECKBOX 
 MNT Maintenance / < Work Item number(optional)>
 FORMCHECKBOX 
 STE Small Technical Enhancements / < Work Item number (optional)>

Only ONE of the above shall be ticked

	CR  against:  TS/TR*
	TS-0004v1.0.1

	Clauses/Sub Clauses*
	2.1, 6.3.4.26, 6.3.4.27, 8.2.5

	Type of change: *
	 FORMCHECKBOX 
 Editorial change

 FORMCHECKBOX 
 Bug Fix or Correction

 Change to existing feature or functionality

 New feature or functionality
Only ONE of the above shall be ticked

	Post Freeze checking:*
	This CR contains only essential changes and corrections?  YES  FORMCHECKBOX 
  NO  FORMCHECKBOX 

This CR is a mirror CR? YES  FORMCHECKBOX 
   NO  FORMCHECKBOX 
  if YES, please indicate the document number of the original CR: 
<Document Number)<CR Number of the original CR to the current Release>

	Template Version:23 February 2015 (Dot not modify)


oneM2M Notice

The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.

GUIDELINES for Change Requests:

Provide an informative introduction containing the problem(s) being solved, and a summary list of proposals.

Each CR should contain changes related to only one particular issue/problem.
In case of a correction, and the change apply to previous releases, a separated “mirror CR” should be posted at the same time of this CR

Follow the principle of completeness, where all changes related to the issue or problem within a deliverable are simultaneously proposed to be made E.g. A change impacting 5 tables should not only include a proposal to change only 3 tables. Includes any changes to references, definitions, and acronyms in the same deliverable.
Follow the drafting rules.

All pictures must be editable.
Check spelling and grammar to the extent practicable.
Use Change bars for modifications.
The change should include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change. Additions of complete sections need not show surrounding clauses as long as the proposed section number clearly shows where the new section is proposed to be located.
Multiple changes in a single CR shall be clearly separated by horizontal lines with embedded text such as, start of change 1, end of change 1, start of new clause, end of new clause.
When subsequent changes are made to content of a CR, then the accepted version should not show changes over changes. The accepted version of the CR should only show changes relative to the baseline approved text. 
Introduction

The review of XSD files after the PRO#15 meeting in Miami has discovered a number of inconsistencies between data type definitions in TS-0004 and in the XSD files. Some of these changes which are not just editorial could not be corrected in the published version of TS-0004v1.0.1. This CR addresses the alignments related to Access Control Policy.  Corresponding alignments of the Security TS-0003 are proposed in SEC-2015-0489.
1) “accessControlContexts”:
alignment of TS-0004 with CDT-accessControlPolicy-v1_0_0.xsd multiplicity must be changed from 0..1 to 0..n. 

2) “accessControlTimeWindows”: Inconsistent use of element name. TS-0001 uses “accessControlTimeWindow”, TS-0003 uses, “accessControlWindow”, TS-0004 uses “accessControlTimeWindows”. XSD v100 uses “accessControlWindow”. It is proposed here to align TS-0003, TS-0004 and the XSD with TS-0001, i.e. to use notation “accessControlTimeWindow”  (requires update of CDT-accessControlPolicy-v1_0_0.xsd).

3) “accessControlIpAddresses”:  Inconsistent use of element name. TS-0001 uses “accessControlIpAddress”, TS-0003 use TS-0004 use “accessControlIpAddresses”. XSD v100 uses “accessControlIpAddress”. It is proposed here to align TS-0003, TS-0004 with TS-0001, i.e. to use notation “accessControlIpAddress”.
4) “accessControlLocationRegions”:  Inconsistent use of element name. TS-0001 uses “accessControlLocationRegion”, TS-0003 and TS-0004 use “accessControlLocationRegions”. XSD v100 uses “accessControlLocationRegion”. It is proposed here to align TS-0003, TS-0004 with TS-0001, i.e. to use notation “accessControlLocationRegion” consistently.  

5) Multiplicity of "accessControlLocationRegions" and its sub-elements countryCode and circRegion is added in accordance with the XSD.
6) The XSD implementation allows to include both IPv6 and IPv4 address. However, the present text in TS-0004 is ambiguous. It is not clear if the or in "IPv4 or IPv6" is meant inclusive or exclusive. A clarification of text in Table 6.3.4.26-1 of TS-0004 is proposed.  The sub-element names ipv4Addresses and ipv6Addresses are not explicitly mentioned in TS-0004. These have been added to the table.

7) Descriptive text about structure of the IPv4 and IPv6 address representations have been added.

8) Short names for all XML elements used in accessControlPolicy which occur in XML representations of this resource are added to Table 8.2.5-1.
Changes in R01 relative to initial version:
· the changes numbered 1) to 4) in the above list of changes have been reverted to achieve full alignment of TS-0004 with the present XSD implementation. The XSD does not need to be changed except for removal of the TODO comments. The mismatch of names with TS-0001 is explained in a ‘NOTE’ which has been added.
· correction of multiplicity of the ‘locationRegion’ element, 0..1 instead of 0..n
-----------------------Start of change 1-------------------------------------------

1.1.1.1 m2m:accessControlRule
Table 6.3.4.26‑1: Type Definition of m2m:accessControlRule

	Element Path
	Element Data Type 
	Multiplicity
	Note

	accessControlOriginators
	list of xs:anyURI
	1
	

	accessControlOperations
	m2m:accessControlOperations
	1
	

	accessControlContexts
	
	0..n
	

	accessControlContexts/accessControlWindow
	m2m:scheduleEntry
	0..n
	

	accessControlContexts/accessControlIpAddresses
	
	0..1
	

	accessControlContexts/accessControlIpAddresses/ipv4Addresses
	list of m2m:ipv4 
	0..1
	List of IPv4 addresses

	accessControlContexts/accessControlIpAddresses/ipv6Addresses
	list of m2m:ipv6
	0..1
	List of IPv4 addresses

	accessControlContexts/accessControlLocationRegion
	m2m:locationRegion
	0..1
	


NOTE: Some of the above elements are defined in clause 9.6.2 of TS-0001 [6] with slightly different names as follows (name in parenthesis used in TS-0001): accessControlWindow (accessControlTimeWindow), accessControlIpAddresses (accessControlIpAddress)
The accessControlContexts/accessControlIpAddresses element may include either the ipv4Addresses element, ipv6Addresses element, or both elements.
Each individual IPv4 address of data type m2m:ipv4 in the list of IPv4 addresses is represented in dotted-decimal notation with optional Classless Inter-Domain Routing (CIDR) suffix in accordance with RFC 4632 [x]. Each individual IPv6 address of data type m2m:ipv6 in the list of IPv6 addresses is represented in colon separated groups of hexadecimal digits with optional network prefix in accordance with RFC 5952 [y]. Example IPv4 and IPv6 addresses which comply with data types m2m:ipv4 and m2m:ipv6, respectively, are given in Table 6.3.2-1.
1.1.1.2 m2m:locationRegion
Table 6.3.4.27‑1: Type Definition of m2m:locationRegion

	Element Path
	Element Data Type 
	Multiplicity
	Note

	circRegion
	List of 3 xs:float
	0..1
	The values represent latitude (+/-90 degrees), longitude (+/-180 degrees), and radius (metres)

	countryCode
	list of m2m:countryCode
	0..1
	


This is an xs:choice. A locationRegion shall contain either:
1) A list of countryCode elements, in which case circRegion shall not appear, or

2) A circRegion element, in which case countryCode shall not appear


-----------------------End of change 1-------------------------------------------

-----------------------Start of change 2-------------------------------------------

1.1.2 Complex data types members

In protocol bindings complex data types member names shall be translated into short names of Table 8.2.5-1.

Table 8.2.5‑1: Complex data types members short names

	Parameter Name
	Occurs in
	Short Name

	createdBefore
	filterCriteria, eventNotificationCriteria
	crb

	createdAfter
	filterCriteria, eventNotificationCriteria
	cra

	modifiedSince
	filterCriteria, eventNotificationCriteria
	ms

	unmodifiedSince
	filterCriteria, eventNotificationCriteria
	us

	stateTagSmaller
	filterCriteria, eventNotificationCriteria
	sts

	stateTagBigger
	filterCriteria, eventNotificationCriteria
	stb

	expireBefore
	filterCriteria, eventNotificationCriteria
	exb

	expireAfter
	filterCriteria, eventNotificationCriteria
	exa

	labels
	filterCriteria, eventNotificationCriteria
	lbl

	resourceType
	filterCriteria
	rty

	sizeAbove
	filterCriteria, eventNotificationCriteria
	sza

	sizeBelow
	filterCriteria, eventNotificationCriteriay
	szb

	contentType
	filterCriteria
	cty

	limit
	filterCriteria
	lim

	attribute
	filterCriteria, eventNotificationCriteria
	atr

	resourceStatus
	eventNotificationCriteria, notificationEvent
	rss

	operationMonitor
	eventNotificationCriteria, notificationEvent
	om

	filterUsage
	filterCriteria
	fu

	eventCatType
	eventCat
	ect

	eventCatNo
	eventCat
	ecn

	number
	batchNotify
	num

	duration
	batchNotify
	dur

	notification
	aggregatedNotification
	sgn

	notificationEvent
	notification
	nev

	verificationRequest
	notification
	vrq

	subscriptionDeletion
	notification
	sud

	subscriptionReference
	notification
	sur

	creator
	notification
	cr*

	notificationForwardingURI
	notification
	nfu*

	operation
	operationMonitor
	opr

	originator
	operationMonitor
	org

	accessId
	externalID
	aci

	MSISDN
	externalID
	msd

	action
	actionStatus
	acn

	status
	actionStatus
	sus

	childResource
	All except execInstance, announced resource, management resources from firmware
	ch

	aggregatedNotification
	Primitive Content
	agn

	aggregatedResponse
	Primitive Content
	agr

	accessControlRule
	privileges, selfPrivileges
	acr

	accessControlOriginators
	accessControlRule
	acor

	accessControlOperations
	accessControlRule
	acop

	accessControlContexts
	accessControlRule
	acco

	accessControWindow
	accessControlContexts
	actw

	accessControlIpAddresses
	accessControlContexts
	acip

	ipv4Addresses
	accessControlIpAddress
	ipv4

	ipv6Addresses
	accessControlIpAddress
	ipv6

	accessControlLocationRegion
	accessControlContexts
	aclr

	countryCode
	accessControlLocationRegion
	accc

	circRegion
	accessControlLocationRegion
	accr


NOTE: * marked short names have been already assigned in attribute Table 8.2.3-1.
-----------------------End of change 2-------------------------------------------

-------------Start of Changes to References Section -------------

2.1         Normative references

The following referenced documents are necessary for the application of the present document.

[1]
W3C, Extensible Markup Language (XML) 1.0 (Fifth Edition), W3C Recommendation 26 November 2008.

[2]
IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".

[3]
W3C XMLSchemaP2: "W3C Recommendation (2004), XML Schema Part 2:Datatypes Second Edition.".

[4]
oneM2M TS-0005 “Management Enablement (OMA)”  
[5]
oneM2M TS-0006 “Management Enablement (BBF)” 

[6]
oneM2M TS-0001 "Functional Architecture"

[7]
oneM2M TS-0003 “Security Solutions”

[8]
IEEE 754-2008: IEEE. IEEE Standard for Floating-Point Arithmetic. 29 August 2008. http://ieeexplore.ieee.org/servlet/opac?punumber=4610933

[9]
IETF RFC 3548: "The Base16, Base32, and Base64 Data Encodings". 2003.

[10]
IETF RFC 2045: "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies". 1996.

[11]
IETF RFC 3987:" Internationalized Resource Identifiers (IRIs)" . January 2005.

[12]
IETF BCP 47: "Best Current Practices 47". Concatenation of RFC 4646:" Tags for Identifying Languages"(2006) and RFC 4647: "Matching of Language Tags"( 2006).

[13]
IETF RFC 3588: "Diameter Base Protocol". September 2003.

[14]
IETF RFC 6733: "Diameter Base Protocol". October 2012.

[15]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications" Release 11.

[16]
3GPP TS 29.368: "Tsp interface protocol between the MTC Interworking Function (MTC-IWF) and Service Capability Server (SCS)" Release 11.

[17]
3GPP TS 23.003: "Numbering, addressing and identification".

[18]
IETF RFC 4282: "The Network Access Identifier".

[19]
IETF RFC 7159: "The JavaScript Object Notation (JSON) Data Interchange Format".

[20]
IETF RFC 4234: "Augmented BNF for Syntax Specifications: ABNF"
[21]
IETF RFC 3629: " UTF-8, a transformation format of ISO 10646".

[22]
oneM2M TS-0008 CoAP Protocol Binding

[23]
oneM2M TS-0009 HTTP Protocol Binding

[24]
oneM2M TS-0010 MQTT Protocol Binding

[25]
oneM2M TS-0011 Common Terminology 
[26]
IETF RFC 6837: " Media Type Specifications and Registration Procedures".

[27]
ISO 3601:2004; "Data elements and interchange formats -- Information interchange -- Representation of dates and times".

[28]
OMA-TS-REST-NetAPI_TerminalLocation-V1_0-20130924-A: "RESTful Network API for Terminal Location", Version 1.0.
[x]
IETF RFC 4632: " Classless Inter-domain Routing (CIDR): The Internet Address Assignment and Aggregation Plan".
[y]
IETF RFC 5952: "A Recommendation for IPv6 Address Text Representation".

-----------------------End of Changes to References  -------------
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