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Introduction
The resourceType attribute is not updatable even once after creation. Therefore, its access mode should be RO.
It is specified as RO in everywhere else except the Table 9.6.1.3.1-1. 
-----------------------Start of change 1-------------------------------------------

9.6.1.3.1
Universal attributes

The following attributes are universal to all resource types.

Table 9.6.1.3.1-1: Universal Attributes
	Attribute Name
	Description

	resourceType 
	Resource Type. This Read Only (assigned at creation time. and then cannot be changed) attribute identifies the type of the resource as specified in clause 9.6. Each resource shall have a resourceType attribute.

	resourceID
	This attribute is an identifier for the resource that is used for ‘non-hierarchical addressing method’. 

This attribute shall be provided by the Hosting CSE when it accepts a resource creation procedure. The Hosting CSE shall assign a resourceID which is unique in that CSE.

	resourceName
	This attribute is the name for the resource that is used for 'hierarchical addressing method' to represent the parent-child relationships of resources. See clause 7.2 for more details.

This attribute may be provided by the resource creator. The Hosting CSE may use a provided resourceName or assign a different one. The Hosting CSE shall assign one if not provided by resource creator.

	parentID
	This attribute is the resourceID of the parent of this resource. This attributes is specified in all resource types except <CSEBase>.

	creationTime
	Time/date of creation of the resource.

This attribute is mandatory for all resources and the value is assigned by the system at the time when the resource is locally created. Such an attribute cannot be changed.

	lastModifiedTime
	Last modification time/date of the resource.

This attribute is mandatory. The lastModifiedTime value is set by the Hosting CSE when the resource is created,and the lastModifiedTime value is updated when the resource is updated or its direct child resources are created/deleted.

	labels
	Tokens used as keys for discovering resources.

This attribute is optional and if not present it means that the resource cannot be found by means of discovery procedure which uses labels as key parameter of the discovery.


----------------------End of change 1---------------------------------------------
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