	Template for collection of Data related to the Internet of Things

	This template is used to collect data for an all-encompassing spreadsheet on standards related to the Internet of Things.  The goal is to include all standards from all Standards Development Organizations that can possibly relate to the IoT. The top of the spreadsheet is locked and contains the column titles, some possible entries for several of the columns and some examples of data entered into the spreadsheet.  You are NOT restricted to the suggested entries. If you feel that there is an ambiguity in your entry please feel free to provide extra information.
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	TS0001: Functional Architecture
	This document specifies the functional architecture for the oneM2M Services Platform.
	oneM2M
	V1.6.1 Published
V1.12.1 Draft
V2.5.0 Draft
	30/01/2015
07/01/2016
29/11/2015
	Technical Specification
	Architecture
	IoT, M2M
	Any M2M Application
	

	TS-0003: Security Solutions
	TS-0003 defines security solutions for M2M systems. It describes the security architecture as well as how symmetric or certificate based security frameworks are applied.
	oneM2M
	Published as part of Release 1
	Jan-15
	Technical Specification
	Security
	N/A
	N/A
	 

	TS-0004: Service Layer Core Protocol Specification
	This document specifies the communication protocol(s)  for oneM2M compliant Systems,  M2M Applications, and/or other M2MSystems.The present document also specifies the  common data formats, interfaces and message sequences to support reference points(s) defined by oneM2M.
	oneM2M
	v1.0.1 Published
v1.5.1 Draft
v2.3.0 Draft
	01/01/2015
December 2015
December 2015
	Technical Specification
	M2M Service layer
	M2M
	Any M2M Application
	 

	TS-0008 CoAP Protocol Binding
	This document defines the binding of the oneM2M protocols to an CoAP transport layer.
	oneM2M
	v1.0.1 Published
v1.3.1 Draft
	01/01/2015
01/01/2016
	Technical Specification
	M2M Service layer
	IoT, M2M
	Any M2M Application
	 

	TS-0009: HTTP Protocol Binding
	The specification will cover the protocol specific part of communication protocol used by oneM2M compliant systems as RESTful HTTP binding.
The scope of this specification is (not limited to as shown below):
-     Binding oneM2M Protocol primitive types to HTTP method
-     Binding oneM2M RESTful resources to HTTP resources
-     Binding oneM2M response status codes (successful/unsuccessful) to HTTP response codes
This specification is depending on Core Protocol specification (TS-0004) for data types
	oneM2M
	Published
	Jan-15
	Technical Specification
	Common Service Layer
	 
	 
	 

	TS-0010: MQTT Protocol Binding
	This document defines the binding of the oneM2M protocols to an MQTT transport layer.
	oneM2M
	v1.0.1 Published
v1.4.1 Draft
v2.2.1 Draft
	01/01/2015
01/01/2016
01/01/2016
	Technical Specification
	M2M Service layer
	MQTT
	Any M2M Application
	 

	TS-0013: Interoperability Testing
	The specification address the interoperability testing of the primitives on the oneM2M interfaces as specified in TS-0001 and TS-0004. The purpose of the interoperability testing is to prove end-to-end functionality between Application Entities and Common Service Entities over the Mca and Mcc reference points.
	oneM2M
	To be published
	Feb-16
	Technical Specification 
	All interfaces
	oneM2M
	 
	 

	TS-0015 –Testing Framework
	The scope of the document is to support oneM2M framework testing needs. It specifies a global methodology for testing, based on oneM2M specifications. It provides definitions and guidance for developing Test specifications. It analyzes the overall testing needs and identifies and defines the testing documentation required.  
The testing framework provides methodology for development of conformance and interoperability test strategies, test systems and the resulting test specifications for oneM2M standards.
The methodology includes:
•       Common set of definitions and conventions 
•       Interoperability Testing methodology
•       Conformance Testing methodology
•       Guidelines for development of test specifications and test suites
	oneM2M
	Draft
	 
	Technical specification
	Testing
	oneM2M
	 
	 

	TS-0016 : Secure Environment Abstraction
	TS-0016 defines the interface to the secure environment as well as the various security services that are provided by the secure environment.
	oneM2M
	To be published as part of Release 2
	Sep-16
	Technical Specification
	Security
	N/A
	N/A
	 

	TS-0017: Implementation Conformance Statements
	This document identifies those standardized functions which an Implementation under Test shall support, those which are optional and those which are conditional on the presence of other functions. This helps to provide a means for selection of the suite of tests which are to be developed. 
	oneM2M
	In progress
	Tbd
	Technical Specification
	Conformance Testing
	 
	 
	 

	TS-0018: Test Suite Structure and Test Purposes
	This document contains defining the test suite structure by grouping the test purposes according to different criteria but also specifying test purposes for conformance test. A test purpose is an informal description of the expected test behavior.
	oneM2M
	In progress
	tbd
	Technical Specification
	Conformance Testing
	 
	 
	 

	TS-0021: oneM2M and AllJoyn interworking
	The present document specifies the oneM2M and AllJoyn interworking technologies including:
• the interworkable oneM2M and AllJoyn functions,
• the interworking functions that consists of interworkable oneM2M and AllJoyn functions,
• the procedures of the interworking functions with existing and/or new oneM2M resource types.
	oneM2M
	In progress
	 
	Technical Specification
	Common Service Layer
	oneM2M
	 
	 

	TS-0023: Home Appliances Information Model and Mapping
	This present document describes the oneM2M defined information model for home appliances, including the description of a method how it is mapped with other information models from external organization. It also explains about ontology for the home domain information model.
	oneM2M
	In progress
	 
	 Technical Specification
	Common Service Layer
	 
	Home Domain
	 

	TS-0024: oneM2M and OIC Interworking
	Definition of an interworking architecture between oneM2M and OIC systems 
Identification of architectural solutions to address interworking. These solutions will include the following aspects:
-  Resource mapping definitions
- Possible solutions for mapping between different schemas for each detail functions.
	oneM2M
	In final stages
	Jan-16
	Technical Specification
	Interworking between networks
	IoT, M2M
	 
	None

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	TR-0001:Use Cases Collection Technical Report
	 This oneM2M Technical Report includes a collection of use cases from various M2M industry segments. Use cases focus on the sequence of interactions among actors, and may include potential requirements
	oneM2M
	Published
	Nov-13
	Technical Report
	Machine-to-Machine Communications
	oneM2M
	Multiple domains with M2M communications, e.g. Energy, Enterprise, Healthcare, Public Services, Residential, Retail, Transportation, etc.
	 

	TR-0008, Security Analysis
	This document contains a risk analysis of the oneM2M system and possible countermeasures  .
	oneM2M 
	Release 1 published
Release 2 update expected mid 2016
	01-Aug-16
	Technical Report
	Security, privacy, authentication for IoT(Threat Analysis)
	oneM2M
	Any M2M/IoT vertical
	 

	TR-0012: End-to-End Security and Group Authentication
	This technical report describes how end-to-end security can be provided, and how group authentication can be used to facilitate efficient end-to-end security
	oneM2M
	Very close to freeze
	Mar-16
	Technical Report
	Security, Privacy, and Authentication
	N/A
	N/A
	oneM2M TR-0012, End-to-End Security and Group Authentication

	TR-0013: Home Domain Enablement
	This Technical Report examines how the release 1 oneM2M system can be used in the home vertical domain and includes a study of advanced features which the next oneM2M release(s) could support for this domain. To this end, a collection of new home domain use cases with potential requirements, including those provided by related PT2s, i.e., smart home related groups such as HGI and BBF, will be analysed to investigate if the release 1 oneM2M system needs to be enhanced in the architecture, security, semantics and management areas. The  missing requirements and the corresponding enhanced features derived though this process are detailed for the next oneM2M release(s) enablement of the  home vertical domain.
	oneM2M
	In progress
	--
	 Technical Report
	Common Service Layer
	 
	Home Domain
	 

	TR-0014: oneM2M and AllJoyn interworking
	This technical report describes:
- Technical comparison of oneM2M and AllJoyn Systems
- Identification of interworking scenarios between oneM2M and AllJoyn systems and the resulting new requirements on the oneM2M system
- Identification of architectural solutions to address the new requirements. These solutions will include the following aspects:
     -Functional architecture configurations
     - Resource mapping definitions
     - Procedure descriptions
- Identification of possible impact on existing oneM2M Technical Specifications as well as need for new Technical Specification
- Avoiding any overlaps with existing oneM2M work items.
	oneM2M
	Completed
	 
	Technical Report
	Common Service Layer
	oneM2M
	 
	 

	TR-0016, Authorization architecture and access control policies 
	Use cases and technical study of distributed authorization models and access control policies management in a oneM2M architecture
	oneM2M 
	Expected mid 2016
	01-Aug-16
	Technical Report
	Authorization, privacy, access control for IoT
	oneM2M
	Any M2M/IoT vertical
	 

	TR-0017:Home Domain Abstract Information Model
	The release-l specification allows application developers to describe the status of devices as resources on oneM2M-based  platform in various ways. Thus different application developers can create different resource trees even when they build the same kinds of applications. Moreover when handling  the same kinds of devices from different vendors on M2M platform application developers may create disunited resource trees without common information model. In order to solve such issues, this technical report intends to provide the common and unified APIs on one M2M platform for the home domain by defining an abstract information model for the home domain devices such as TV, refrigerator, air conditioner, smart meter, and lighting equipment. The definition of the abstract information model will be based on data models that currently exist in the home domain. The home domain abstract information model does not intend to define the interworking function between the oneM2M system and protocols of the data models from which the abstract data model is defined. Also, this document intends to define how the developed abstract information model for a device could be represented in the CSEs of the oneM2M system.
	oneM2M
	In progress
	 
	 Technical Report
	Common Service Layer
	 
	Home Domain
	 

	TR-0018: Industrial Domain Enablement
	This oneM2M Technical Report collects the use cases of the industrial domain and the requirements needed to support the use cases collectively. Furthermore, the Technical Report also identifies necessary technical works need to be addressed while enhancing the oneM2M specifications in the future
	oneM2M
	In progress
	 
	Technical Report
	Common Service Layer
	 
	Industrial domain
	 

	TR-0019,Dynamic  Authorization for IoT 
	Use cases and technical study for IoT dynamic authorization models  in a oneM2M architecture
	oneM2M 
	Expected mid 2016
	01-Aug-16
	Technical Report
	Authorization, privacy, access control for IoT
	oneM2M
	Any M2M/IoT vertical
	 

	TR-0024: 3GPP_Rel13_IWK
	The document is a study of interworking between oneM2M Architecture and 3GPP Rel-13 architecture for Service Capability Exposure as defined in TS 23.682
	oneM2M
	Draft
	 
	 Technical Report
	Network
	Mobile Network
	N/A
	 

	TR-0025:Application developer guide
	This document provides a guide for application developers to develop applications using functionalities provided by any oneM2M compliant service platform. The guideline analyzes and implements a simple example showing how to map it into an oneM2M service platform using Release 1. It describes for a basic use case which is a remote lights control, some procedures and scenarios, including diagrams, message flows, message traces samples and resource description samples.
	oneM2M
	To be published
	Feb-16
	Technical Report
	Communications and Networking
	oneM2M
	 
	 

	TR-0026: Vehicular Domain Enablement
	This oneM2M Technical Report examines how the current oneM2M System can be used in the Vehicular Domain and includes a study of advanced features which the future oneM2M release(s) could support for this vertical domain
	oneM2M
	In progress
	Tbc
	Technical Report
	Common Service Layer
	 
	Vehicular domain
	 



