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	Work Item Title:*
	Trust management of oneM2M for smart city

	Document Number*
	WI-9999-
Rel-3_ Trust management  of oneM2M for smart city –V0_0_0
(proposed for track 2)

	Supporting Members or Partner type 2*
	List the supporting members or Partners type 2:
Recruiting

	Date:*
	2016-10-08

	Abstract:*
	This work item newly suggests to identiy trustworthy issues in the cross domain interworking cases of oneM2M platform situated in smart city environment. It will investgate the definition of trust in IoT system, trust evaluation with trust properties of things, identity trust and privacy preservation, secure and multi-party ccomputation, and user trust issues. 

	Template Version:23 February 2015 (Dot not modify)


oneM2M Copyright statement

No part may be reproduced except as authorized by written permission.

The copyright and the foregoing restriction extend to reproduction in all media.

All rights reserved.

1
Trust management of oneM2M for smart city 
2
Justification
There are number of cross-domin interworking cases of oneM2M in smart city environment, so the trustworthy can be issued for the counter parties in heterogeneous domain. Basically the appliactions and devices under different governance have different strategies of operation that make each other being unable to trust for collaboration. In order to test feasibility of interworking cases of oneM2M in smart city, establishment of trust framework is anticipatively necessary.

3
Intended Output
	Tick all the appropriate cases 


	

	
	Change request(s) to existing Technical Specification(s)

	
	Change request(s) to existing Technical Reports(s)

	
	New Normative Technical Specifications(s)

	X
	New Permanent Technical Reports(s)

	
	New Temporary Technical Reports(s)


4
Impact 
4.1
oneM2M Work Items

· WI-0019 – Dynamic Authentication for IoT   
· WI-0021 – Secure Environment Abstraction   
· WI-0023 – Authorization Architecture & Access Control
· WI-0045 – Addition of Interoperable Privacy Profiles to oneM2M Security Solutions
5
Scope

This work item will set the definition of trust property in IoT system, and will apply it to the picture of smart city configuration accommodating oneM2M interworking with non-oneM2M IoT systems. It will investgate the trust evaluation mechanism for the entities in the picture, identity trust, and privacy preservation. Secure and multi-party computation, and user trust issues will be examined to develop trust framework for oneM2M interworking cases in smart city environment

Provide a description of the work expected in each impacted WG; 

· WG1 to do the definition and requirement work in a new TR-xxxx (Trust management)
· WG4 to do the privacy work in a new TR-xxxx (Trust management)

6
Schedule and impacted specifications
Provide the schedule of tasks to be performed;
	New Specifications (if any)

	Document
Type
	Document
Number*
	Title
	
Schedule (TP No.)
	Lead WG
	Impacted WGs
	Comments

	
	
	
	Start 


	Change Control 
	Freeze


	Approval


	
	
	

	TR
	xxxx
	Trust management
	TP 25
	TP 28
	TP 32
	TP 33
	WG4
	WG1
	Editor:
Jae Young Ahn (ETRI)

	
	
	
	
	
	
	
	
	
	


	CRs to existing specifications (if any)

	Impacted
TS/TR
	CR number (when known)
	Subject of the CR
	Approved at plenary#
	Impacted WGs
	Comments
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Work Item Rapporteur(s)

Jae Young Ahn, ETRI (ahnjy@etri.re.kr )
Since this WI is likely related to WG1 and 4 closely, it is required to invite WI expects from WG1 and WG4
8
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