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1
Title (Acronym)

Heterogeneous identification service in oneM2M system

2
Justification

IoT identifiers (IoT ID) are used for identify unique things. IoT identifiers can be assigned to both physical things (e.g. devices, gateways and productions etc.) and virtual things (e.g. applications and sensing data). According to the standard “ITU-T Y.2060” published by ITU-T, IoT common architecture is divided into three layers: perceptual layer, network layer and application layer. Correspondingly each layer possesses the specific identifiers.  
Identification service technology is one of the key common technologies in IoT. It help find the information related a specific ID especially a physical thing ID in perceptual layer. DNS (domain name system) is a typical identification service in Internet which resolves the IP address of a Fully Qualified Domain Name (FQDN) (i.e. mapping between application-layer identifiers and network-layer identifiers).  There are some differences between identification service in internet and IoT. Firstly, the IoT ID is more diverse in IoT area. Unlike the DNS, the IoT ID is not globally unified due to political, commercial and some other reasons. Currently there are different kinds of IoT ID standards, including EPC, OID, ucode, handle and so on. Secondly, the application scenarios are more complex especially for physical things with or without communication capability. The IoT identification service need to maintain the mapping among the object identifiers (perceptual-layer), application-layer identifiers and network-layer identifiers, which extends the functionality based on Internet structure. For instance, the standards organization EPCglobal proposes and defines the Object Name Service (ONS), which extends the DNS infrastructure and implementation for discovering information with object identifier. However, the ONS system can only support EPC (Electric Product Code), which can’t address the issue of various types of IoT ID co-existing in the IoT ecosystem.
oneM2M is defining a transverse service layer standard, which addresses the need for a common M2M Service Layer and enables the communication between different verticals. Thus a study on how to implement identification service based on oneM2M system is needed. In present oneM2M system, there exist the following deficiencies:
· The recognition and representation of heterogeneous identifiers for the physical entity is not fully supported, especially for things without communication capability. The defined identifiers are mainly applied for logical entities, e.g. M2M-Node-ID. And the attribute deviceidentifier only represents the format of some few object identifiers.

· The oneM2M system cannot support various resolution mechanism. The CSE provide the resolving function, by defining the attribute pointOfAccess to represent the list of physical addresses of a CSE (e.g. IP address, FQDN). However, with regard to various IoT ID standards, different specific resolution protocols are adopted, for instance, ONS and other resolution systems which are not DNS-based, such as Handle system. Thus the mapping among the object identifiers (perceptual-layer), application-layer identifiers and network-layer identifiers can’t be achieved. 

Due to the requirements and characteristics of identification service in IoT, the oneM2M platform should be enhanced by addressing the aforementioned deficiencies, so as to supporting the heterogeneous identification service,  interconnection and interworking across application areas. This is the main objective of this work item.

The identification service is widely used in IoT area, some typical use cases are as follows:  

· Product traceability (approved in WG1)
· Component management in manufacturing
· Condition monitoring in manufacturing
3
Intended Output

	Tick all the appropriate cases 


	

	√
	Change request(s) to existing Technical Specification(s)

	√
	Change request(s) to existing Technical Reports(s)

	
	New Normative Technical Specifications(s)

	√
	New Permanent Technical Reports(s)

	
	New Temporary Technical Reports(s)


4
Impact 

4.1
oneM2M Work Items

The work item is expected to have some impacts as follows:

WI-0002 (TS-0001 Rel-3) — Definitions of new resource types, attributes and adding the related procedures. 

WI-0009 (TS-0004 Rel-3) — To support the heterogeneous identification service, after the defined in architecture, there may be new data types and detailed resource procedures.

5
Scope

This Work Item will create a Technical Report to study on enhancing oneM2M platform to support heterogeneous identification service, the main objectives are as follows:

· Analyze the use cases and requirements in regard to heterogeneous identification service.

· Investigate all kinds of identifier types, realize the recognition and representation of the heterogeneous IoT ID.

· Enhance the oneM2M platform to be compatible with various resolution mechanism.

· Investigate how to maintain the mapping among the object identifiers (perceptual-layer), application-layer identifiers and network-layer identifiers.     

Based on the outcome of the study described above, some CRs may be needed for the aspects as follows:
· Enhancing the architecture and procedures to support the heterogeneous identification service in oneM2M systems. (WG2)

· Defning new data types and structures to support the heterogeneous identification service in oneM2M. (WG3)
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Schedule and impacted specifications

Provide the schedule of tasks to be performed;

	New Specifications (if any)

	Document

Type
	Document

Number*
	Title
	
Schedule (TP No.)
	Lead WG
	Impacted WGs
	Comments

	
	
	
	Start 


	Change Control 
	Freeze


	Approval


	
	
	

	TR
	TBD
	Heterogeneous identification service in oneM2M
	TP 26
	TP 30
	TP 30
	TP 31
	ARC
	PRO
	


* Optional for first versions (i.e. before it will be assigned by the secretariat)

	CRs to existing specifications (if any)

	Impacted

TS/TR
	CR number (when known)
	Subject of the CR
	Approved at plenary#
	Impacted WGs
	Comments

	TR0001
	TBD
	Use Case Intelligence agricultural product traceability
	TBD
	WG1
	

	TS0001
	TBD
	Architecture to support the heterogeneous identification service in oneM2M
	TBD
	WG2
	

	TS0004
	TBD
	Procedure and data type to support the heterogeneous identification service in oneM2M
	TBD
	WG3
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