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	Template Version:23 February 2015 (Dot not modify)


oneM2M Copyright statement

No part may be reproduced except as authorized by written permission.

The copyright and the foregoing restriction extend to reproduction in all media.

All rights reserved.

1
Title (Acronym)
Secure Environment Abstraction 
2
Justification
Current security architecture as defined in TS-0003 foresees the implementation of 3 layers as defined in clause 5.1 of TS-0003. There are different types of secure environments and their technical implementation is out of scope of TS-0003. However, as stated in TS-0003 the secure environments need to be accessed via a secure environment abstraction layer in order to provide its functions to the security functions layer. The secure environment implements various security capabilities and the abstraction layer allows accessing the secure environment physically and logically to leverage those capabilities.
3
Intended Output
	Tick all the appropriate cases 


	

	√
	Change request(s) to existing Technical Specification(s)

	
	Change request(s) to existing Technical Reports(s)

	√
	New Normative Technical Specifications(s)

	
	New Permanent Technical Reports(s)

	
	New Temporary Technical Reports(s)


4
Impact 
4.1
oneM2M Work Items

CRs may be created toTS-0001, TS-0003 and TS-0007 to reflect the capabilities provided by the new TS.
5
Scope

Within the scope of the work item, the SE abstraction layer will be defined to encompass an exhaustive yet homogeneous set of security protocols associated to the SE technologies listed in Annex C of TS-0003, and specified to provide a harmonized administration interface for these technologies. In addition a language independent definition of a security API will be proposed to provide the security functions via the respective reference points. 

In case security services are relevant for TS-0007, CRs will be created to that specification.

6
Schedule and impacted specifications
Provide the schedule of tasks to be performed;
	New Specifications (if any)

	Document
Type
	Document
Number*
	Title
	
Schedule (TP No.)
	Lead WG
	Impacted WGs
	Comments

	
	
	
	Start 


	Change Control 
	Freeze


	Approval


	
	
	

	TS
	0016
	Secure Environment Abstraction
	TP 15
	TP 26
	TP 31
	TP 32
	WG4
	Secondary responsibilities for WG2 (API aspects) and WG5 (abstraction aspects)
	


* Optional for first versions (i.e. before it will be assigned by the secretariat)

	CRs to existing specifications (if any)

	Impacted
TS/TR
	CR number (when known)
	Subject of the CR
	Approved at plenary#
	Impacted WGs
	Comments

	TS 0002
	
	Secure Environment Abstraction requirements
	TP 24
	WG1
	

	TS 0001
	
	oneM2M Function Architecture changes related to Secure Environment Abstraction
	TP 28
	WG2
	

	TS-0003
	
	Secure Environment Abstraction security spcifications
	TP 31
	WG4
	

	TS-0004
	
	oneM2M Core Protocol changes related to Secure Environment Abstraction
	TP 32
	WG3
	


7
Work Item Rapporteur(s)

 François Ennesser, Gemalto (ETSI).
8
History

	Document history

	V0.1
	13 November 2014
	Proposed for approval at TP14

	V1.0.0
	19 November 2014
	Uploaded as permanent document WI-0021

	V1.1.0
	20 May 2015

27 May 2015
	Changed to new template. Milestone dates updated. Impacts on existing TSes described.
Uploaded to WPM area of the portal following approval at TP17

	V1.2.0
	10 September 2015
	Updated schedule

	
	15 September 2015
	Uploaded to Portal following approval of TP-2015-0820

	V1.3.0
	15 March 2016
	Schedule modified to reflect the fact that the work item is postponed to release 3

	
	21 April 2016
	Uploaded to the WPM area of the portal following approval of TP-2016-0061

	V1.4.0
	20 February 2017
	Uploaded as a permanent document following approval of TP-2017-0023

	V1.5.0
	22 May 2017
	Updated schedule
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