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	Abstract:
	This document proposes to study a new work recommendation which defines security solutions applicable within the M2M system.The baseline is provided in document XXX.




Annex 1
A.1 justification for proposed draft new Recommendation Y.oneM2M.SEC.SOL

	Question:
	Q3/20
	Proposed new ITU-T Recommendation
	September, 2017

	Reference and title:
	ITU-T Y.oneM2M.SEC.SOL "oneM2M-TS 0003 Security Solutions"

	Base text:
	TBD
	Timing:
	September, 2017

	Editor(s):
	Shane HE, Nokia, shane.he@nokia.com
Wolfgang Granzow, Qualcomm, wgranzow@qti.qualcomm.com 
	Approval process:
	AAP 

	Scope (defines the intent or object of the Recommendation and the aspects covered, thereby indicating the limits of its applicability):

	The recommendation provides normative and informative specifications for M2M Security and Privacy protection.

	Summary (provides a brief overview of the purpose and contents of the Recommendation, thus permitting readers to judge its usefulness for their work):

	Purpose:
The present document defines security solutions applicable within the M2M system.
Contents:
· Security Architecture 
· Security Services and Interactions
· Authorization (Access Control Mechanisms)
· Security Association Establishment Frameworks
· Remote Security Provisioning Frameworks (Bootstrapping)
· End-to-End Security of Primitives and Data
· Security Framework Procedures and Parameters
· Protocols and Algorithm Details
· Privacy Protection Architecture using Privacy Policy Manager
· Security-Specific oneM2M Data Types

	Relations to ITU-T Recommendations or to other standards (approved or under development):

	TBD, 

	Liaisons with other study groups or with other standards bodies:

	[bookmark: _GoBack]oneM2M (ARIB, ATIS, CCSA, ETSI, TIA, TSDSI, TTA, TTC) 

	Supporting members that are committing to contributing actively to the work item:

	Nokia, KDDI, ZTE Corporation, InterDigital, Huawei, NEC, Qualcomm, Hitachi, Fujitsu
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