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Introduction
During TP30, an ARC contribution (ARC-2017-0290R02) towards TS-0001 was agreed, which added semantic query support for Rel. 3. In particular, it proposed a new request parameter (semantic query indicator) to trigger a semantic query and added the descriptions of semantic query functionality and procedures. 
This contribution further brings Stage 3 details of semantic query support as proposed in the above-mentioned contribution ARC-2017-0290R02, which results in the following changes in TS-0004:

1. Add a new value for m2m:resultContent type to represent “semantic content” (see Change #1 in clause 6.3.4.2.7);
2. Define the data type for the “semantic query indicator” primitive parameter (see Change #2 in clause 6.4.1);
3. Define the presence of the semantic query indicator depending on the C, R, U, D or N operations (see Change #3 in clause 7.2.1.1);
4. Add a new section for the description of semantic query functionality and procedures (see Change #4 in clause 7.3.3.19);
5. Extend existing CRUD operations on <semanticFanOutPoint> resources for supporting not only semantic resource discovery but also semantic query operations. (see Change #5 in clause 7.4.35); 
6.  Define short name for the semantic query indicator (see Change #6 in clause 8.2.2.1);
R01 has made the following changes based on the comments: 
1to also include semantic query indicator.  the comments co




































































. Update Table 7.5.2‑1 (Type Definition of m2m:metaInformation) to also include semantic query indicator. 

2. Update Table 7.5.2‑2 (Elements used for response content) to include semantic query result.

3. A grammar fix as suggested by the chair.

-----------------------Start of change 1-------------------------------------------
6.3.4.2.7 m2m:resultContent

Used for Result Content parameter in request.

Table 6.3.4.2.7‑1: Interpretation of resultContent

	Value
	Interpretation
	Note

	0
	nothing
	

	1
	attributes
	

	2
	hierarchical address
	

	3
	hierarchical address and attributes
	

	4
	attributes and child resources
	

	5
	attributes and child resource references
	

	6
	child resource references
	

	7
	original resource
	

	8
	child resources
	

	9
	modified attributes
	

	10
	semantic content
	

	NOTE:
See clause 6.4.1 "Request message parameter data types". 


-----------------------End of change 1---------------------------------------------
-----------------------Start of change 2-------------------------------------------
6.2 Message parameter data types

6.4.1 Request primitive parameter data types

The data types of request primitive parameters are specified in this clause.

Detailed request primitive parameter descriptions and usage can be found in clause 8.1.2 of the oneM2M TS-0001 [6]. Further details on the representation of primitives are specified in clauses 7.2.1.1 and 8. Table 6.4.1‑1 shows the structure of the request primitive. This is defined as the m2m:requestPrimitive data type in the XSD file CDT-requestPrimitive-v3_3_0.xsd.

Table 6.4.1‑1: Data Types for Request primitive parameters

	Primitive Parameter
	Data Type
	Multiplicity
	Default Handling 
NOTE 2
	Note

	Operation
	m2m:operation
	1
	Not applicable
	See clause 6.3.4.2.5

	To
	xs:anyURI
	1
	Not applicable
	

	From
	m2m:ID
	0..1
	Not applicable
	See clause 6.3.3
Also see NOTE 2 below.

	Request Identifier
	m2m:requestID
	1
	Not applicable
	See clause 6.3.3

	Resource Type
	m2m:resourceType
	0..1
	No default
	See clause 6.3.4.2.1

	Content
	m2m:primitiveContent
	0..1
	No default
	 See clause 6.3.5.5

	Role IDs
	List of m2m:roleID 
	0..1
	Not applicable
	

	Originating Timestamp
	m2m:timestamp
	0..1
	No default
	

	Request Expiration Timestamp
	m2m:absRelTimestamp
	0..1
	Can be given by CMDH policy (Annex D.12)
	"Result Expiration Timestamp" shall be later than "Request Message Expiration Timestamp"

	Result Expiration Timestamp
	m2m:absRelTimestamp
	0..1
	Can be given by CMDH policy (Annex D.12)
	

	Operation Execution Time
	m2m:absRelTimestamp
	0..1
	Can be given by CMDH policy (Annex D.12)
	

	Response Type
	m2m:responseTypeInfo
	0..1
	Use 'blockingRequest'
	See clause 6.3.5.30

	Result Persistence
	m2m:absRelTimestamp
	0..1
	Can be given by CMDH policy (Annex D.12)
	

	Result Content
	m2m:resultContent
	0..1
	The default value depends on a given operation. See Table 8.1.2-1 of TS-0001 [6].
	See clause 6.3.4.2.7

	Event Category
	m2m:eventCat
	0..1
	No default
	See clause 6.3.3

	Delivery Aggregation
	xs:boolean
	0..1
	Can be given by CMDH policy (Annex D.12), otherwise FALSE
	

	Group Request Identifier
	xs:string
	0..1
	No default
	

	Filter Criteria
	m2m:filterCriteria
	0..1
	No default
	See clause 6.3.5.8

	Discovery Result Type
	m2m:discResType
	0..1
	Use 'structured'
	See clause 6.3.4.2.8

	Tokens
	List of m2m:dynAuthJWT
	0..1
	Not applicable
	See clause 6.3.3

	Token IDs
	List of m2m:tokenID
	0..1
	Not applicable
	

	LocalTokenIDs
	List of xs:NCName
	0..1
	No default
	

	Token Request Indicator
	xs:boolean
	0..1
	No default
	

	Group Request Target Members
	list of xs:anyURI
	0..1
	No default
	

	Authorization Signature Indicator
	xs:boolean
	0..1
	No default
	

	Authorization Signatures
	m2m:signatureList
	0..1
	No default
	See clause 6.3.3

	Authorization Relationship Indicator
	xs:boolean
	0..1
	No default
	

	Semantic Query Indicator
	xs:boolean
	0..1
	No default
	

	NOTE 1:
Default handling is the request handling procedure on a Transit/Hosting CSE when the request parameter is not included in a request primitive. This is not applicable for mandatory parameters which are marked as 'M' in Table 7.2.1.1‑1.

NOTE 2:
From parameter shall be present for all requests except for <AE> CREATE where it is optional.


-----------------------End of change 2---------------------------------------------
-----------------------Start of change 3-------------------------------------------
7.1 Primitive format and generic procedure

7.1.1 Primitive format

7.1.1.1 Request primitive format

Table 7.2.1.1‑1 summarizes the primitive parameters of the Request primitive, indicating their presence depending on the C, R, U, D or N operations. "M" indicates mandatory, "O" indicates optional, "NP" indicates not present. 
Refer to clause 8.1.2 of the oneM2M TS-0001 [6] for additional information on the request primitive parameters.
Table 7.2.1.1‑1: Request Primitive Parameters

	Primitive Parameter
	CREATE
	RETRIEVE
	UPDATE
	DELETE
	NOTIFY

	Operation
	M
	M
	M
	M
	M

	To
	M
	M
	M
	M
	M

	From
	O

See note
	M
	M
	M
	M

	Request Identifier
	M
	M
	M
	M
	M

	Resource Type
	M
	NP
	NP
	NP
	NP

	Content
	M
	O
	M
	NP
	M

	Role IDs
	O
	O
	O
	O
	O

	Originating Timestamp
	O
	O
	O
	O
	O

	Request Expiration Timestamp
	O
	O
	O
	O
	O

	Result Expiration Time
	O
	O
	O
	O
	O

	Operation Execution Time
	O
	O
	O
	O
	O

	Response Type
	O
	O
	O
	O
	O

	Result Persistence
	O
	O
	O
	O
	NP

	Result Content
	O
	O
	O
	O
	NP

	Event Category
	O
	O
	O
	O
	O

	Delivery Aggregation
	O
	O
	O
	O
	O

	Group Request Identifier
	O
	O
	O
	O
	O

	Filter Criteria
	NP
	O
	O
	O
	NP

	Discovery Result Type
	NP
	O
	NP
	NP
	NP

	Tokens
	O
	O
	O
	O
	O

	Token IDs
	O
	O
	O
	O
	O

	Local Token IDs
	O
	O
	O
	O
	O

	Token Request Indicator
	O
	O
	O
	O
	O

	Group Request Target Members
	O
	O
	O
	O
	NP

	Authorization Signature Indicator
	O
	O
	O
	O
	NP

	Authorization Signatures
	O
	O
	O
	O
	NP

	Authorization Relationship Indicator
	O
	O
	O
	O
	NP

	Semantic Query Indicator
	NP
	O
	NP
	NP
	NP

	NOTE: 
The From parameter is Mandatory for all requests except for AE CREATE. For AE CREATE, it is Optional.


-----------------------End of change 3---------------------------------------------
-----------------------Start of change 4---------------------------------------------
7.3.3.19 Semantic query
7.3.3.18.0 Introduction

Semantic queries enable the retrieval of both explicitly and implicitly derived information based on syntactic, semantic and structural information contained in data (such as RDF data). The result of a semantic query is the semantic information/knowledge for answering/matching the query. Note that, in the following descriptions, the general term semantic resource is used to refer to <semanticDescriptor> resources and any other future resources containing semantic information.
For a given semantic query, it needs to be executed on a set of RDF triples (called the “RDF data basis”), which may be distributed in the resource tree and stored in different semantic resources. The Receiver shall perform semantic graph scoping, which is the process of establishing the “query scope” for this semantic query in order to build its RDF data basis. The following two approaches may be used to decide the semantic query scope of a semantic query: 

Approach-1: The scope of the semantic query is provided implicitly.

Approach-2: The scope of the semantic query is provided explicitly.

7.3.3.18.1 Approach-1: Semantic query with implicit scope
In Approach-1, a semantic query request message targets any resource (i.e. as specified by the “To” parameter) and the semantic query shall be executed relative to this target resource, similarly to other request messages. The scope of the semantic query is formed through the aggregation of the semantic contents of the target resource’s descendants. All the contents of semantic resource descendants of the target resource shall form the RDF data basis for this semantic query to be executed on. In this alternative, the semantic query procedure shall be comprised of the following actions:

Originator:

The Originator shall follow the steps from Orig-1.0 to Orig-6.0 specified in clause 7.2.2.1 Generic Resource Request Procedure for Originator.

In addition to Orig-1.0, the following steps shall be performed.

The To parameter in the Retrieve Request shall define the scope of this semantic query as mentioned earlier.

The Retrieve Request shall include the following parameters: 1) the Semantic Query Indicator, which is set to “TRUE”; 2) filterCriteria of the Retrieve Request shall include the semanticsFilter parameter; and 3) The parameter Result Content shall be set to “semantic content” to indicate that the response message shall contain the result of a semantic query.

Receiver:

The Receiver shall follow the steps from Recv-1.0 to Recv-7.0 specified in clause 7.2.2.2 Generic Resource Request Procedure for Receiver.

After Recv-1.0 "Check the validity of received request primitive": check that the syntax of the semanticsFilter corresponds to a valid SPARQL query request [33]. If the semanticsFilter content does not correspond to a valid SPARQL query request, the Receiver shall generate a Response Status Code indicating a "NOT_ACCEPTABLE" error.

The Hosting CSE shall follow the steps from Recv-1.0 to Recv-6.2 specified in clause 7.2.2.2.The Hosting CSE shall not perform steps from Recv-6.3 to Recv-6.6 and perform the following steps instead:

1) The Hosting CSE shall find the semantic resources to which the Originator has "RETRIEVE" access right, under the addressed resource as specified by the “To” parameter.
2) Aggregate the semantic resources and deliver the content for SPARQL processing, along with the semanticFilter content.
3) Wait for a SPARQL processing response.

4) Perform Recv-6.7 "Create a success response" where the Response shall include the SPARQL processing result, which is the semantic query result to be returned.

5) Perform Recv-6.8 and the procedure is terminated.
7.3.3.18.2 Approach-2: Semantic query with explicit scope
In Approach-2, the relevant semantic resources are the members of a <group> resource. The scope of the semantic query is formed through the aggregation of the semantic contents of all the group members. In this approach, the request targets the <semanticFanOutPoint> (as specified by the “To” parameter), i.e., the child resources of the <group> resource. As a result, this <group> resource explicitly specifies the RDF data basis of the semantic query. The details of Appraoch-2 are introduced in clause 7.4.35.

-----------------------End of change 4---------------------------------------------
-----------------------Start of change 5---------------------------------------------
7.4.29 Resource Type <semanticFanOutPoint>

7.4.35.1
Introduction

The <semanticFanOutPoint> resource is a virtual resource because it does not have a representation; there are no common attributes, resource specific attributes or xsd. It is the child resource of a <group> resource. In the following descriptions, the general term semantic resource is used to refer to <semanticDescriptor> resources and any other future resources containing semantic information. 
A <semanticFanOutPoint> can be addressed in one of two ways:

· Using the URI retrieved from its parent <group> resource; or

· Using a hierarchical URI formed by taking the hierarchical URI of the parent <group> and appending the string /sfop to that URI

Only Retrieve requests to the <semanticFanOutPoint> resource are valid, the other operations are not allowed based on the syntax check step at the Receiver. When a Retrieve request is received by the <semanticFanOutPoint> it either triggers a semantic query operation when Semantic Query Indicator in the request message is set to TRUE. Otherwise, it triggers a semantic resource discovery operation. 
Semantic resource discovery is used to find resources in a CSE based on the semantic descriptions contained in the descriptor attribute of semantic resources. Since an overall semantic description (forming a graph [i.5]) may be distributed across a set of semantic resources, the semantic descriptions have to be retrieved (before or as needed) during the execution of the discovery request.
 When using <semanticFanOutPoint>, the graph is distributed across the descriptors of the members of the parent <group> resource. The Group Hosting CSE indicates support for and availability of semantic functionality by setting the semanticSupportIndicator attribute of the <group> resource to TRUE. 
Similarly, semantic queries enable the retrieval of both explicitly and implicitly derived information based on syntactic, semantic and structural information contained in data (such as RDF data). The query result is produced by executing the semantic query statement over a set of distributed semantic resources, which are the members of the parent <group> resource and they constitute the RDF data basis (forming a graph) for the query statement to be executed on.
Targeting the <semanticFanOutPoint> virtual resource results in creating and distributing retrieve operations to all the member resources. The results of the retrieve requests are used to form an aggregated semantic description containing the overall graph, on which the graph pattern matching is performed for supporting semantic query or semantic resource discovery operations.

7.4.35.2
<semanticFanOutPoint> resource specific procedure on CRUD operations 

7.4.29.2.0 Introduction
This clause describes <semanticFanOutPoint> resource specific primitive behaviour for CRUD operations. 
7.4.29.2.1 Create

Originator:

The <semanticFanOutPoint> resource shall not support Create operations via API.

Receiver:

Primitive specific operation on Recv-1.0 "Check the syntax of received message":

If the request is received, the Receiver CSE shall execute the following steps in order.

1) "Create an unsuccessful Response primitive" with the Response Status Code indicating "OPERATION_NOT_ALLOWED" error.

2) "Send the Response primitive".
7.4.29.2.2 Retrieve
Originator:
No primitive specific operations.

Receiver:

The Receiver shall follow the steps from Recv-1.0 to Recv-6.2 specified in clause 7.2.2.2 Generic Resource Request Procedure for Receiver, with the following primitive specific operations: 
After Recv-1.0 "Check the validity of received request primitive": 1) check that the syntax of the semanticsFilter corresponds to a valid SPARQL query request [33]. If the semanticsFilter entry does not correspond to a valid SPARQL query request, the Receiver shall generate a Response Status Code indicating a "NOT_ACCEPTABLE" error. 2) If the Semantic Query Indicator parameter included in the request message is set to TRUE, the request shall be processed as a semantic query. Otherwise, the request shall be processed as a semantic resource discovery.
After Recv-6.2 "Check existence of the addressed resource" :

3) Check that the semanticSupportIndicator of the parent <group> resource is set to TRUE.
4) Check the authorization of the Originator based on the membersAccessControlPolicyIDs of the parent group resource. In the case the membersAccessControlPolicyIDs is not provided, the accessControlPolicyIDs of the parent group resource shall be used.

5) Fanout <semanticDescriptor> Retrieve Requests to each CSE hosting sub-groups or members as follows:
For each group member, the Hosting CSE shall perform the following steps:

a) The primitive parameters From and To shall be mapped to corresponding Retrieve Requests to be sent out to each member of the group. The primitive parameter From shall be directly used. The prefix of primitive parameter To i.e. <URI of group resource>/semanticFanOutPoint shall be replaced by hierarchical URIs derived from the attribute memberIDs of the group resource. 
b) The group hosting CSE shall execute "Compose Request primitives" using the primitive parameter semanticsFilter set to FALSE.

c) "Send the Request to the receiver CSE".

d) "Wait for Response primitives".

Once the Responses to the Retrieve Requests have been received, proceed to the following step.

6) Aggregate the descriptors from the Retrieve Responses and deliver the content for SPARQL processing, along with the semanticFilter content
7) Wait for a SPARQL processing response.

8) Perform Recv-6.7 "Create a success response" where the Response shall include the SPARQL processing result. In case of semantic query, the Response shall include the semantic query result. In case of semantic resource discovery, the Response shall include a list of identified resource URIs.
9) Perform Recv-6.8 and the procedure is terminated.
7.4.29.2.3 Update
Originator:
The < semanticFanOutPoint> resource shall not support Update operations via API.

Receiver:

Primitive specific operation on Recv-1.0 "Check the syntax of received message":

If the request is received, the Receiver CSE shall execute the following steps in order.

10) "Create an unsuccessful Response primitive" with the Response Status Code indicating "OPERATION_NOT_ALLOWED" error.

11) "Send the Response primitive".
7.4.29.2.4 Delete
Originator:

The < semanticFanOutPoint> resource shall not support Delete operations via API.

Receiver:

Primitive specific operation on Recv-1.0 "Check the syntax of received message":

If the request is received, the Receiver CSE shall execute the following steps in order.

12) "Create an unsuccessful Response primitive" with the Response Status Code indicating "OPERATION_NOT_ALLOWED" error.

13) "Send the Response primitive".

-----------------------End of change 5---------------------------------------------
-----------------------Start of change 6---------------------------------------------
8.1.1 Primitive parameters

In protocol bindings primitive parameter names shall be translated into short names of Table 8.2.2‑1.
Table 8.2.2‑1: Primitive parameter short names

	Parameter Name
	XSD long name
	Occurs in
	Short Name

	Operation
	operation
	Request
	op

	To
	to
	Request, Response
	to

	From
	from
	Request, Response
	fr

	Request Identifier
	requestIdentifier
	Request, Response
	rqi

	Resource Type
	resourceType
	Request
	ty

	
	
	
	

	Content
	primitiveContent 
	Request, Response
	pc

	Role IDs
	roleIDs
	Request
	rids

	Originating Timestamp
	originatingTimestamp
	Request, Response
	ot

	Request Expiration Timestamp
	requestExpirationTimestamp
	Request
	rqet

	Result Expiration Timestamp
	resultExpirationTimestamp
	Request, Response
	rset

	Operation Execution Time
	operationExecutionTime
	Request
	oet

	Response Type
	responseType
	Request
	rt

	Result Persistence
	resultPersistence
	Request
	rp

	Result Content
	resultContent
	Request
	rcn

	Event Category
	eventCategory
	Request, Response
	ec

	Delivery Aggregation
	deliveryAggregation
	Request
	da

	Group Request Identifier
	groupRequestIdentifier
	Request
	gid

	Filter Criteria
	filterCriteria
	Request
	fc

	Discovery Result Type
	discoveryResultType
	Request
	drt

	Response Status Code
	responseStatusCode
	Response
	rsc

	Tokens
	tokens
	Request
	tkns

	Token IDs
	tokenIDs
	Request
	tids

	Token Request Indicator
	tokenRequestIndicator
	Request
	tqi

	Local Token IDs
	localTokenIDs
	Request
	ltids

	Group Request Target Members
	groupRequestTargetMembers
	Request
	grtm

	Assigned Token Identifiers
	assignedTokenIdentifiers
	Response
	ati

	Token Request Information
	tokenRequestInformation
	Response
	tqf

	Content Status
	contentStatus
	Response
	cnst

	Content Offset
	contentOffset
	Response
	cnot

	Authorization Signature Indicator
	authorSignIndicator
	Request
	asi

	Authorization Signature Request Information
	authorSignReqInfo
	Request,

Response
	asri

	Authorization Signatures
	authorSigns
	Request
	aus

	Authorization Relationship Indicator
	authorRelIndicator
	Request
	auri

	Semantic Query Indicator
	semanticQueryIndicator
	Request
	sqi


-----------------------End of change 6---------------------------------------------
-----------------------Start of change 7---------------------------------------------
6.3.5.4  m2m:metaInformation
Used for metaInformation attribute in <request> resource, and m2m:aggregatedRequest data type.
Table 6.3.5.4‑1: Type Definition of m2m:metaInformation

	Element Path
	Element Data Type 
	Multiplicity
	Note

	resourceType
	m2m:resourceType
	0..1
	See clause 6.3.4.2.1

	originatingTimestamp
	m2m:timestamp
	0..1
	

	requestExpirationTimestamp
	m2m:absRelTimestamp
	0..1
	

	resultExpirationTimestamp
	m2m:absRelTimestamp
	0..1
	

	operationExecutionTime
	m2m:absRelTimestamp
	0..1
	

	responseType
	m2m:responseTypeInfo
	0..1
	See clause 6.3.4.2.6

	resultPersistence
	m2m:absRelTimestamp
	0..1
	

	resultContent
	m2m:resultContent
	0..1
	See clause 6.3.4.2.7

	eventCategory
	m2m:eventCat
	0..1
	See clause 6.3.3

	deiveryAggregation
	xs:boolean
	0..1
	

	groupRequestIdentifier
	xs:string
	0..1
	

	filterCriteria
	m2m:filterCriteria
	0..1
	See clause 6.3.5.8

	discoveryResultType
	m2m:discResType
	0..1
	See clause 6.3.4.2.8

	roleIDs
	List of m2m:roleID
	0..1
	

	tokenRequestIndicator
	xs:boolean
	0..1
	

	tokens
	List of m2m:dynAuthJWT
	0..1
	

	tokenIDs
	List of m2m:tokenID
	0..1
	

	localTokenIDs
	List of xs:NCName
	0..1
	

	groupRequestTargetMembers
	List of xs:anyURI
	0..1
	

	authorSignIndicator
	xs:boolean
	0..1
	

	authorSigns
	m2m:signatureList
	0..1
	

	authorSignReqInfo
	xs:boolean
	0..1
	

	semanticQueryIndicator
	xs:boolean
	0..1
	


-----------------------End of change 7---------------------------------------------
-----------------------Start of change 8---------------------------------------------
7.5.1 Elements contained in the Content primitive parameter

Clauses 7.2.1.1 and 7.2.1.2 enumerate the forms that the Content primitive parameter takes in various Request and Response cases. Note that the Content primitive parameter is denoted as primitiveContent in both, CDT-requestPrimitive-v3_3_0.xsd and CDT-responsePrimitive-v3_3_0.xsd.

This clause details the Objects (elements) used in some of these cases. in the tables below.

The following elements are defined for use in the Content parameter of a request:

Table 7.5.2‑1: Elements used for request content
	Element Name
	Applicable Operations
	Data Type
	Defined in 

	m2m:<resourceType>

{other namespace identifier}:<resourceType>
	C U
	m2m:<resourceType>

{other namespace identifier}:<resourceType>
	CDT-<resourceType>-v3_3_0.xsd

	m2m:notification
	N
	m2m:notification
	CDT-notification-v3_3_0.xsd

	m2m:aggregatedNotification
	N
	m2m:aggregatedNotification
	CDT-notification-v3_3_0.xsd

	m2m:securityInfo
	N
	m2m:securityInfo
	CDT-notification-v3_3_0.xsd

	m2m:attributeList
	R
	m2m:attributeList
	CDT-requestPrimitive-v3_3_0.xsd

	m2m:responsePrimitive
	N
	m2m:responsePrimitive
	CDT-responsePrimitive-v3_3_0.xsd


The following elements are defined for use in the Content parameter of a response sent in reply to a request message with Operation and Result Content (rcn) parameters as given in the column "Applicable Operations" (the settings of the Result Content parameters are defined in clause 6.3.4.2.7; NP means the rcn parameter is not present).
Table 7.5.2‑2: Elements used for response content
	Element Name
	Applicable Operations/rcn
	Data Type
	Element is Defined in 

	m2m:<resourceType>

{other namespace identifier}:<resourceType>

NOTE 6
	C/1,9,NP

R/1,4,5,6,7,8,NP

U/1,9,NP

D/1,4,5,6,8
See NOTE1
	m2m:<resourceType>

{other namespace identifier}:<resourceType>
	CDT-<resourceType>-v3_3_0.xsd

	m2m:resource
	C/3
	m2m:resourceWrapper
	CDT-responsePrimitive-v3_3_0.xsd

	m2m:URIList
	R/NP

See NOTE 2
	m2m:listOfURIs
	CDT-responsePrimitive-v3_3_0.xsd

	m2m:resourceRefList
	R/6

See NOTE 2
	m2m:listOfChildResourceRef 
	CDT-responsePrimitive-v3_3_0.xsd

	m2m:aggregatedResponse
	C R U D

See NOTE 3
	m2m:aggregatedResponse
	CDT-responsePrimitive-v3_3_0.xsd

	m2m:URI
	C/2

See NOTE 4
	xs:anyURI
	CDT-responsePrimitive-v3_3_0.xsd

	m2m:debugInfo
	See NOTE 5
	xs:string
	CDT-responsePrimitive-v3_3_0.xsd

	m2m:securityInfo
	N/NP
	m2m:securityInfo
	CDT-notification-v3_3_0.xsd

	m2m:queryResult
	R/10
See NOTE 7
	xs:string
	CDT-responsePrimitive-v3_3_0.xsd

	NOTE 1:
The case rcn = 7 applies to Retrieve operation only (R/7). It retrieves the original resource in case the To parameter points to an announced resource. The case R/NP applies to Retrieve operation (Non-Discovery) only.

NOTE 2:
This applies to discovery operation only. For discovery, the format of the address (structured, unstructured) depends on the Discovery Result Type parameter setting (see clause 6.3.4.2.8).

NOTE 3:
This applies to CRUD operations on a <fanOutPoint> child resource of a <group> parent resource. The Content parameter of each response primitive included in aggregatedResponse is set as given in one of the other rows of this table.

NOTE 4:
This also applies to the response ("acknowledgement") to non-blocking requests in asynchronous and synchronous modes for any CRUD operation. 
NOTE 5:
This is a plain text messages which can optionally be included as debugging information in error responses. The language and content of the message is determined by the Service Provider.

NOTE 6:
"{other namespace identifier}" refers to a namespace other than m2m.
NOTE 7:
This applies to semantic query operation only. The Originator may use the Accept option to indicate which media types are acceptable for the semantic query result, e.g., application/sparql-results+xml, or application/sparql-results+json.
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