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Introduction


oneM2M thanks ETSI TC SCP for their reply LS in SCP(17)000138 regarding support of asymmetric cryptography in IoT secure elements, providing information on your “Smart Secure Platform” (SSP) work item.
oneM2M SEC Working Group see great interest in the announced SSP features, i.e. possible integration in an SoC and support of common serial interfaces such as SPI or I2C. From the oneM2M perspective, the SSP should preferably provide (or at least facilitate) a way to expose its services to applications on its hosting platform, abstracting the specific implementation of the communication interface(s) used underneath.
oneM2M SEC Working Group will appreciate to be kept informed on ETSI TC SCP progress on the SSP definition, e.g. confirmation of the intended requirements.
oneM2M looks forward to further fruitful collaboration with ETSI TC SCP on topics related to the support and integration of secure components in IoT environments.
Actions
1. oneM2M kindly requests ETSI TC SCP to keep us informed on further progress on the SSP Work Item.
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