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Introduction
This CR includes following corrections to TS-0032:

· clarification on interpretation of enumeration values of data type m2m:resourceID (change 1 & 2)

· moving text which was pasted to a wrong place (change 3

· changing data type of the keyValue attribute of <symmKeyReg> resource type from xs:base64Binary to xs:hexBinary (change 4)

-----------------------Start of change 1-------------------------------------------
5.1.2
MAF Interface Overview

This MAF Interface overview is based on the specification in clause 6 of oneM2M TS-0004 [3].

Identifiers such as M2M-SP-ID, AE-ID and CSE-ID as defined in 6.2.3 of [3] also apply to the MAF Interface. M2M Trust Enablers (MTEs) are identified using an M2M-SP-ID. 

Resources are addressed as specified in clause 6.2.4 in [3]. 

Common data types applicable to the MAF Interface are inherited from clause 6.3 of [3]. However, for any parameters or elements which have assigned the enumerated data type m2m:resourceType, the applicable enumeration values are interpreted as specified in Table 5.1.2-4. This applies to the Resource Type primitive parameter, the common resourceType attribute, and the @type attribute of m2m:childResourceRef.
Table 5.1.2-1 and 5.1.2-2 list the request and response primitive parameters inherited from clauses 6.4.1 and 6.4.2 in [3], respectively; the data types of these parameters are unchanged. The From parameter shall include the MAF client ID which can be a Node-ID, AE-ID or CSE-ID, depending on whether the client acts on behalf of a node, AE or CSE. Note that this is in contrast to primitives on the Mca and Mcc interface, where the From primitive parameter cannot include a Node-ID.
NOTE:
All other optional request and response primitive parameters defined in clause 6.4.1 of [3] are not used on the MAF Interface.

Table 5.1.2-1: MAF Interface request primitive parameters

	Parameter
	Multiplicity
	Notes

	Operation 
	1
	

	To
	1
	

	From
	0..1
	If not present, the MAF internally assigns From to be the identity of the Node, CSE or AE associated with the credential used for the MAF Handshake procedure.

	Request Identifier
	1
	

	Resource Type
	0..1
	values of m2m:resourceType interpreted as in Table 5.1.2-4

	Content
	0..1
	

	Result Content
	0..1
	


Table 5.1.2-2: MAF Interface response primitive parameters

	Parameter
	Multiplicity
	Notes

	Response Status Code 
	1
	

	Request Identifier 
	1
	

	Content 
	0..1
	


Data types associated with resources applicable to the MAF Interface are defined in clause 7.

Table 5.1.2-3 lists the response status codes from clause 6.6 of [3] which are supported by the MAF Interface.

Table 5.1.2-3: Response status codes supported by the MAF Interface

	Response status codes
	Interpretation

	2000
	OK

	2001
	CREATED

	2002
	DELETED

	2004
	UPDATED

	4000
	BAD_REQUEST

	4004
	NOT_FOUND

	4005
	OPERATION_NOT_ALLOWED

	4103 
	ACCESS_DENIED

	5000
	INTERNAL_SERVER_ERROR


Table 5.1.2‑4: Interpretation of enumeration values of m2m:resourceType

	Value
	Interpretation
	Note

	1
	MAFBase
	

	2
	MEFBase
	

	3
	mafClientReg
	

	4
	mefClientReg
	

	5
	symmKeyReg
	

	6
	mefClientCmd
	


The MIME media types defined on clause 6.7 of [3] shall be supported on the MAF interface. The notification related Media types vnd.onem2m-ntfy+json, vnd.onem2m-ntfy+cbor, vnd.onem2m-preq+xml do not apply to the MAF interface.

Virtual resources (clause 6.8 of [3]) are not supported by the MAF Interface.

-----------------------End of change 1---------------------------------------------

----------------------Start of change 2-------------------------------------------

5.2.2
MEF Interface Overview

This MEF Interface overview is based on the specification in clause 6 of oneM2M TS-0004 [3].

Identifiers such as M2M-SP-ID, AE-ID and CSE-ID as defined in 6.2.3 of [3] also apply to the MEF Interface. M2M Trust Enablers (MTEs) are identified using an M2M-SP-ID. 

Resources are addressed as specified in clause 6.2.4 in [3]. 

Common data types applicable to the MEF Interface are inherited from clause 6.3 of [3]. However, for any parameters or elements which have assigned the enumerated data type m2m:resourceType, the applicable enumeration values are interpreted as specified in Table 5.1.2-4. This applies to the Resource Type primitive parameter, the common resourceType attribute, and the @type attribute of m2m:childResourceRef.
Table 5.2.2-1 and 5.2.2-2 list the request and response primitive parameters inherited from clauses 6.4.1 and 6.4.2 in [3], respectively; the data types of these parameters are unchanged. The From parameter shall include the MEF client ID which can be a Node-ID, AE-ID or CSE-ID, depending on whether the client acts on behalf of a node, AE or CSE. Note that this is in contrast to primitives on the Mca and Mcc interface, where the From primitive parameter cannot include a Node-ID.

NOTE:
All other optional request and response primitive parameters defined in clause 6.4.1 of [3] are not used on the MEF Interface.

Table 5.2.2-1: MEF Interface request primitive parameters

	Parameter
	Multiplicity
	Notes

	Operation 
	1
	

	To
	1
	

	From
	0..1
	If not present, the MEF internally assigns From to be the identity of the Node, CSE or AE associated with the credential used for the MEF Handshake procedure.

	Request Identifier
	1
	

	Resource Type
	0..1
	values of m2m:resourceType interpreted as in Table 5.1.2-4

	Content
	0..1
	

	Result Content
	0..1
	


Table 5.2.2-2: MEF Interface response primitive parameters

	Parameter
	Multiplicity
	Notes

	Response Status Code 
	1
	

	Request Identifier 
	1
	

	Content 
	0..1
	


Data types associated with resources applicable to the MEF Interface are defined in clause 7.

The response status codes listed in table 5.1.2-3 also apply to the MEF Interface.

The MIME media types defined on clause 6.7 of [3] shall be supported on the MEF interface. The notification related Media types vnd.onem2m-ntfy+json, vnd.onem2m-ntfy+cbor, vnd.onem2m-preq+xml do not apply to the MEF interface.

Virtual resources (clause 6.8 of [3]) are not supported by the MEF Interface.
----------------------End of change 2---------------------------------------------

-----------------------Start of change 3-------------------------------------------

7.6
Resource Type <symmKeyReg>

The <symmKeyReg> resource shall represent a symmetric key that a source MAF Client or a source MEF Client has established with the MAF or MEF, respectively, for distributing to authorized Target MAF or MEF Clients and/or another MAF or MEF. The MAF or MEF Client provides a list of authorized Targets when the resource is created - the present document does not specify how the MAF or MEF associates the list with the resource. The MAF or MEF, in coordination with the identified administrating stakeholder (M2M SP or MTE), can modify the list of authorized Targets and the expirationTime.
The <symmKeyReg> resource shall contain no child resources.

The <symmKeyReg> resource shall contain the attributes specified in table 7.6-1.

Table 7.6-1: Attributes of <symmKeyReg> resource

	Attributes of <symmKeyReg>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3 of [1].

	resourceID
	1
	RO
	See clause 9.6.1.3 of [1].

	resourceName
	1
	RO
	See clause 9.6.1.3 of [1]. This value is used as the relative part of the identifier for the symmetric key in security protocols.

	parentID
	1
	RO
	See clause 9.6.1.3 of [1].

	creationTime
	1
	RO
	See clause 9.6.1.3 of [1].

	labels
	0..1
	RW
	See clause 9.6.1.3 of [1].

	expirationTime
	1
	WO
	See clause 9.6.1.3 of [1].

	creator
	1
	RO
	See clause 9.6.1.3 of [1].

	adminFQDN
	1
	WO
	FQDN of the administrating stakeholder (M2M SP or MTE) associated with this enrolment. 

	SUID
	1
	WO
	An SUID constraining the use of the symmetric key associated with this resource.

	targetIDs
	1 (L)
	RW
	List of AE-ID(s) and/or CSE-ID(s) and/or and/or Node-ID(s) identifying the AE(s) and/or CSE(s) and/or Node(s) authorized to retrieve the resource. Only the creator and administrating stakeholder (identified by adminFQDN) are authorized to access this attribute.

	keyValue
	1
	WO
	The value of the key to be provided to the identifier targets. May be provided in the Create request or derived by the MAF or MEF Client and MAF or MEF from the TLS handshake parameters.


7.7
Resource Type <mefClientCmd>
A <mefClientCmd> resource includes instructions for the MEF client associated with the parent <mefClientReg> resource to be executed.
The <mefClientCmd> resource shall contain no child resources.

The <mefClientCmd> resource shall contain the attributes specified in table 7.7-1.

Table 7.7-1: Attributes of <mefClientCmd> resource

	Attributes of <mefClientCmd>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3 of [1].

	resourceID
	1
	RO
	See clause 9.6.1.3 of [1].

	resourceName
	1
	RO
	See clause 9.6.1.3 of [1].

	parentID
	1
	RO
	See clause 9.6.1.3 of [1].

	creationTime
	1
	RO
	See clause 9.6.1.3 of [1].

	labels
	1
	RW
	See clause 9.6.1.3 of [1].

	expirationTime
	1
	WO
	See clause 9.6.1.3 of [1].

	cmdID
	1
	RW
	This attribute shall include a MEF-assigned identifier of a command issued by the MEF. See clause 8.3.9.1 of [2] for further details.

	cmdDescription
	1
	RO
	This attribute provides the description of a  command issued by the MEF to be executed by the MEF client. See clause 8.3.9.5 of [2] for further details.

	cmdStatusCode
	1
	RW
	This attribute shall be used forthe status of the command issued by the MEF. See clause 8.3.9.6 of [2] for further details.





	
	
	


	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


----------------------End of change 3---------------------------------------------

----------------------Start of change 4---------------------------------------------

8.5
Resource Type <symmKeyReg>

8.5.1
Introduction

A <symmKeyReg> resource shall represent a symmetric key registered with a MAF or MEF and administrated by the identified administrating stakeholder. A <symmKeyReg> resource shall be a child resource of a <MAFBase> or a <MEFBase> resource.

Table 8.5.1-1: Data Type Definition of <symmKeyReg>
	Data Type ID
	File Name
	Note

	symmKeyReg
	SEC- symmKeyReg-v2_0_0.xsd
	


Table 8.5.1-2: Universal/Common Attributes of <symmKeyReg> resource
	Attribute Name
	Request Optionality 

	
	Create
	Update

	@resourceName
	NP
	NP

	resourceType
	NP
	NP

	resourceID
	NP
	NP

	parentID
	NP
	NP

	creationTime
	NP
	NP

	labels
	O
	O

	creator
	NP
	NP

	expirationTime
	M
	M


Table 8.5.1-3: Resource Specific Attributes of <symmKeyReg> resource
	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints

	
	Create
	Update
	
	

	adminFQDN
	M
	NP
	xs:anyURI
	No default

	SUID
	M
	NP
	m2m:suid
	No default

	targetIDs
	O
	O
	m2m:listOfM2MID
	No default

	keyValue
	O
	NP
	xs:hexBinary
	No default


The <symmKeyReg> resource shall contain no child resources.
----------------------End of change 4---------------------------------------------
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