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1
Title (Acronym)
M2M/IoT Application and Component Configuration 
2
Justification
The configuration of certain elements (e.g., remoteCSE address) of oneM2M AEs and CSEs in the Field Domain is needed in order to enable operation of entities as defined in a oneM2M SP specific manner.
In order to support the deployment of oneM2M Nodes, this work item aims to:

· Analyse possible use cases and define requirements for the initial configuration of oneM2M AEs and CSEs in Field Domain
· Identify existing mechanisms within the Release 3 that may be reused (e.g., TS-0002, TS-0003)
· Adapt/extend, if necessary, the oneM2M Specifications to implement requirements when the existing functionalities defined in the current release of oneM2M Specifications are insufficient to implement the configuration and security requirements
3
Intended Output
	Tick all the appropriate cases 


	

	✓
	Change request(s) to existing Technical Specification(s)

	✓
	Change request(s) to existing Technical Reports(s)

	
	New Normative Technical Specifications(s)

	
	New Permanent Technical Reports(s)

	
	New Temporary Technical Reports(s)


4
Impact 
4.1
oneM2M Work Items

5
Scope

This work item provides a framework to configure oneM2M nodes in the Field Domain by the oneM2M SP. 
The configuration information may include:

· Creation of new management objects (e.g. configuraton using OAuth2 authentication protocol)

· Configure the credential data that is required for accessing the resource. [e.g. reconfigurable to grant/revoke authorization]
· Establish necessary data required to perform these operations (e.g. App-ID, AE-ID, CSE-ID)
As the result of consideration in stage 2 work, it is needed to improve the Technical Specification to solve existing problem in Release-3.
The security aspects for remote provisioning should be discussed together with SEC WG.
6
Schedule and impacted specifications
Provide the schedule of tasks to be performed;
	New Specifications (if any)

	Document
Type
	Document
Number*
	Title
	
Schedule (TP No.)
	Lead WG
	Impacted WGs
	Comments

	
	
	
	Start 


	Change Control 
	Freeze


	Approval


	
	
	

	
	
	
	
	
	
	
	
	



	


* Optional for first versions (i.e. before it will be assigned by the secretariat)

	CRs to existing specifications (if any)

	Impacted
TS/TR
	CR number (when known)
	Subject of the CR
	Approved at plenary#
	Impacted WGs
	Comments

	TS-0022
	
	Improvements and enhancements of configuration and security mechanism
	TP44
	MAS, (ARC,PRO,SEC,TST)
	

	
	
	
	
	
	

	
	
	
	
	
	


7
Work Item Rapporteur(s)

Saïd Gharout, ORANGE, said.gharout@orange.com 
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History

	Document history

	V0.0.1 (Example)
	24 May 2018 (Example)
	Initial proposal
(Example)

	V0.0.1
	25 May 2018
	Adding of new supporters and modification after MAS discussion
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