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Introduction

This contribution provides new use case on Edge and Fog computing to Clause 6 “Vehicular Domain Use Cases” in TR-0026.

---------------------- Start of change 1 -------------------------------------------

[i.x]
5GAA White paper - Toward fully connected vehicles: Edge computing for advanced automotive communications, Dec. 2017
(http://5gaa.org/news/toward-fully-connected-vehicles-edge-computing-for-advanced-automotive-communications/) 
-----------------------End of Change 1 ---------------------------------------------

---------------------- Start of change 2 -------------------------------------------

6.x
Vulnerable Road Users Discovery Service using Edge/Fog Computing 
6.x.1
Description

The Vulnerable Road User (VRU) use case is a vehicle domain service to detect pedestrians and cyclists on a road. The VRUs application should use accurate positioning information provided by various traffic participants. The information used for VRUs services has to be shared by VRUs. The VRUs make their presence/location known through their mobile devices (e.g., smartphone, tablets), along with vehicle’s use of that information [i.x]. 

In this example, the driver of a Host Vehicle (HV) intends to make a left turn. If there is a vulnerable user or cyclist passing the place where HV is going to pass, HV is alerted to the presence of a VRU in a safety and/or awareness message. 
An offloading concept locating tasks and resources to a place where close to users can be applied to this VRU use case so that a service can be provided to users with very short delay. Introducing the offloading concept to oneM2M requires  new features to oneM2M system such as offloaded resources need to be kept in sync with the original ones. 
6.x.2
Source 

REQ-2018-0046-Use_case_for_VRU_Discovery_for_edge_computing
6.x.3
Actors

· VRU Application: An application analyses various information to detect and warn potential conflicts casued by discovered VRU and HVs that it is supporting. 
· Cloud Node: A node with cloud or fog capabilities that manages the operations of other fog nodes lower in the deployment hierarchy. It also interacts with service providers and has service layer agreements and can authorize requests from fog nodes related to applications that are hosted on the fog nodes.
· Edge/Fog Node: A node that has any fog resource such as compute, storage, communication, analytics, etc.. For the this use case,  Fog/Edge Nodes are assumed to be deployed with offloading capability. This node has its VRU service zone so that it detects all HVs entering and leaving its service zone. When a HV enters its service zone, the node is able to retrieve relevant information from the Cloud Node and analyses VRU conflicts to avoid any accidents. 
· Vulnerable Road Users (VRUs): A user who has mobile devices (e.g., smartphone, tablets) and entering a VRU zone managed by Edge/Fog Node. The user allows their presence/location to be known by HVs to be used for VRU discovery service.  
6.x.4
Pre-conditions

· A VRU service zone is identified and Edge/Fog nodes are configured to support VRU service. 
· VRUs allow their present/location information to be shared by IoT service provider to be used for VRU discovery service. 
6.x.5
Triggers

· A VRU discovery application detects one of its serving HV enters a VRU service zone. 
· An Edge/Fog node detects that a new HV enters its service area. 
6.x.6
Normal Flow
Figure 6.x.6-1 illusrates the high-level flows of smart transportation use case, which consists of the following steps:
· Step 001: Application-1 requests offloading to the cloud node with the following information: 
·  Offloading indication, Target offloading resources (a list of target resources), Contact of address of the Destination Edge/Fog, Status of offloading resources (block, readable, writable)
· Block – The source resources are invisible while the resources are being offloaded
· Readable – The source resources are readable at the source node even they are offloaded to other Edge/Fog nodes
· Writable – The source resources are writable at the source even they are offloaded to other Edge/Fog nodes
·  If there is no application logic running on the target edge/fog node to handle the VRU discovery service, an algorithm or a service logic for the VRU discovery is also delivered to the edge/fog node. 
·  For example, Application-1 sends an offloading request to several resources or group resources to be offloaded
· Step 002: The cloud node configures offloading resources
·  Each offload resource is marked as an offloaded resource with additional information, e.g., the contact of the offloaded edge/fog node.
· Step 003: The cloud node registers its offloaded resources to the destination Edge/Fog node (PUSH offloaded resources to Edge/Fog)
· Step 004: The Edge/Fog creates offloading resources based on the request from the cloud node
· Step 005: Application-2 is now able to retrieve information from the offloaded resources on Edge/Fog to perform VRU discovery and warning.
· Step 006: Application-2 updates one of offloaded resources (or a set of offloaded resources). This updates can be performed from VRUs as they moved within the service zone. 
· Step 007: Edge/Fog updates values of the given offload resources from Application-2
· Step 008: Edge/Fog updates the updated values to the cloud node for synchronization. If the resources are blocked to other users, UPDATE (i.e., synchronization) is being paused until the offloaded resources are all released from Edge/Fog.  
· Step 009: Application-1 requests to stop offloading and synchronising to specific resources with the following information: 

·  Target resources to be stopped 
·  Indication to stop the offloading service
· Step 010: The cloud node gets information about where the requested resources are stored and retrieves values from the requested resources stored in the given Edge/Fog. Edge/Fog deletes the offloaded resources as the offloading service is now stopped.
· Step 011: The cloud node updates the values from Edge/Fog for synchronization. 
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Figure 6.x.6-1: Normal Flow – Offloading for VRU discovery service
6.x.7
Alternative Flow 

None
6.x.8
Post-conditions

None
6.x.9
High Level Illustration
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Figure 6.x.9-1 High Level Illustration - Edge/Fog VRU discovery Application
6.x.10
Potential requirements

1) The oneM2M System shall be able to send the information about offloading (e.g., offloading indication, a service logic, task, target offloading resources)
2) The oneM2M System shall be able to synchronize the data between source and offloaded resources.
3) The oneM2M System shall be able to manage offloaded resources based on given properties from the users, e.g., blocking the offloaded resources to be accessed while the resources are offloaded to other oneM2M nodes.
-----------------------End of Change 2 ---------------------------------------------
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