Annex 1 
IoT and SC&C Standards Roadmap input table[footnoteRef:1] [1:  If your organization consider multiple activity domains, please copy this format and use it for each activity domain.] 

1. Activity domain:

IoT (Internet of things), and M2M (Machine to Machine) 
2. Summary of the activity domain:
The architecture standardized by oneM2M defines an IoT Service Layer, i.e. a software Middleware sitting between processing / communication hardware and IoT applications providing a rich set of functions needed by many IoT applications. It supports secure end-to-end data/control exchange between IoT devices and custom applications by providing functions for proper identification, authentication, authorization, encryption, remote provisioning & activation, connectivity setup, buffering, scheduling, synchronization, aggregation, group communication and device management, etc.
oneM2M’s Service Layer is typically implemented as a software layer and sits between IoT applications and processing or communication hardware and operating system elements that provide data storage, processing and transport, normally riding on top of IP. However, also non-IP transports are supported via interworking proxies. The oneM2M Service Layer provides commonly needed functions for IoT applications across different industry segments.

3. High level overview diagram for the activity domain:

3.1 oneM2M Layered Model 
The oneM2M Layered Model comprises three layers: 
· the Application Layer, 
· the Common Services Layer
· the underlying Network Services Layer.



Figure 1: oneM2M Layered Model
3.2 oneM2M entities
The oneM2M functional architecture comprises the following functions:
Application Entity (AE): Application Entity is an entity in the application layer that implements an M2M application service logic. Each application service logic can be resident in a number of M2M nodes and/or more than once on a single M2M node. Each execution instance of an application service logic is termed an "Application Entity" (AE) and is identified with a unique AE-ID. 
Examples of the AEs include an instance of a fleet tracking application, a remote blood sugar measuring application, a power metering application, or a pump controlling application.
Common Services Entity (CSE): A Common Services Entity represents an instantiation of a set of "common service functions" of the oneM2M Service Layer. A CSE is actually the entiy that contains the collection of oneM2M-specified common service functions that AEs are able to use. Such service functions are exposed to other entities through the Mca (exposure to AEs) and Mcc (exposure to other CSEs) reference points. Reference point Mcn is used for accessing services provided by the underlying Network Service Entities such as waking up a sleeping device. Each Common Service Entity is identified with a unique CSE-ID.
	Examples of service functions offered by CSE include: Data storage & sharing with access control and authorization, event detection and notification, group communication, scheduling of data exchanges, device management, and location services.
Underlying Network Services Entity (NSE): A Network Services Entity provides services from the underlying network to the CSEs. 
Examples of such services include location services, device triggering, certain sleep modes like PSM in 3GPP based networks or long sleep cycles. 

3.3 oneM2M Reference Points



Figure 2: oneM2M Functional Architecture
The oneM2M functional architecture defines the following reference points:
· Mca reference point : Communication flows between an Application Entity (AE) and a Common Services Entity (CSE) cross the Mca reference point. These flows enable the AE to use the services supported by the CSE, and for the CSE to communicate with the AE. The AE and the CSE may or may not be co-located within the same physical entity.
· Mcc Reference point : Communication flows between two Common Services Entities (CSEs) cross the Mcc reference point. These flows enable a CSE to use the services supported by another CSE.
· Mcn Reference point : Communication flows between a Common Services Entity (CSE) and the Network Services Entity (NSE) cross the Mcn reference point. These flows enable a CSE to use the supported services provided by the NSE. While the oneM2M Service Layer is in general independent of the underlying network – as long as it supports IP transport – it leverages specific M2M/IoT optimization such as 3GPP’s eMTC features (e.g. device triggering, power saving mode, long sleep cycles, etc).
· Mcc’ Reference point : Communication flows between two Common Services Entities (CSEs) in Infrastructure Nodes (IN) that are oneM2M compliant and that resides in different M2M Service Provider domains cross the Mcc' reference point. 
· Additional reference points are defined in oneM2M for specific purposes like enrolment functions etc. and are not detailed in this overview
4. Relation with IoT and SC&C:

The purpose and goal of oneM2M is to develop technical specifications and reports which address the need for a common M2M Service Layer that can be readily embedded within various hardware and software, and relied upon to connect the myriad of devices in the field with M2M application servers worldwide. 
oneM2M shall prepare, approve and maintain the necessary set of technical specifications and technical reports for M2M and IoT, as well as relevant verticals including SC&C. 
5. List the applicable deliverables (standards) which are related to IoT and SC&C following the proposed template in the below table.

	Activity domain
	Entity[footnoteRef:2] [2:  Official designation of the entity (e.g. ITU-T Study Group xy; ISO/IEC JTC 1/SC zw)] 

	Title of deliverable
	Scope of deliverable[footnoteRef:3] [3:  The term “deliverable” denotes an ITU Recommendation, a Focus Group Technical Specification or any other document developed by standard developing organizations (SDOs), forums or consortia that can be considered as a IoT related international standard or can support the development of a IoT related international standard] 

	Current status
	Starting date
	Date (or target date) of approval

	IoT/M2M
	oneM2M
	TS-0001 Functional Architecture
	The present document describes the end-to-end oneM2M functional architecture, including the description of the functional entities and associated reference points.
oneM2M functional architecture focuses on the Service Layer aspects and takes Underlying Network-independent view of the end-to-end services. The Underlying Network is used for the transport of data and potentially for other services.

	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS 0002 - Requirements, V 3.1.2

	The present document contains an informative functional role model and normative technical requirements for oneM2M.

	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS 0003 - Security Solutions, V 3.10.2

	The present document defines security solutions applicable within the M2M system.

	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS 0004 - Service Layer Core Protocol, V 3.11.0

	The present document specifies the communication protocol(s)  for oneM2M compliant Systems,  M2M Applications, and/or other M2MSystems.The present document also specifies the  common data formats, interfaces and message sequences to support reference points(s) defined by oneM2M

	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS 0005 – Management enablement (OMA), V 3.4.2

	The present document specifies the protocol translation and mappings between the oneM2M Service layer and the management technologies specified by OMA such as OMA DM 1.3, OMA DM 2.0 and OMA LightweightM2M. Note that OMA DM 1.3 and OMA DM 2.0 are collectively referenced as OMA DM in the present document.

	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS 0006 – Management enablement (BBF),  V 3.6.2

	The present document describes the protocol mappings between the management Resources for oneM2M and the BBF TR-181i2 Data Model.
	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS 0008 – CoAP Protocol Binding, V 3.3.1

	The present document will cover the protocol specific part of communication protocol used by oneM2M compliant systems as 'RESTful CoAP binding'.
The scope of the present document is (not limited to as shown below):
Binding oneM2M primitives to CoAP messages.
Binding oneM2M Response Status Codes to CoAP Response Codes.
Defining behaviour of a CoAP Client and Server depending on oneM2M parameters.

	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS 0009 – HTTP Protocol Binding,  V3.2.0

	The present document will cover the protocol specific part of communication protocol used by oneM2M compliant systems as RESTful HTTP binding.
The scope of the present document is (not limited to as shown below):
Binding oneM2M Protocol primitive types to HTTP method.
Binding oneM2M response status codes (successful/unsuccessful) to HTTP response codes.
Binding oneM2M RESTful resources to HTTP resources.
The present document is depending on Core Protocol specification (oneM2M TS-0004) for data types.

	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS 0010 – MQTT Protocol Binding,  V 3.0.2

	The present document specifies the binding of Mca and Mcc primitives (message flows) onto the MQTT protocol. It specifies:
1. How a CSE or AE connects to MQTT.
1. How an Originator (CSE or AE) formulates a Request as an MQTT message, and transmits it to its intended Receiver.
1. How a Receiver listens for incoming Requests.
1. How that Receiver can formulate and transmit a Response.

	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS 0011 – Common Terminology, V 3.0.2

	The present document contains a collection of specialist technical terms, definitions and abbreviations referenced within the oneM2M specifications.
Having a common collection of definitions and abbreviations related to oneM2M documents will:
ensure that the terminology is used in a consistent manner across oneM2M documents;
provide a reader with convenient reference for technical terms that are used across multiple documents.
The present document provides a tool for further work on oneM2M technical documentation and facilitates their understanding. The definitions and abbreviations as given in the present document are either externally created and included here, or created internally within oneM2M by the oneM2M TP or its working groups, whenever the need for precise vocabulary is identified or imported from existing documentation.
In addition in oneM2M Technical Specifications and Technical Reports there are also clauses dedicated for locally unique definitions and abbreviations.

	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS-0012 – Base Ontology, V 3.7.3

	The present document contains the specification of the oneM2M base ontology. A formal OWL representation of the base ontology can be found at http://www.onem2m.org/ontology/Base_Ontology. 
The present document also specifies an instantiation of the base ontology in oneM2M resources which is required for generic interworking.
In addition the present document contains the functional specification for an Interworking Proxy Application Entity (IPE), the oneM2M resources and their usage for generic interworking.
Finally an example is given how external ontologies can be mapped to the base ontology.
	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS-0014 – LWM2M Interworking, V 3.1.1

	The present document specifies the interworking capabilities of the M2M Service Layer between ASN/IN/MN CSEs and LWM2M Endpoints using the architecture identified in Annex F of oneM2M TS-0001 [2] for the following interworking scenarios:
Interworking for transparent transport of encoded LWM2M Objects and commands in Content Sharing Resources between LWM2M Endpoints and M2M Applications.
Interworking with full mapping of LWM2M Objects in LWM2M Endpoints to semantically enabled Content Sharing Resources that are utilized by M2M Applications.

	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS-0016 – Secure Environment Abstraction V 3.0.2

	The present document specifies mechanisms and interfaces to abstract from different technical implementations of a secure environment as defined in oneM2M TS-0003
	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS-0020 – WebSocket Protocol Binding, V 3.0.1

	The present document specifies the binding of Mca and Mcc primitives onto the WebSocket binding.
It specifies:
Procedures and message formats for operating and closing of WebSocket connections.
How request and response primitives are mapped into the payload of the WebSocket protocol.

	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS-0022 – Field Device Configuration-V 3.0.1

	The present document specifies the architectural options, resources and procedures needed to pre-provision and maintain devices in the Field Domain (e.g., ADN, ASN/MN) in order to establish M2M Service Layer operation between the device's AE and/or CSE and a Registrar and/Hosting CSE. The resources and procedures includes information about the Registrar CSE and/or Hosting CSE needed by the AE or CSE to begin M2M Service Layer operation.

	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS-0023 – Home Appliances Information Model and Mapping, V 3.7.3

	The present document describes the oneM2M defined information model for home appliances, including the description of how it is mapped with other information models from external organizations. It also explains the ontology for the home domain information model.

	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS-0024 – OCF Interworking, V 3.2.2

	The present document specifies the interworking technologies for oneM2M and OIC interworking using the architecture identified in annex F of oneM2M TS-0001 [2] for the following scenario: 
Interworking using oneM2M Resource Types for transparent transport of encoded OIC Resources and commands in oneM2M Resource Types between OIC Devices and M2M Applications.

	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS-0026 – 3GPP Interworking V3.0.0

	The present document specifies interworking between the oneM2M service layer and a 3GPP underlying network, so that relevant 3GPP features defined for Cellular IoT can be used by the oneM2M service layer for the benefit of IoT applications.

	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS-0030 – Ontology Based Interworking V 3.0.3

	The present document specifies Generinc Interworking of the oneM2M System with external systems (e.g. Area Networks containing non-oneM2M devices) that can be described with ontologies that are compliant with oneM2M's Base Ontology, specified in oneM2M TS-0012.
In oneM2M Release 2 the specification for Ontology based Interworking had been contained in clauses 8 and 9 of oneM2M TS-0012-v2.2.0.

	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS-0031 – Feature Catalogue V 3.0.0

	The present document identifies the oneM2M feature catalog covering functions specified in TS-0001 (Functional Architecture) [1] and TS-0004 (Service Layer Core Protocol) [2] mainly. Other functions such as in TS-0003 (Security Solutions) [i.2] will be specified in the next release of the present document.

	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS-0032 – MAF and MEF Interface Specification V 3.0.1
	The present document specifies communication between the M2M Authentication Function (MAF) and MAF clients on the reference point Mmaf and between the M2M Enrolment Function (MEF) and MEF clients on the reference point Mmef.
 
	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS-0033 – Interworking Framework V 3.0.0

	The present document defines general guidelines when interworking between external Proximal IoT technologies which are not aware of oneM2M-defined functionality, and the oneM2M system (i.e. the interaction between non-oneM2M-aware devices, gateways or applications (non-oneM2M entities) and oneM2M-defined entities). 
	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS-0034 – Semantics Support V 3.0.0

	The present document specifies several semantic functions for oneM2M functional architecture including basic resource procedures and functional descriptions.
 
	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TS-0035 – OSGi Interworking V 3.0.0

	The present document defines principles and guidelines on how to interwork devices and gateways that comply to the OSGi framework to the oneM2M system. The interworking includes service exposure between an OSGi device or gateway and the oneM2M system. With the interworking, OSGi defined services can be made available by oneM2M defined resources. As a result, by making requests to oneM2M resources, applications can access the services provided by OSGi devices or gateways.
 
	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TR-0001 Use Cases Collection, V 3.1.1

	The present document includes a collection of use cases from a variety of M2M industry segments. Each use case may include a description, source, actors, pre-conditions, triggers, normal and alternative flow of sequence of interactions among actors and system, post-conditions, illustrations and potential requirements.   
	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TR-0026 Vehicular Domain Enablement, V 3.0.1

	The present document examines how the current oneM2M System can be used in the Vehicular Domain and includes a study of advanced features which the future oneM2M release(s) could support for this vertical domain. The present document also analyses use cases and the potential requirements pertaining to the use cases with regard to vehicular domain.
 
	R3
	
	18/09/2018 - Published 

	IoT/M2M
	oneM2M
	TR-0033 Study on Enhanced Semantic Enablement V 3.0.0

	The present document discusses proposed solutions for semantic oneM2M features. It serves as the basis for selecting agreed solutions, which are then put into the fitting oneM2M Technical Specifications. Due to the progress of normative work, there may be inconsistencies between what is described in this document and the normative oneM2M technical specifications, which take precedence.
 
	R3
	
	18/09/2018 - Published 


____________________
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