

Feedback Form Stable Draft TR 103 582 V0.6.0 (2019-03) "Study of use cases and communications involving IoT devices in emergency situations"
SC EMTEL (ETSI STF 555)		Deadline for comments:		07/04/2019

	[bookmark: _GoBack]Organization
	(sub-) Clause
	Line 
Number
	Comment Type General, Technical
Editorial
	Comments
	Proposed change

	oneM2M

	5.3.5.2
	47
	Technical
	“An oneM2M platform will have to consider priority communications and should include 1 mechanisms to guarantee the required quality of service for such applications.”

oneM2M currently supports a mechanism to prioritize communication.  oneM2M messages can contain an “Event Category” parameter.  This parameter is used to categorize the priority of individual oneM2M messages (e.g. immediate, best effort, latest,…).  Based on the value of this parameter and a set of configurable communication and delivery handling policies, the oneM2M service layer supports the capability to prioritize and schedule oneM2M messages that are processed by the service layer.    This feature was introduced in oneM2M Release 1.

As part of oneM2M Rel-4, oneM2M is working on adding support for Quality of Service enhancements. For example, oneM2M is looking to add the capability for the oneM2M service layer to configure underlying networks (e.g. 3GPP) QoS parameters for a given communication session based on the QoS requirements of applications communicating over this session.  oneM2M is coordinating with other SDOs (e.g. 3GPP) on this work.

	“oneM2M currently supports a capability to prioritize communication.  However, this capability may need further enhancements to support additional functionality needed for communications in emergency applications. In addition, a oneM2M platform will require mechanisms to guarantee the required quality of service for such applications. As part of if its Release 4 work, oneM2M has begun work on adding support for quality of service functionality.  However, this capability may need further enhancements to support additional functionality needed for communications in emergency applications”


	
oneM2M
	5.6.1.4
	20
	Editorial
	“Distributed nature of the oneM2M platform: an oneM2M platform can be seen as a group of multiple nodes with the same set of capabilities. oneM2M nodes are a sets of common services capabilities (CESs)”
	“Distributed nature of the oneM2M platform: an oneM2M platform can be seen as a group of multiple nodes with the same set of capabilities. oneM2M nodes are a sets of common services capabilities (CSEs)”

	
oneM2M
	5.6.1.4
	23
	Editorial
	“Fine-grained access control mechanisms: access control can be set at the data instance level. Such mechanism can be used on order to make some data available based on profiles of data consumers (authorities, individuals, rescue teams, police, etc.)”
	“Fine-grained access control mechanisms: access control can be set at the data instance level. Such mechanism can be used in order to make some data available based on profiles of data consumers (authorities, individuals, rescue teams, police, etc.)”

	
oneM2M
	5.6.1.4
	34
	Technical
	See first comment in the list above regarding work taking place in oneM2M Release 4 for QoS support.

“Finally, as oneM2M platform relies on the underlying networks, it is subject to the classic QoS issues (congestion, service guarantee, etc.). It is, thus, insufficient to tackle emergency situations without further actions at the network level such as the use of dedicated networks or channels.”
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