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Introduction
This contribution proposes a result of study for the public warning service use cases and potential requirements.
-----------------------Start of input 1-------------------------------------------
6.x Duplication of Warning Messages
6.x.1
Description

Warning messages used to be periodically distributed by warning originators in order to make sure that warning messages are delivered to devices during an emergency situation. In such case, devices used to receive several warning messages that alert a same emergency situation from a M2M Service Platform so it is necessary to ignore duplicated warning messages if a device already receives a warning message.
6.x.2
Source
None
6.x.3
Actors

· Warning originator: Responsible for providing warning notification to citizens in emergency situation

· M2M Service Platform (MSP): M2M service platform that communicates with UDs and PDs in its M2M system

· Device: M2M/IoT devices which perform pre-defined emergency tasks  in emergency situation.
6.x.4
Pre-conditions

· A device is configured to enable the public warning service.

· A device performs its own normal tasks.
6.x.5
Triggers
· A warning originator periodically sends warning messages to alert a same emergency situation until such an emergency situation ends.
6.x.6
Normal Flow
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Figure 6.x.6-1 Normal flow for the duplication of warning messages
1. A warning originator sends a warning message for emergency “A”.
2. A M2M service platform forwards a warning message for emergency “A” received from a warning originator.
3. A device switches to emergency mode when a warning message is received.
4. A device performs emergency tasks that are pre-defined.

5. The warning originator sends nth warning message for emergency “A”.

6. The M2M service platform forwards that warning message for emergency “A”.

7. The device checks the duplication of received warning messages

8. The device ignores a duplicated warning message. 

6.x.7
Alternative Flow
None

6.x.8
Post-conditions

None

6.x.9
High Level Illustration


[image: image2]
Figure 6.x.9-1 High level illustration of duplication of warning messages
6.x.10
Potential Requirements

This use case scenario can be fulfilled by the existing requirements as below. 

Table 6.x.10-1 Related exiting requirements

	Requirement ID 
	Description
	Release

	CMR-006
See REQ-2015-0564R02
	The oneM2M System shall support the ability for applications to categorize requested communications (priority, importance, etc.), so that the oneM2M System can adapt its actual communications (scheduling, aggregation, compression, etc.) by taking this categorization into account.
	Implemented in Rel-1


Additionally a new requirement is needed.

Table 6.x.10-2 New potential requirement

	Requirement ID
	Description

	HLR-xxx
	oneM2M System should support Public Warning Information Model that contains a unique identifier for each emergency situation. (Emergency situation can be earthquake, tsunami, etc.)
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