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Introduction
This contribution proposes an abstract information model for public warning service.
-----------------------Start of input 1-------------------------------------------

9.2
Abstract information models

9.2.1
Definition of Data Types
9.2.1.1
Enumeration types 
This clause provides enumeration type descriptions for the public warning service domain. To clarify terms for the public warning service domain, the “pws” namespace qualifier will be used in following clauses.

A. pws:enumAlertStatus
 The pws:enumAlertStatus enumeration type represents the appropriate handling of the alert message receiver.

Table 9.2.1.1‑1: Interpretation of pws:enumAlertStatus

	Value
	Name
	Interpretation

	1
	Actual
	Actionable by all targeted recipients

	2
	Exercise
	Actionable only by designated exercise participants 

	3
	System
	For messages that support alert network internal functions

	4
	Test
	Technical testing only, all recipients disregard

	5
	Draft
	A preliminary template or draft, not actionable in its current form

	NOTE: Listed names for this enumeration are specified on the CAP 1.2 specification


B. pws:enumMessageType
The pws:enumMessageType represents the nature of the alert message.
Table 9.2.1.1‑2: Interpretation of pws:enumMessageType

	Value
	Name
	Interpretation

	1
	Alert
	Initial information requiring attention by targeted recipients

	2
	Update
	Updates and supercedes the earlier message(s)

	3
	Cancel
	Cancels the earlier message(s)

	4
	Ack
	Acknowledges receipt and acceptance of the message(s)

	5
	Error
	Indicates rejection of the message(s)

	NOTE: Listed names for this enumeration are specified on the CAP 1.2 specification


C. pws:enumAlertScope
The pws:enumAlertScope represents the intending scope of distribution for this alert message.
Table 9.2.1.1‑3: Interpretation of pws:enumAlertScope

	Value
	Name
	Interpretation

	1
	Public
	For general dissemination to unrestricted audiences

	2
	Restricted
	For dissemination only to users with a known operational requirement

	3
	Private
	For dissemination only to specified addresses

	NOTE: Listed names for this enumeration are specified on the CAP 1.2 specification


D. pws:enumEventCategory
The pws:enumEventCategory represents the category of the alerting event of the alert message.
Table 9.2.1.1‑4: Interpretation of pws:enumEventCategory

	Value
	Name
	Interpretation

	1
	Geo
	Geophysical (inc. landslide)

	2
	Met
	Meteorological (inc. flood)

	3
	Safety
	General emergency and public safety

	4
	Security
	Law enforcement, military, homeland and local/private security

	5
	Rescue
	Rescue and recovery

	6
	Fire
	Fire suppression and rescue

	7
	Health
	Medical and public health

	8
	Env
	Pollution and other environmental

	9
	Transport
	Public and private transportation

	10
	Infra
	Utility, telecommunication, other non-transport infrastructure

	11
	CBRNE
	Chemical, Biological, Radiological, Nuclear or High-Yield Explosive threat or attack

	12
	Other
	Other events

	NOTE: Listed names for this enumeration are specified on the CAP 1.2 specification


E. pws:enumResponseType
The pws:enumResponseType represents the type of recommended response action for the target audience when the alert message received.
Table  9.2.1.1‑5: Interpretation of pws:enumResponseType

	Value
	Name
	Interpretation

	1
	Shelter
	Take shelter in place

	2
	Evacuate
	Relocate to evacuate area

	3
	Prepare
	Make preparations process

	4
	Execute
	Execute a pre-planned activity

	5
	Avoid
	Avoid the subject event

	6
	Monitor
	Attend to information sources

	7
	Assess
	Evaluate the information in this message

	8
	AllClear
	The subject event no longer poses a threat or concern

	9
	None
	No action recommended

	NOTE: Listed names for this enumeration are specified on the CAP 1.2 specification


F. pws:enumUrgency
The pws:enumUrgency represents the urgency of the subject event of the alert message.
Table 9.2.1.1‑6: Interpretation of pws:enumUrgency

	Value
	Name
	Interpretation

	1
	Immediate
	Responsive action should be taken immediately

	2
	Expected
	Responsive action should be taken soon (within next hour)

	3
	Future
	Responsive action should be taken in the near future

	4
	Past
	Responsive action is no longer required

	5
	Unknown
	Urgency not known

	NOTE: Listed names for this enumeration are specified on the CAP 1.2 specification


G. pws:enumSeverty
The pws:enumSeverty represents the severity of the subject event of the alert message.
Table 9.2.1.1-7: Interpretation of pws:enumSeverty

	Value
	Name
	Interpretation

	1
	Extreme
	Extraordinary threat to life or property

	2
	Severe
	Significant threat to life or property

	3
	Moderate
	Possible threat to life or property

	4
	Minor
	Minimal to no known threat to life or property

	5
	Unknown
	Severity unknown

	NOTE: Listed names for this enumeration are specified on the CAP 1.2 specification


H. pws:enumCertainty
The pws:enumCertainty represents the certainty of the subject event of the alert message.
Table 9.2.1.1-8: Interpretation of pws:enumCertainty

	Value
	Name
	Interpretation

	1
	Observed
	Determined to have occurred or to be ongoing

	2
	Likely
	Likely (p > ~50%)

	3
	Possible
	Possible but not likely (p <= ~50%)

	4
	Unlikely
	Not expected to occur (p ~ 0)

	5
	Unknown
	Certainty unknown

	NOTE: Listed names for this enumeration are specified on the CAP 1.2 specification


9.2.1.2
Complex data types 
This clause provides complex data types descriptions for the public warning service domain. To clarify terms for the public warning service domain, the “pws” namespace qualifier will be used in following clauses.

A. pws:TargetArea type

If the originator wants to specify the geographical area which the public warning message will be propagated, the geographical information for the target region may be specified. The Area data type can be used to deliver target geospatial data to which a warning message will be propagated. The geolocation data should be applied to the standard such as GeoJSON to improve machine interpretability.
Table 9.2.1.2-3: Structure of pws:TargetArea type

	Name
	Description
	Type
	Mandatory/
Optional

	polygon
	The sequence of coordinate pair to define the polygon that identify the affected area of the alert message. Each coordinate value contains geolocation position value as specified in [WGS84] standard.
	GeoJSON
	O

	circle
	The sequence of numeric values to represent a center position and a radius that identify the affected area of the alert message. The first two values must [WGS84] geolocation position value represents the center position of the circle, and last value represents the radius delineating in kilometres.
	GeoJSON
	O

	geocode
	The geographic code identifying the affected area of the alert message.  A geocode consists of valueName and value. Multiple geocode can be presented.
	List of <Key, Value> pare
	O

	altitude
	The specific or minimum altitude in feet above mean sea level of the affected area of the alert message.
	Number
	O

	ceiling
	The maximum altitude in feet above mean sea level of the affected area of the alert message.
	Number
	O


B. pws:ExtraResource type

The pws:ExtraResource type is used to pass information about a media resource that contains additional information which includes the event associated with the warning message. For example, if an earthquake warning message generated by an authority includes information about a guide video for an earthquake, the TV may display a warning message and play the guide video by referring to the media resource information included in the pws:ExtraResource.
Table 9.2.1.2-2: Structure of pws:ExtraResource type

	Name
	Description
	Type
	Mandatory/
Optional

	mimeType
	The MIME type, as described in [RFC2046], identifier describing the referenced resource file.
	String
	 M

	size
	The approximate size of the resource file in bytes indicating the size of the referenced resource file.
	Number
	 O

	uri
	The hyperlink URL that can be used to retrieve the resource over the Internet.
	URI
	O

	derefUri
	An alternative to the uri resource hyperlink giving the Base64 encoded content of the resource file.
	String
	O

	digest
	The SHA-1 hash value of the resource file for validation.
	String
	 O


C. pws:WarningInfo type

The pws:WarningInfo type contains key information that the authority wants to propagate to the public. This information can be used to recognize and respond to emergencies. Since all data elements contained in WarningInfo need to be machine-readable, the data are passed in the enumeration type defined in section 8.2.1.1. If necessary, additional information of pws:ExtraResource type and pws:TargetArea which clarify the warning area can be included.
 Table 9.2.1.2-1: Structure of pws:WarningInfo type

	Name
	Description
	Type
	Mandatory/
Optional

	language
	Contains a [RFC 3066] code value denoting the language of the info sub-element of the alert message.
	string
	O

	category
	The code denoting the category of the alerting event of the alert message. Multiple caterory can be presented in an <info> element.
	Array of pws:enumEventCatetory
	M

	responseType
	The code denoting the type of recommended response action for the target audience when the alert message received. Multiple responseType can be presented.
	Array of pws:enumResponseType
	O

	urgency
	The code representing the urgency of the subject event of the alert message. 
	pws:enumUrgency
	M

	severity
	The code representing the severity of the subject event of the alert message.
	pws:enumServerity
	M

	certainty
	The code representing the certainty of the subject event of the alert message.
	pws:enumCertainty
	M

	effective
	The effective time of the information of the alert message. If this value is not presented, effective time is assumed to be the same time as in “sent”
	DateTime
	O

	onset
	The expected time of the beginning of the subject event of the alert message.
	DateTime
	O

	expires
	The expiry time of the information of the alert message. If this value is not presented, recipient can set own expiration policy.
	DateTime
	 O

	parameter
	The definitions of system-specific parameter associated with the alert message. Multiple parameter can be presented.
	List of <Key, Value> pare
	 O

	resource
	The definitions of  all component parts of the resource referes to an additional file. This definition to be used to provide multimedia file to recipients. Multiple resource can be presented.
	Array of pws:ExtraResource type
	O

	area
	The definition of all component parts of the area identifying an affected area. A <info> element may contain one or multiple area definition to identify union of all the included area.
	Array of pws:TargetArea type
	 O


9.2.2
Definition of Message Formats

This clause defines the "Public Warning Message information model" shown in Figure 9.1.1-1. This is a specification of the message that is sent from the authority message to the M2M System to deliver to the device. This message specification can be defined as in Table 9.2.2-1, for the public warning message format for the oneM2M system by extracting machine interpretable attributes among CAP to keep interoperable with CAP 1.2 standard.
Editor’s Note: How to carry the information defined in this clause in oneM2M primitives needs to be further described for clarifying.
 Table 9.2.2-1: Structure of public warning message format

	Name
	Description
	Type
	Mandatory/
Optional

	identifier 
	The identifier of the alert message, contains a number or string value that uniquely identifying this message.
	String
	M

	sender
	The identifier of the originator of this alert message. This value must guaranteed by assigner to be unique globally.
	String
	M

	sent
	The time and date of the origination of this alert message. 
	DateTime
	M

	status
	The code to represent the appropriate handling of the alert message receiver.
	pws:enumAlertStatus
	M

	msgType
	The code to represent the nature of the alert message.
	pws:enumMessageType
	M

	scope
	The code to represent the intending scope of distribution for this alert message.
	pws:enumScope
	M

	references 
	The list of identifiers for earlier message(s) referenced by this alert message.
	Array of String
	O

	info
	The container for all component parts of the info sub-element of the alert message.

Multiple occurrences are permitted within a single <alert> element to support multiple language or sequence of alert information for an alert message.
	Array of pws:WarningInfo type
	O







a) 
b) 
c) 

9.2.3
Definition of ModuleClasses

A. configurePWS
Table 9.2.3-1: configurePWS ModuleClass
	Doc
	ConfigurePWS provides capabilities to change device settings which is related to public warning service including opt-out public warning service.

	Action
	Name
	Doc
	Argument
	Return type

	
	OptoutWarningMessage
	Setup opt-out status of the device
	Name: "command"

Type: enum_EMERGENCY_TYPE
	enum_EMERGENCY_TYPE

	DataPoint
	Name
	Doc
	Type
	Read/Write

	
	OptoutState
	Current opt-out state of the device:

· Off: the device receive all public warning messages.

· On: all receive public warning messages will be discarded except opt-out not allowed warning message.
	Boolean
	Read/Write

	Property
	Name
	Doc
	Type

	
	N/A
	
	

	Event
	Name
	Doc
	DataPoint

	
	N/A
	
	


B. emergencyTaskTriggering

Table 9.2.3-2: emergencyTaksTriggering ModuleClass
	Doc
	EmergencyTaksTriggering provides capabilities to trigger the public warning service enabled devices when a public warning message received.

	Action
	Name
	Doc
	Argument
	Return type

	
	ExecuteEmergenceTask
	Change operation mode to emergency mode and execute emergency tasks
	Name: "PWSMessage"

Type: pws:PWSMessage
	enum_OPERATION_MODE

	DataPoint
	Name
	Doc
	Type
	Read/Write

	
	OperationMode
	Current operation mode of the device:

· Null or 0 --- Normal mode

· 1 --- Emergency Mode
	enum_OPERATION_MODE
	Read/Write

	
	OptoutState
	Current opt-out state of the device.
	String
	Read only

	
	ReceivedPWSMessages
	List of received public warning messages. This list can be used to check duplicated warning message.
	pws:PWSMessage Array
	Read only

	Property
	Name
	Doc
	Type

	
	N/A
	
	

	Event
	Name
	Doc
	DataPoint

	
	EventTimerExpired
	A expiry time specified in a received public warning message has expired
	N/A


C. emergencyModeTermination
Table 9.2.3-3: emergencyModeTermination ModuleClass
	Doc
	EmergencyModeTermination provides capabilities to stop emergency task which triggered by a public warning message and terminate emergency mode.

	Action
	Name
	Doc
	Argument
	Return type

	
	TerminateEmergenceTask
	Stop emergency tasks and change operation mode to normal mode
	None
	None

	DataPoint
	Name
	Doc
	Type
	Read/Write

	
	OperationMode
	Current operation mode of the device:

· Null or 0: Normal mode

· 1: Emergency Mode
	enum_OPERATION_MODE
	Read/Write

	Property
	Name
	Doc
	Type

	
	TBD…
	
	

	Event
	Name
	Doc
	DataPoint

	
	TBD…
	
	


9.2.4
Definition of Device 
This clause provides the definition of virtual device information for public warning service supporting device using ModulClasses defined in clause 9.2.3. 

Table 9.2.4-1: Modules and properties of devicePWS Device Model
	Type
	Name
	Description
	Type
	Mandatory/
Optional

	Module
	configurePWS
	See table 9.2.3 -1
	-
	O

	
	emergencyTaksTriggering
	See table 9.2.3 -2
	-
	M

	
	emergencyModeTermination
	See table 9.2.3 -3
	-
	O

	Property
	initialOptoutStatus
	Initial value for opt-out settings
	Boolean
	O

	
	Location
	Location of PWS device
	Location
	O


-----------------------End of input 1---------------------------------------------
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