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If we can get agreement on this, it would be useful to have a set of opening remarks from the head of each organization i.e. Richard Soley (Executive Director of the IIC) and Fran O’Brien (Steering Committee Chair of oneM2M)

Do contributing members agree?

Ken and Shi-Wan to explore.
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1. [bookmark: _Toc523504615]Introduction (Ken & Shi-Wan, 1-page) 

Businesses in the industrial IoT arena routinely advertise the fact that no single company can provide a complete IIoT solution. That is because many components and areas of expertise are involved. As a result, collaboration is a necessary part of any IIoT strategy. 
Collaboration does not just apply to business suppliers and users of IIoT solutions. It applies just as much to standardization bodies and industry alliances. In forming oneM2M to develop and manage the technical standards for enabling IoT solutions, several regional standards development organizations (SDOs) chose to collaborate and drive global scale rather than risk industry balkanization. In the consumer IoT arena, supplier-sponsored initiatives such as the AllSeen Alliance and the Open Connectivity Foundation decided to merge their efforts into a single, cross-industry body.
As the leading industry alliance focusing on the IIoT, the Industrial Internet Consortium has established liaisons with INSERT_NUMBER. Other industry- and geographically-focused bodies around the world. One of these is a 2017 liaison with oneM2M. Some of the aims of this liaison are to share knowhow on replicable IIoT deployments and to leverage the IIC’s formal, test-bed program to identify new requirements and feed these into the oneM2M standardization and future-release roadmap.
The IIC hosted an inaugural workshop with oneM2M at its quarterly member meeting (Q12018). This White Paper (WP) addresses a wider audience, providing some historical context on the liaison, exploring areas of commonality and identifying under addressed knowledge and standardization gaps that, once resolved, will speed up the pace of commercial adoption for IoT solution providers and users. 
The WP begins an overview of the key points covered in the inaugural IIC/oneM2M meeting, notably the respective histories and publications of each organization. It includes a cross-comparative analysis between the IIC’s Industrial Internet Reference Architecture methodology, oneM2M’s architecture and its 3-stage standardization procedure. 
The commonalities revealed through this analysis sets the stage for future activities as industrial users explore new requirements for interoperability, of which there are several dimensions, and interworking between sub-systems in factories, large machines and shared work environments (building, cities, logistics value-chains, transportation networks etc.).
Need to add a closing paragraph on future activities e.g. data/semantic interoperability as discussed between RTI/Huawei and/or oneM2M/OSGi/DDS interworking (from open horizontal test-bed suggestions).


2. [bookmark: _Toc523504616]Organizational Overview

The Industrial Internet Consortium and the oneM2M Partnership Project have distinct identities based on their origins and IoT market development objectives. The following sections describe the history, structure and operating model for each organization. The description also includes references to key accomplishments, industry resources and plans for future initiatives.

[bookmark: _Toc523504617]2.1 Industrial Internet Consortium (Shi-Wan, 2-4 pages)
 
· Organizational history and working group structure
· Key resources e.g. IIRA etc.


2.2. [bookmark: _Toc523504618]oneM2M (Omar with support from Josef, 2-4 pages)
oneM2M brings together several major ICT Standards Developing Organizations (SDOs) around the world, namely ARIB, ATIS, CCSA, ETSI, TIA, TSDSI, TTA and TTC. These SDOs, referred to as Partners Type 1, share the common objective of developing common standards for the Internet of Things Service Layer across different industry segments. 
The Partners Type 1 have made a great effort to achieve a much-needed convergence in the IoT standards landscape. Instead of developing IoT standards individually and for their local markets, they agreed to collaborate through the oneM2M partnership project. Included in their efforts to promote oneM2M, they publish oneM2M specifications as their own standards effectively ensuring a global and institutional reach for oneM2M. Need to add reference to international adoption via ITU and any discussions with Plattform Industrie4.0.
Currently there are 200 active members in oneM2M. All share the vision of specifying an IoT Service Layer, a layer that sits between applications and networks and expose functions needed by IoT applications across different industry segments. 
[image: C:\Users\ASUS2\AppData\Local\Microsoft\Windows\INetCache\Content.MSO\4491927.tmp]Figure 1: oneM2M Partnership Project organization structure
In addition to these SDOs, several fora and industry alliances working on IoT related topics joined oneM2M where they play an important contributing role in shaping oneM2M specifications and ensuring a coordinated approach. Referred to as Partners Type 2, they areir list includes:  the Broadband Forum, Global Platform, etc CEN, CENELEC, GlobalPlatform, and OMA SpecWorks. 
Open and contribution driven approach to set standards
As distinct from proprietary approaches, the process of developing oneM2M specifications development is open and contribution driven. This means that industry at large can influence the direction of the specifications and market deployments. In addition, oneM2M maintains a list of liaisons with other industry fora and standards initiatives, to ensure complementary approaches.
To seek efficiency and expedite time to market for oneM2M specifications, the work is handled by different working groups who develop the output specifications. The Technical Plenary coordinates between the working groups, oversees the progress and manages the work program. The list of working groups is as follows: Requirements, Architecture, Protocols, Security, Management Abstraction and Semantics, Testing. 
WG1: Requirement
WG2: Architecture
Technical Plenary
WG3: 
Protocol
WG4: 
Security
WG5: Management, Abstraction & Semantics
WG6: 
Testing
Steering Committee

The Steering Committee (SC) has the overall responsibility for providing strategic direction and management acts in a supervisory role and manages the overall direction of the investment of the entire organization. The Technical Plenary (TP) is the technical management body that oversees the overall technical direction of the organization. 
Interoperability testing for shorter time to market
oneM2M believe in running code and interoperable products. Two plugfests are organized every year. Here, engineers get together and test their products against each other and in accordance with agreed test specifications. Regular interoperability testing events are a significant asset in validating oneM2M’s technical specifications and their implementation across multiple solution providers. As these events are always held in the week prior to a Technical Plenary meeting, they allow immediate feedback to the oneM2M working groups where the issues discovered can be addressed very quickly.
This is a key element to the stability of the oneM2M platform.  
A use case driven approach to IoT standards
Use cases are a great way to express real world scenarios. Once properly described, they are used to derive requirements for the IoT service layer. It’s however important to recognize that IoT is about use case proliferation, therefore the specifications should be built to address the need of multiple use cases including the ones that the group did not even think of at the time of the specification. 
Work in oneM2M is typically organized into stage 1, stage 2 and stage 3 activities. 
Stage 1 is the starting point of all technical solutions as it introduces use cases and requirements derived from real market needs. The parameters of each use case include its description, source, actors, pre-conditions, triggers, normal flow, alternative flow, post-conditions, high level illustration, and potential requirements. The use case is then abstracted into many different requirements to describe the functions that the oneM2M system should provide.
In Stage 2, architectures are designed to fulfil the use cases and requirements from stage 1 via a set of Common Service Functions (CSFs). Examples of functions that are common to IoT applications include device management, discovery and security. As oneM2M adopts RESTful architecture, all functions are fulfilled by resources. Resources and their corresponding procedures are defined during stage 2. 
Stage 3 starts from explicit resource types and procedures. In stage 3, procedures are finalized in relation to data types, message payloads and call flow definitions. The resources in stage 2 are serialized to XML, Json or CBOR according to the definition in stage 3 and then put to binding protocols for transport. oneM2M uses HTTP, CoAP, MQTT or WebSocket as binding protocols. Therefore, from the work of all 3 stages, oneM2M is an end to end protocol that can be implemented by different companies to a common and open standard.
There is clear clue of guidance for the progression of activities from stage 1 to stage 2 and to stage 3. This includes an iterative process to allow feedback from Stage 3 to Stage 1 to refine the specification. 
This process is illustrated in Figure 2 which shows the derivation of service requirements from eight application domains to create guidelines (referred to as Technical Reports in Figure 2) and interoperability specifications (referred to as Technical Specifications in Figure 2).
[image: C:\Users\ASUS2\AppData\Local\Microsoft\Windows\INetCache\Content.MSO\1AED04CD.tmp]
Figure 2: a use case driven approach to set market driven specifications
oneM2M’s Horizontal architecture
Figure 3 provides the oneM2M layered architecture approach. 
From its inception, oneM2M considered IoT as a largely distributed system where application level processing could happen at the device, the gateway, the edge or the central cloud level. On this basis, the architecture looks the same for device, gateway or cloud deployments of oneM2M. 
As depicted in Figure 3, the Service Layer, is the glue between the network and applications. Its value is in offloading applications from handling aspects such as protocol conversion, different network types, data collection, security, device management, etc. 
[image: C:\Users\ASUS2\AppData\Local\Microsoft\Windows\INetCache\Content.MSO\6C233D63.tmp]
Figure 3: oneM2M layered architecture
With oneM2M, applications can access all those functions (Figure 4) from the oneM2M Service Layer, helping application developers to focus predominantly on the application business logic to implement the use case in effect.


Figure 4: oneM2M Common Service Functions within the Service Layer


Members of oneM2M keep technical specifications and open source aligned
Despite not chartered to build open source, the role of open source in the ICT industry cannot be underestimated in helping market uptake and fostering a developer community. Members of oneM2M have driven open source implementations according to oneM2M specifications in several established open source initiatives such as OCEAN, OM2M, IoTDM, Open MTC, etc. Linux Foundation, Eclipse Foundation. In addition, ATIS and its members developed a lightweight oneM2M client targeted for device quick prototyping and deployments. 
Value proposition of oneM2M
There are several facets to the oneM2M value proposition. Architecturally, oneM2M’s service layer functions as a horizontal, abstraction layer between IoT applications (i.e. business logic) and the communications networks that provide connectivity to end-point devices and sensors (i.e. actuation and data capture). Application developers and solution providers do not need to master integrated stack technologies to design, deploy and manage multiple IoT applications or to leverage cross-silo interoperability strategies.
Another value proposition stems from oneM2M’s institutional framework which covers an international footprint in terms of SDO bodies and standardization participants. Moreover, oneM2M operates an open contribution approach devoting significant technical efforts to establishing and maintaining an evolving standard via a sequence of releases and interoperability test events. Solution providers and users of the oneM2M standard are effectively committing to a future-proofed standard that is both technology- and vendor-neutral.
 Placeholder for illustration of oneM2M Release history 
R1 -> R2 -> R3 -> R4 plan etc.





3. [bookmark: _Toc523504619]Points of Commonality (Shi-Wan/Rajive with input from Rouzbeh, 3-4 pages)

Increasing knowledge and experience about the IoT is leading to a convergence of efforts amongst different industry bodies to collaborate in advancing the IoT market. The outcome of these initiatives should deliver common approaches and standards. These will underpin economies of scale, improving the affordability of IoT solutions and lowering the knowledge barriers to adoption across multiple industry sectors.
The aim of this section is to explore the points of commonality between some of the core bodies of work produced by the IIC and oneM2M. Specifically, we focus on the IIC’s IIRA[footnoteRef:1] and oneM2M’s standardization framework as discussed in the inaugural IIC-oneM2M Liaison Workshop[footnoteRef:2].  [1:  Industrial Internet Reference Architecture (IIRA) - https://www.iiconsortium.org/IIRA.htm]  [2:  Collaboration continues to boost the Industrial IoT at oneM2M and IIC joint workshop, February 2018 - https://www.iiconsortium.org/pdf/oneM2M-IIC-Workshop-Report.pdf] 

	IIC – Industrial Internet Reference Architecture
	oneM2M Standardization Framework

	· The IIRA is a standards-based architectural template and methodology. 
· It enables Industrial Internet of Things (IIoT) system architects to design their own systems based on a common framework and concepts
	The two key components are as follows:
· The technical specifications produced by the six working groups in oneM2M
· A 3-stage procedural methodology to translate IoT user requirements into a horizontal architectural that enables an end-to-end protocol to deploy and manage IoT application resources.



Below, we discuss similarities between the IIRA design and oneM2M’s 3-stage standardization methodologies. This precedes a cross-comparison between an example industrial IoT architecture and the standardized architecture of the oneM2M standard.
[bookmark: _Toc523504620]3.1	Comparison of IIRA and oneM2M standardization methodologies

The IIC has defined four viewpoints – business, usage, functional and implementation - to characterize industrial IoT systems. This collection of viewpoints corresponds to the role of the Steering Committee in oneM2M’s institutional model and the Stage 1/2/3 procedure in its standardization process.
[image: ]

The IIC’s Business viewpoint represents the concerns from the stakeholders and their business vision for any given solution. This maps to the role of steering committee of oneM2M which represents the interests of eight regional SDOs and their member stakeholders who are drawn from industrial and academic research communities. oneM2M’s partnership model jointly represents the current concerns and business viewpoints while steering the strategic roadmap for the oneM2M organization and future IoT service enablement requirements. 
The Usage Viewpoint, Functional Viewpoint and Implementation Viewpoint are three view points to the understanding of the same object. Each of these corresponds to the stage 1, stage 2 and stage 3 activities in oneM2M. As such, an IoT system can be understood as a collection of use cases and requirements from the perspective of stage 1. It can also be viewed as the functional architecture and defined resources from the perspective of stage 2. Finally, it can be understood as the procedures, call flows and data types from the perspective of stage 3. In combination, this corresponds to the definition of usage viewpoint, functional viewpoint and implementation viewpoint from IIRA.
[bookmark: _Toc523504621]3.1.1	Formal Use-case Driven Requirements

In one typical oneM2M use case, the following aspects are considered: description, source, actors, pre-conditions, triggers, normal flow, alternative flow, post-conditions, high level illustrators, potential requirements. These aspects cover most of the parts of the usage viewpoint defined by IIRA. In other words, a oneM2M use case is an instantiation of an IIRA usage viewpoint. 
In a oneM2M use case, an overall description of the system as well as who is going to use the system, how to benefit from the system is described. A use case is composed of multiple flows with corresponding triggers, pre-conditions and post-conditions. This corresponds to the activity described by usage viewpoint.
[bookmark: _Toc523504622]3.1.2	Use-case Driven Architecture Definition

In the architecture defined by oneM2M, from the functional perspective, oneM2M has defined 14 CSFs and 3 CSEs[footnoteRef:3] for the fulfillment of oneM2M defined use cases and requirements. [3:  TBD – check for inclusion of a description of a CSE and explain the differences between the three possibilities] 



Compared with the functional viewpoint of IIRA the mapping relationship is as follows.
	oneM2M Entity/Common Service Function (CSF)
	IIRA 

	Application entity (AE)
	Application domain

	Application and service layer management 
	Operations domain: Monitoring & Diagnostics
Control Domain: Asset management

	Communication management/ Delivery handling
	Control Domain: Communication

	Data management & Repository
	Control Domain: Modeling, Entity abstraction, Actuation, Sensing

	Device management
	Control Domain: Asset management
Operations domain: Monitoring & Diagnostics, Provisioning & Deployment, Management

	Discovery
	Control Domain: Modeling

	Group management
	Control Domain: Modeling

	Location
	Control Domain: Modeling

	Network service exposure/ Service Ex+ Triggering
	Control Domain: Communication

	Registration
	Control Domain: Entity Abstraction, modeling

	Security
	Trustworthiness

	Service charging & accounting
	Control Domain: Modeling

	Subscription and notification
	Control Domain: Modeling

	Transaction management
	Control Domain: Modeling

	Semantics
	Information domain

	Underlying network service entity (NSE)
	Connectivity crosscutting function


SOURCE: Huawei analysis for IIC-oneM2M Liaison Workshop (2018)
Most of the oneM2M CSFs map to the control domain of the IIRA Functional Domains. This reflects the position of oneM2M as a common service layer for multiple IoT verticals.
oneM2M doesn't cover all the aspects of IIRA in the following reasons:
1) oneM2M is a service layer standard that only covers functions that need to be standardized. Normally, functions that need interoperability are functions need to be standardized. Some of the application layer functions are company specific and don’t affect the implementation of the other companies.
2) oneM2M is not designed at the first place to satisfy all the business cases with all the capabilities. The early use cases only require basic information exchange function as well as some other common functions. Newer functions are still under discussion in oneM2M and early in the 3-stage standardization pipeline.
3) oneM2M is targeted as a service layer standard that aims to provide common functions that can be utilized by multiple business verticals. Therefore, some of the vertical specific functions are not defined by oneM2M as they are regarded as application specific.
oneM2M architecture can be regarded as an instantiation of IIRA function viewpoints that reflects the requirements from the oneM2M stakeholders.

[bookmark: _Toc523504623]3.1.3	Open-Standard End-to-end Protocol for IoT Solutions

Implementation Viewpoint is about how the system is to be implemented. The implementation of oneM2M system can be shown in the following figure.
[image: ]
The figure is the deployment of the oneM2M architecture. It shows how the AE[footnoteRef:4], CSE, NSEs as well as the defined CSFs can be implemented to represent the real life IoT systems. The deployment consists of an Infrastructure Domain and a Field Domain.  [4:  TBD – need to introduce and explain terms such as AE, NSE etc.] 

The Infrastructure Domain is the central deployed cloud server or backend of the IoT system. The Infrastructure Node is the IoT platform that hosts the services that can be accessed by IoT Application (IN-AE). Applications such as administration or management portal can be deployed together with the Infrastructure Node or deployed outside of the Infrastructure Node such as user applications. 
The services hosted by the IoT platform is provided by the Common Services Entity of the Infrastructure Node (IN-CSE). All devices from the Field Domain connected to the Infrastructure Node. The range of possible devices includes: gateways (Middle Node); rich devices (Application Service Node); lite device (Application Dedicated Node); and, non-oneM2M compliant devices (Non-oneM2M Device Node). The mutual connection relationship can be seen from the figure.
For comparison purposes, an example architecture described in the IIC’s IIRA contains three tiers – Edge, Platform and Enterprise. Its components are illustrated below.
[image: ]

The illustration below shows how the oneM2M architecture maps 3-Tier IIoT System Architecture.

Edge tier
Platform tier
Enterprise tier
IoT gateway
Rich device
Lite device
Non-oneM2M devices connected via proxy
Proximity network

The platform tier maps to the Infrastructure Node of the Infrastructure Domain. The IN-CSE provides services such as data transform, analytics and operations which are mapped to CSFs of the CSE.
The Enterprise tier corresponds to the IN-AE of oneM2M architecture. IN-AE is the domain applications that executes the business logic of various verticals. The Service Network between Service Platform and Domain Applications is the Mca[footnoteRef:5] reference point defined in oneM2M. oneM2M also defined primitives for the transfer of data flow and control flow. [5:  TBD – add description of this term] 

oneM2M’s Field Domain corresponds to the Edge tier. Here, the Mcc reference point defined by oneM2M corresponds to the access network from the IIRA.  In the Field Domain, several devices can be categorized as proximity network where the IoT gateway functions as the Middle Node of oneM2M and is responsible for data aggregation and device management services.
Rich devices in the Edge tier can be regarded as Application Service Node in oneM2M. Lite devices can be regarded Application Dedicated Node. 
Combined with the mapping of the functions in the Architecture.  The following diagram can also be well interpreted by oneM2M.
[image: ]
oneM2M defined CSE is the container of all IoT services. The CSE can be deployed with IN, MN or ASN, which is to say, the common services can be with IoT platform, edge gateway or devices. The CSFs in the CSEs is mapped to the functions from Control Domain, Operation Domain, and Information. 
As a result, from the perspective of oneM2M, functions from Control Domain, Operation Domain and Information Domain can be part of all of platform, gateway and device. This is a slight enhancement to the IIRA.  Services and functions are separated from where it is deployed. Even only one gateway, can still be deployable with the entire service set. The inclusion of platform and other gateways enhances the scalability of the system. With the involvement of cloud platform, the computing task can be separated from the edge tier and platform tier so that each entity is only in charge of the tasks for which it is suited and uses knowledge from the other domains at the aggregation point.
oneM2M is a RESTful architecture. All functions are implemented by issuing CRUD (Create, Retrieve, Update, Delete) requests to oneM2M defined resources. Therefore, the data flows, information flows, asset management service flows and orchestration flows are all implemented by the CRUD requests to dedicated resources in oneM2M.
[bookmark: _Toc523504624]3.2	Conclusions

As a conclusion from this chapter, oneM2M can be regarded as an instantiation of IIRA while contributing enhancements to IIRA at some detailed level. 
During the definition of oneM2M, oneM2M has considered use cases from several business verticals including agriculture, energy, enterprise, healthcare, manufacturing, public service, residential, retail and transport. oneM2M aims to provide a common service layer for multiple verticals and therefore, oneM2M maps very well to the bottom layer of the IIRA such as control domain and operation domain and left the upper layer such as applications, information domain to vertical specific.
oneM2M has been actively reaching out to vertical-specific domains and has established cooperation with many sectoral SDOs. The ongoing liaison between the IIC and oneM2M is expected to be beneficial to the bottom layer of IIRA by detailing a standardized set of common services that can be shared by different verticals and enable interoperability across verticals.




4. [bookmark: _Toc523504625]Convergence and Interworking (Dale/SuengMyeong/Huawei and Shi-Wan/Rajive, 3-4 pages)

The evolution of historical approaches for M2M solutions into the emerging market for industrial IoT applications is progressing in three phases. In the past, industrial control systems typically employed a master/slave architecture. Currently, many local IoT applications on factory floors and in complex machines are beginning to link multiple proximal networks through cloud-based data aggregation and supervisory control systems. 
Trends in the evolution of M2M to IoT
[image: ]
As the IoT market matures, across consumer and industrial sectors, IoT applications will evolve in distributed architectures. Moreover, as large-scale deployments and interoperability (e.g. cross-vendor, cross-silo, cross organizational etc.) become necessary, solution architectures will depend on new and standardized enablers that interlink multiple, proximal sub-systems to peers and distal cloud systems.
The standardization roadmap for oneM2M envisages its role as a distal network technology. It will complement and interwork various local proximal industrial networking technologies (e.g. DDS, OPC-UA, WirelessHART, IWLAN, …) to the broader internet. oneM2M achieves this by providing an abstraction layer over the top of multiple networking technologies (i.e. protocol abstraction). As illustrated below, this permits the use of established standards from the fixed-network, mobile-network and internet sectors (left-hand side of illustration) to be applied in support of applications from the industrial sector, smart homes and eHealth, for example. If needed, describe the oneM2M interworking framework and how abstraction is realized (e.g. flexContainers).
oneM2M role as an interoperability hub across industries and industry-specific protocols
[image: ]
Source: IIC Open-Horizontal Test-Bed Program Member Meeting (Dec. 2017)
In addition to its network abstraction benefits, oneM2M enables data sharing data sharing as well as issuing of commands across a disparate sets of proximal device technologies (e.g. OPC-UA, WirelessHART, IWLAN, …).
oneM2M also offers advanced services to app developers and devices traditionally not supported by proximal networks. This adds a layer of value to these technologies, allowing them to be integrated more readily into distal networks. Examples of these services include the following:
· End-to-end security
· Device management - Services to assist with provisioning of devices (e.g. security credentials) and managing of devices (e.g. reboot, firmware update) independent of their underlying networking technologies.
· 3GPP Interworking - Enable industrial deployments to more easily deploy cellular IoT (NB-IoT, LTE-M) devices by providing services to help manage and communicate with these devices
· Semantics - Modeling of devices and their data
· Discovery of devices and their data
· WAN/distal network communication management (e.g.  scheduling, prioritization)
oneM2M APIs are RESTful and easy for app developers to use. This enables IIoT to leverage technologies such as Web-based app development tools and practices





5. [bookmark: _Toc523504626]Future Directions (Ken and Shi-Wan to consolidate team input, 1-2 pages)

The following is a long list of topics from the IIC and oneM2M roadmaps – the aim is to brainstorm a list of planned activities initiatives from each organization and to draw attention to collaboration opportunities (e.g. semantic interoperability where Huawei is contributing to an IIC Position Paper)

· Edge Computing/OpenFog
· Abstraction up the IoT stack (e.g. semantics)
· Cellular IoT enablers e.g. refinery IoT systems
· Industrie4.0, IEC/Security etc.
· Other topics?
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