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Introduction

This CR proposes to add Edge/ Fog related terminology to TS-0011 based on the agreed contribution “SDS-2019-0548R01-TR-0052_Terminology_Update”.
-----------------------Start of change 1-------------------------------------------

3.6
E

Edge/Fog Deployment: A oneM2M System that can be deployed as a hierarchical collection of oneM2M nodes capable of supporting the following types of functionality:
· Dynamic instantiation/installation (i.e. orchestration) of oneM2M Services (i.e. CSEs, CSFs, CSs and AEs) onto the nodes in the oneM2M System in an automated and coordinated fashion such that operational requirements of the oneM2M system are satisfied.

· Remote provisioning and configuration of oneM2M Services installed on oneM2M nodes (e.g. configure IDs, credentials, settings, etc.).

· Management and control of oneM2M services installed on oneM2M nodes (e.g. activate, deactivate, reset, etc.).

· Collection of operational status and statistics (e.g. KPIs) of oneM2M Services running on oneM2M nodes.

· Discovery of oneM2M Service capability information for the individual nodes in the oneM2M System 

· Management of oneM2M Service continuity and migration across the nodes in the oneM2M System.

· Dynamic de-installation/removal (de-orchestration) of oneM2M Services from the individual nodes in the oneM2M System such that node and network resources (e.g. compute, storage, memory, bandwidth, etc.) can be freed up and made available for use by other services.

Edge/Fog Node: A oneM2M field node (i.e. MN, ASN or ADN) that can be deployed in a manner consistent with the definition of an Edge/Fog Deployment.    

Edge/Fog Management Functionality: functionality that enables the deployment and management of oneM2M Services (i.e. CSEs, CSFs, CSs and AEs) on Edge/Fog Nodes in a manner consistent with the definition of  Edge/Fog Deployment.  

Edge/Fog Service: A CSE, CSF(s), CS(s) and/or AE(s) hosted on a Edge/Fog Node managed in a manner consistent with the definition of Edge/Fog Deployment.

Encryption [i.6]: process of changing plaintext into ciphertext using a cryptographic algorithm and Key

End-to-End Certificate-based Key Establishment (E2EKey): interoperable framework for two end-points to use certificates for establishing symmetric keys for use in End-to-End Security of Data or End-to-End Security of Primitives 

End-to-End Certificate-based Key Establishment Initiating End-Point: AE or CSE initiating the End-to-End Certificate-based Key Establishment procedure
End-to-End Certificate-based Key Establishment Terminating End-Point: AE or CSE with which an End-to-End Certificate-based Key Establishment Initiating End-Point intends to establish a symmetric key using End-to-End Certificate-based Key Establishment procedure
End-to-End Security of Data (ESData): interoperable framework for protecting data that ends up transported using oneM2M reference points, in order that so transited CSEs do not need to be trusted with that data
End-to-End Security of Primitives (ESPrim): interoperable framework for securing oneM2M primitives so CSEs (forwarding the primitive) do not need to be trusted with the confidentiality and integrity of the primitives
Event: interaction or occurrence related to and detected by the oneM2M System

Event Categories: set of indicators that specify the treatment of Events for differentiated handling, based on policies

-----------------------End of Change 1 ---------------------------------------------
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