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1
Title (abbreviation)
oneM2M and MCP
2
Justification
Agentic AI is becoming increasingly important as industries move from passive analytics to systems that can act autonomously and adapt in real time. AI agents reduce manual effort, speed up decisions, and optimize processes in complex environments like networks, logistics, and automation.

Unlike traditional AI that only provides insights, AI agents make decisions and take actions to achieve specific goals. Powered by technologies like large language models (LLMs), they can understand context, plan next steps, and interact with other agents and their environment — enabling a new level of intelligence and automation in digital ecosystems.
To unlock this potential, AI agents must interact not only with other agents but also with non-AI systems — including information services (e.g., search and retrieval), physical-world interfaces (e.g., sensors and actuators), network infrastructure, and business applications and workflows.
This is where the new Model Context Protocol (MCP) plays a critical role: it provides a structured and standardized way for agents to exchange context and commands with existing digital platforms, enabling seamless integration across AI and non-AI domains.
Model Context Protocol (MCP) is rapidly gaining traction across the industry, with adoption by leading agent platforms and integration efforts from major technology players.
In this work item, we propose to explore the interworking of MCP with oneM2M — enabling the broad ecosystem of IoT devices supported by this standard to be easily extended with agent-based intelligence and capabilities, while also allowing oneM2M to enhance the capabilities of agents.
3
Intended Output
	Tick all the appropriate cases 


	

	X
	Change request(s) to existing Technical Specification(s)

	
	Change request(s) to existing Technical Reports(s)

	X
	New Normative Technical Specifications(s)

	X
	New Permanent Technical Reports(s)

	
	New Temporary Technical Reports(s)


4
Impact 
4.1
oneM2M Work Items

The work item may have impact on TR-0068, TR-0069, TR-0071, TR-0072 (WI-0105). There might be additional impact discovered during further work.
5
Scope

This Work Item aims to develop a Technical Report investigating the interworking of the oneM2M standard and the Model Context Protocol (MCP).
The objectives of the work item are structured as followed:

· Providing a technical analyses of Model Context Protocol

· 
· 
· Describe use cases that demonstrate how the diverse features of oneM2M can be utilized for AI in the context of MCP, including relevant interworking scenarios that are not limited to, but may involve IoT, networks, and workflows — with a focus on scenarios of interest to key communities within the oneM2M and broader SDO ecosystem.
· Define a technical solution for interworking between the two standards, which may involve different levels of integration, including:
· Basic data forwarding / API wrapping

Simple bridging of data between the two protocols without interpreting or translating its meaning. This can involve transferring payloads or invoking APIs from one side to the other in a transparent, "black box" manner.

· Semantic interworking

Mapping the structure and meaning (semantics) of messages or data models from one protocol to the other. This includes translating message formats, aligning identifiers, or converting contextual metadata to ensure mutual understanding.

· Behavioral interworking

Emulating or responding to protocol-specific behaviors such as session handling, heartbeat mechanisms (e.g., pings), or control flows. This may require actively interpreting incoming messages and triggering appropriate actions, even if the target protocol does not natively support those behaviors.
· Security, authentication, authorization, and licensing aspects

Identify and address security-related requirements for interworking, including data protection, access control, trust management, and the handling of licensing and rights management when data is exchanged or reused across systems.
Furthermore, based on the findings of the Technical Report, subsequent normative work may be initiated as a standalone Technical Specification to enable MCP interworking.
6
Schedule and impacted specifications
Provide the schedule of tasks to be performed;
	New Specifications (if any)

	Document
Type
	Document
Number*
	Title
	
Schedule (TP No.)
	Lead WG
	Impacted WGs
	Comments

	
	
	
	Start 


	Change Control 
	Freeze


	Approval


	
	
	

	TR
	
	Study of Model Context Protocol Interworking
	TP 70
	TP 75
	TP 78
	TP 80
	WG2
	WG1
	

	TS/
TR
	
	
	
	
	
	
	
	
	


* The first versions will be assigned by the secretariat (WPM Secretary)
	CRs to existing specifications (if any)

	Impacted
TS/TR
	
	Subject of the CR
	Approved at plenary#
	Impacted WGs
	Comments

	TS/
TR
	
	Subject of the CR
	TP z
	BBB, CCC
	

	TS/
TR
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