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Dear Madam, Dear Sir,

We are pleased to inform you of a relatively new TC MTS Working Group (WG) on Testing (TST), created in October 2017.  We would expect that some of the work in MTS TST would become important to your work in your Committee.

Following the ToR the new MTS TST Working Group will develop studies, guidelines, test catalogues and test specifications for specific ICT technologies that are not already covered by existing ETSI Technical Bodies. The types of testing can include, but are not limited to, conformance, interoperability, security and performance testing.
The initial technical focus of the TST Working Group will be:
•	IoT network layer (communication protocols, node connectivity, edge computing etc.)
•	IoT layer (data accumulation and aggregation)
•	Application layer (interfaces, business processes etc.)

The MTS working group TST had its Kick-Off meeting during the ETSI IoT-Week in October 2017. Following an initial discussion on the potential scope the primary new work items (NWI) are related to the development of test purposes for the within IoT very important protocols MQTT and CoAP. In addition, NWI have been set up for IoT security issues, including a test methodology, security test purposes for LoRaWAN and a foundational Security IoT-Profile.

Following the advanced test methodology developed within MTS it has been discussed and decided to apply TDL-TO for the definition of test purposes. This new ETSI notation is part of the overall approach for test developments in the ICT domain. From our technical work in the past, we know that it is essential to define test scenarios in a formal way to avoid misinterpretation and to allow the application of utilities supporting e.g. formatting or maintenance.

We invite any interested parties from your Committee to follow our progress via the ETSI portal, mailing lists or attendance at our WG meetings.  Detailed information about MTS TST work programme you can find at: https://portal.etsi.org/tb.aspx?tbid=860&SubTB=860#lt-50611-work-programme.  

The following Work Items are currently being scoped with more to follow:

- MTS-TSTCoAP – Test Specification for CoAP
- MTS-TSTMQTT – Test Specification for MQTT
- MTS-TSTLoRaWAN –  Test Specification for LoRaWAN security tests
- MTS-TSTSecTM – IoT Security Test Methodology
- MTS-TST8 – Test Specification for foundational Security IoT-Profile

Meeting dates for 2018:

MTSTST#5: 26 September 2018

For further information please consult: https://portal.etsi.org/tb.aspx?tbid=860&SubTB=860 else please do not hesitate contacting our MTS TST Support: Emmanuelle Chaulot-Talmon 

In addition, I would be pleased to speak with you and/or your group by phone or in person to explain further what we are doing and the progress we’ve made thus far.

Best regards,

Dirk Tepelmann
ETSI MTS Chairman,

Axel Rennoch
ETSI MTS TST Chairman
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