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1. Introduction
There are speficied binding protocols rules only for oneM2M which is in different with original messaging protocols of  HTTP, MQTT and CoAP.

With this reason, there are some features oneM2M device shall not use or can use based on the condition not like original messaging protocol..

So This kind of protocol features need to be tested using compliance testing tool.
This document only covers MQTT side specifing necessary compliance test points on protocol binding side of MQTT following TS-0010 MQTT protocol binding.

This presents document lists mandatory and otional features information based on common features, connection, subscription, publish, reception.
HTTP and CoAP features could be added.  
==========Start of  1st Part: Proposed Protocol  Compliance Test equirement==========

1. MQTT Protocol Compliance Test Requirement

	
	
	
	


	Test Items
	TS Chapter
	Obligation
	Condition for 
Optional Item
	Checking point
	Fail condition

	Commonly Repeated Items
	TS-0010, Sec5.1
	Mandatory
	 
	"QoS=1"
	Fail when QoS is other than “1”

	
	TS-0010, Sec5.1
	Mandatory
	 
	"Retain" flag set as "0"
	Fail if DUT sends with “Retain” flag=1

	Connection
Items
	Connect
	TS-0010, Sec6.3
	Mandatory
	 
	Prefix A:: or C:: is added to the ID
	Fail if Prefix A:: or C:: are not added to the ID

	
	
	TS-0010, Sec6.3
	Mandatory
	 
	if Clean session (ex: Retain) flag is 
set  to “False” in CONNECT 
	Fail when clean session is “True” when
 DUT want to be connected

	
	
	TS-0010, Sec6.3
	Mandatory
	 
	if  “Will Flag” is not set in CONNECT 
	Fail when will flag is enabled

	
	Disconnect
	TS-0010, Sec6.3
	Mandatory
	 
	if Clean session (ex: Retain) flag is 
set  to “True” in CONNECT
	Fail when clean session is “False” when
 DUT want to be disconnected

	Subscription Items
	TS-0010, Sec5.1
	Mandatory
	 
	if the message is set to Durable
	Fail is the message is not Durable

	
	TS-0010, Sec6.4.4
	Conditional
	 (for Initial Registration)
when Originator doesn’t knows it’s ID
	if DUT’s  Initial ID assigning 
/oneM2M/reg_req/<originator>/<receiver> oneM2M/reg_resp/<originator>/<receiver>
	Fail if DUT's ID assigning is other than this

	Publish Item
	TS-0010, 
Figure  6.4.5-2
	Conditional
	when Originator knows 
it’s ID
	if DUT’s  Initial ID assigning 
 oneM2M/req/<Originator>/<Receiver> 
	Fail if DUT's ID assigning is other than this

	
	TS-0010, 
Figure  6.4.5-2
	Conditional
	When Originator uses 
wild card
	if DUT’s  Initial ID assigning  oneM2M/req/+/<Receiver> 
	Fail if DUT's ID assigning is other than this

	
	MQTT v3.1.1
	Conditional
	 
	if the has proper Primitive contents
 (“op”, “fr”, “to”, “ri”, “pc”, “ty”)
	Fail if any of primitive contents feature wrong

	Reception Item
	TS-0010, 
Figure  6.4.5-2
	Conditional
	when Originator knows 
it’s ID
	if DUT’s  Initial ID assigning 
oneM2M/resp/<Originator>/<Receiver> 
	Fail if DUT's ID assigning is other than this

	
	TS-0010, 
Figure  6.4.5-2
	Conditional
	When Originator uses 
wild card
	if DUT’s  Initial ID assigning 
oneM2M/resp/<Originator>/+ 
	Fail if DUT's ID assigning is other than this

	
	TS-0010, 
Figure  6.4.5-2
	Conditional
	 
	server Delete received contents properly 
not storing data
	Fail if Receiver stores message

	
	TS-0010, 
Figure  6.4.5-2
	Conditional
	 
	If the receiver sends PubACK 
when receives messages
	Fail if the receiver doesn’t send PubACK

	
	MQTT v3.1.1
	Mandatory
	 
	if the has proper Primitive contents
 (“op”, “fr”, “to”, “ri”, “pc”, “ty”)
	Fail if any of primitive contents feature wrong


2. HTTP Protocol Compliance Test Requirement

3. CoAP Protocol Compliance Test Requirement
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