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oneM2M Notice

The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.

1. Introduction
This prensent document specifies the Implementation Conformance Statement (ICS) for oneM2M conformance testing, including information of status of capability specified in oneM2M TS[1, 2, 3].  oneM2M conformace testing aims for evaluating whether the Implementation Under Test (IUT) is conforming to oneM2M Technical Specifications. 

This present document presents seven node roles defined in oneM2M TS[1] for determining the role of IUT. A capability list is also presented in this present to check whether the IUT supports the part or whole of the listed capabilities after the role of IUT is declared.

This present document could provide an overview of the features and options that are implemented by clients after each client fills out this document. 
2. Declaimer

The content of capability statement presented  in Table A.5.2 shall be consistent with oneM2M Conformance Testing Functional Group List which already has presented in TST 16.3.
============== == Start of  1st Part: Proposed Annex A ==================

A.5
Tables
A.5.1 Roles and Reference Points
oneM2M roles and reference points defined in TS [1] is listed in table A.5.1.1 and A.5.1.2, respectively.   
Table A.5.1. 1 oneM2M Node Role

	Item
	Node Type
	Mnemonic
	Reference
	Status
	Support

	1
	ASN-CSE
	
	[1] 3.2, 
[3] 6.3.3.2.2,
[3] 7.3.4
	C.1
	O Yes  O No

	2
	MN-CSE
	
	[1] 3.2,
[3] 6.3.3.2.2,
[3] 7.3.4
	C.1
	O Yes  O No

	3
	IN-CSE
	
	[1] 3.2,
[3] 6.3.3.2.2,
[3] 7.3.4
	C.1
	O Yes  O No

	4
	ASN-AE
	
	[1] 3.2,

[3] 6.3.3.2.2,

[3] 7.3.4
	C.1
	O Yes  O No

	5
	MN-AE
	
	[1] 3.2,

[3] 6.3.3.2.2,

[3] 7.3.4
	C.1
	O Yes  O No

	6
	IN-AE
	
	[1] 3.2,

[3] 6.3.3.2.2,

[3] 7.3.4
	C.1
	O Yes  O No

	7
	ADN-AE
	
	[1] 3.2,

[3] 6.3.3.2.2,

[3] 7.3.4
	C.1
	O Yes  O No


C.1: It is mandatory to support exactly one of these roles.
Table A.5.1. 2 oneM2M Reference Points Supported per Node Role
	

	ASN-CSE
	MN-CSE
	IN-CSE
	ASN-AE
	MN-AE
	IN-AE
	ADN-AE

	Mca
	M
	M
	M
	M
	M
	M
	M

	Mcc
	M
	M
	M
	NA
	NA
	NA
	NA

	Mcn
	M
	M
	M
	NA
	NA
	NA
	NA

	Mcc’
	NA
	NA
	M
	NA
	NA
	NA
	NA


M: Mandatory.

NA: Not Appliable.
A.5.2 Capability Statement
A list of capabilities defined in the oneM2M TS [1] are presented in Table A.5.2.1. The capability list can be used to check whether the IUT supports part or whole of the capabilities listed as below.
Table A.5.2. 1 Capabilities for oneM2M Conformance Testing
	Item
	Capability
	Mnemonic
	Reference
	Status
	Support

	1
	Registration
	
	[1] 10.2.1
	C.1
	O Yes  O No

	2
	Data Management
	
	[1] 10.2.4,

[1] 10.2.19
	C.1
	O Yes  O No

	3
	Subscription and Notification
	
	[1] 10.2.11
	C.2
	O Yes  O No

	4
	Group Management
	
	[1] 10.2.7
	C.2
	O Yes  O No

	5
	Discovery
	
	[1] 10.2.6
	C.2
	O Yes  O No

	6
	Location Management
	
	[1] 10.2.10
	C.2
	O Yes  O No

	7
	Device Management
	
	[1]10.2.8
	C.2
	O Yes  O No

	8
	Communication Management and Delivery Handling 
	
	[1] 10.2.5,
[1] 10.2.20
	   C.2

	O Yes  O No



C.1: Mandatory IF the IUT is declaimed to be developed conforming to oneM2M TS[1], [2], [3].
C.2: Optional IF the IUT is declaimed to be developed conforming to oneM2M TS[1], [2], [3].

A.5.3 Validation of Operation Effect against Resources via RETRIEVE Operation

Table A.5.2.1 presents eight main functionalities for oneM2M Conformance testing. All the functionalities listed in Table A.5.2.1 are implemented through executing specific operations, such as CREATE, UPDATE, DELETE etc. The accurate implementation of the functionalties is attributed to not only the valid handshake communications between the originator and the receiver of specific operation, but also the accurate output corresponding to the operation, i.e. the effective operation result.  

One possible approach to check the validity of the effect resulted from the execution of specific operation against the requested resource is to retrieve a full information of the requested resource through executing a RETRIEVE request to the Hosting CSE. 

The processing of validation on the operation effects  is different for each resource type defined in oneM2M TS[1] shown in Table A.5.3.1. 

Note that the scope of  RESOURCE presented here covers both normal resources and announced resources, which shall havea representation of the data in a CSE. 

For instance, when IUT which plays as a AE originator and want to register into a remoteCSE has to send a valid AE CREATE request to the Hosting CSE, and receive a valid response from the Hosting CSE. The more important thing is we have to check that the IUT is successfully registered into the remoteCSE by checking validity of the effect which is attributed to the execution of the operation, to the resource. 

Table A.5.3. 1 Validation of Operation Effect against Resources
	Item
	Resource Type
	Operation Effect

 (Effective : E) (Not Effective : NE)
	Reference
	Status

	
	
	CREATE 
	UPDATE 
	DELETE  
	
	

	1
	accessControlPolicy
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.2
	C.1

	2
	CSEBase
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.3
	C.1

	3
	remoteCSE
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.4
	C.1

	4
	AE
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.5
	C.1

	5
	container
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.6
	C.1

	6
	contentInstance
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.7
	C.1

	7
	subscription
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.8
	C.1

	8
	schedule
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.9
	C.1

	9
	locationPolicy
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.10
	C.1

	10
	delivery
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.11
	C.1

	11
	request
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.12
	C.1

	12
	group
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.13
	C.1

	13
	mgmtObj
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.15
	C.1

	14
	mgmtCmd
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.16
	C.1

	15
	execInstance
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.17
	C.1

	16
	node
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.18
	C.1

	17
	m2mServiceSubscriptionProfile
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.19
	C.1

	18
	serviceSubscribedNode
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.20
	C.1

	19
	pollingChannel
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.21
	C.1

	20
	statsConfig
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.23
	C.1

	21
	eventConfig
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.24
	C.1

	22
	statsCollect
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.25
	C.1

	23
	serviceSubscribedAppRule
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.29
	C.1

	24
	Announcement
	O E  O NE
	O E  O NE
	O E  O NE
	[1] 9.6.26
	C.1


C.1: Mandatory IF the IUT is involved with operations targeted at resources AND the effect as a result of the operation against the resource is required to be validated. 
============== == End of  1st Part: Proposed Annex A ==================
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