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1. Introduction
-This contribution is for clarifying more clearly of TST-2015-0115R01(Test Purpose contribitions)
-Based on TST-2015-0121(TSS&TP Testable item management) document, we propose the TSS list and TP definitions to be included in TS-0018 (Test Suite Structure and Test Purposes)
================ Start of  1st  Part: Proposed Clause 6.2. Test Group ==================
6.2
Test groups

The test groups are organized in 3 levels. The first level defines the oneM2M functional groups representing oneM2M common service functions. The second level separates each oneM2M functional groups in Create, Retreive, Update, Delete, Notify operations in accordance with request parameter. The last level in each branch contains the standard ISO subgroups BV and BI. 

The test groups are organized in 3 levels. The first level defines the types of oneM2M nodes in node type groups. The second level separates each node type groups in defines the oneM2M functional groups representing oneM2M common service functions.
6.2.1 Node Type Groups

The node type groups identify the types of nodes which are provided by oneM2M node type description.
· ASN-CSE

· MN-CSE

· IN-CSE

· ASN-AE

· MN-AE

· IN-AE

· ADN-AE
6.2.2 Node Role Groups

The node role groups identify the role of node to be tested.

· Originator

· Receiver(HostingCSE)

6.2.3 Functional Service Groups
The functional service groups identify the services provided by oneM2M common service entity
· Registration
· Resource Management
· Data Management

· Subscription/Notification

· Group Management
· Discovery
· Location Management

· Device Management
· Announcement
· Communication Management/Delivery Handling

· Security

6.3
Test Suite Structure (TSS) for oneM2M
The Test Purposes (TP) will be present as bellow:
· Group 1: ASN-CSE
· Group 1.1: Originator
· Subgroup 1.1.1: Registration
· Subgroup 1.1.2: Data Management
· Subgroup 1.1.3: Subscription/Notification
· Subgroup 1.1.4: Group Management
· Subgroup 1.1.5: Device Management
· Subgroup 1.1.6: Announcement
· Subgroup 1.1.7: Communication Management/Delivery Handling
· Subgroup 1.1.8: Security
· Group 1.2: Receiver
· Subgroup 1.2.1: Registration
· Subgroup 1.2.2: Resource Management
· Subgroup 1.2.3: Data Management
· Subgroup 1.2.4: Subscription/Notification
· Subgroup 1.2.5: Group Management
· Subgroup 1.2.6: Location Management
· Subgroup 1.2.7: Device Management
· Subgroup 1.2.8: Announcement
· Subgroup 1.2.9: Communication Management/Delivery Handling
· Subgroup 1.2.10: Security
· Group 2: MN-CSE
· Group 2.1: Originator
· Subgroup 2.1.1: Registration
· Subgroup 2.1.2: Resource Management
· Subgroup 2.1.3: Data Management
· Subgroup 2.1.4: Subscription/Notification
· Subgroup 2.1.5: Group Management
· Subgroup 2.1.6: Location Management
· Subgroup 2.1.7: Device Management
· Subgroup 2.1.8: Announcement
· Subgroup 2.1.9: Communication Management/Delivery Handling
· Subgroup 2.1.10: Security
· Group 2.2: Receiver
· Subgroup 2.2.1: Registration
· Subgroup 2.2.2: Resource Management
· Subgroup 2.2.3: Data Management
· Subgroup 2.2.4: Subscription/Notification
· Subgroup 2.2.5: Group Management
· Subgroup 2.2.6: Location Management
· Subgroup 2.2.7: Device Management
· Subgroup 2.2.8: Announcement
· Subgroup 2.2.9: Communication Management/Delivery Handling
· Subgroup 2.2.10: Security
· Group 3: IN-CSE
· Group 3.1: Originator
· Subgroup 3.1.1: Subscription/Notification
· Subgroup 3.1.2: Communication Management/Delivery Handling
· Group 3.2: Receiver
· Subgroup 3.2.1: Registration
· Subgroup 3.2.2: Resource Management
· Subgroup 3.2.3: Data Management
· Subgroup 3.2.4: Subscription/Notification
· Subgroup 3.2.5: Group Management
· Subgroup 3.2.6: Location Management
· Subgroup 3.2.7: Device Management
· Subgroup 3.2.8: Announcement
· Subgroup 3.2.9: Communication Management/Delivery Handling
· Subgroup 3.2.10: Security
· Group 4: ASN-AE
· Group 4.1: Originator
· Subgroup 4.1.1: Registration
· Subgroup 4.1.2: Resource Management
· Subgroup 4.1.3: Data Management
· Subgroup 4.1.4: Subscription/Notification
· Subgroup 4.1.5: Group Management
· Subgroup 4.1.6: Location Management
· Subgroup 4.1.7: Device Management
· Subgroup 4.1.8: Announcement
· Subgroup 4.1.9: Communication Management/Delivery Handling
· Subgroup 4.1.10: Security
· Group 5: MN-AE
· Group 5.1: Originator
· Subgroup 5.1.1: Registration
· Subgroup 5.1.2: Resource Management
· Subgroup 5.1.3: Data Management
· Subgroup 5.1.4: Subscription/Notification
· Subgroup 5.1.5: Group Management
· Subgroup 5.1.6: Location Management
· Subgroup 5.1.7: Device Management
· Subgroup 5.1.8: Announcement
· Subgroup 5.1.9: Communication Management/Delivery Handling
· Subgroup 5.1.10: Security
· Group 6: IN-AE
· Group 6.1: Originator
· Subgroup 6.1.1: Registration
· Subgroup 6.1.2: Resource Management
· Subgroup 6.1.3: Data Management
· Subgroup 6.1.4: Subscription/Notification
· Subgroup 6.1.5: Group Management
· Subgroup 6.1.6: Location Management
· Subgroup 6.1.7: Device Management
· Subgroup 6.1.8: Announcement
· Subgroup 6.1.9: Communication Management/Delivery Handling
================ End of  1st  Part: Proposed Clause 6.2 Test Group ===================

================ Start of 2nd  Part: Proposed Clause 7. Test Purpose==================
7
Test Purpose (TP)
7.1
Introuduction

7.1.1 TP Definition Conventions

The Test Purposes are defined according to the following rules:

·  TP Id: It is a unique identifier(TP/<Node Type>/<ROLE>/<GR>//<XX> - <NNN>).

It is specified according to the naming convention defined bellow:

· Each Test Puepose Identifier is introduced by the prefix “TP”.

· <Node Type>: It is the node type of IUT(Implementation Under Test)
· ASN-CSE 

· MN-CSE
· IN-CSE
· ASN-AE
· MN-AE
· IN-AE
· ADN-AE
· <Role>: It is the role of  the node type
· ORI: Originator

· REC: Reciever(Hosting CSE)

· <GR>: It identifies a group of test cases

· <XX>: It identifies the type of testing

· BV: Valid Behavior Test

· BI: Invalid Behavior Test

· <NNN>: It is a sequential number that identifies test purpose

· TP Lable: It is TP’s title

· Test Objective: It is a description about the requirements to be tested.

· Reference: It contains the specification reference and clause to be checked by the TP

· Config Id: It indicates the test configuration that shows the related Reference Point(Mca, Mcc)

· Applicablity: It contains the PICS items that define if the Test Case is applicable or not for a specific device. 

· Initial Condition: It indicates the state to which the DUT needs to be moved at the beginning of TC execution.

· Test Procedure: It describes the step to be followed in order to execute the test case

· Pass/Fail Criteria: It provides criteria to decide whether the DUT passes or fails the test case.

7.1.2
TP Identifier naming conventions
7.1.3
Rules for the behaviour description

7.1.4
Source of TP definitions

7.1.5
ICS reference

7.2
Test Purposes for oneM2M

7.2.1 Test Group 1: ASN-CSE
7.2.1.1 Group 1.1 Originator

7.2.1.1.1 Subgroup 1.1.1 Registation
7.2.1.1.2 Subgroup 1.1.2: Data Management

7.2.1.1.3 Subgroup 1.1.3: Subscription/Notification
7.2.1.1.4 Subgroup 1.1.4: Group Management
7.2.1.1.5 Subgroup 1.1.5: Device Management
7.2.1.1.6 Subgroup 1.1.6: Announcement
7.2.1.1.7 Subgroup 1.1.7: Communication Management/Delivery Handling
7.2.1.1.8 Subgroup 1.1.8: Security
7.2.1.2 Group 1.2: Receiver

7.2.1.2.1 Subgroup 1.2.1: Registration
	TP Id
	TP/ASN-CSE/REC/REG/BV-001

	Test Objective
	Check that the IUT accepts an AE registration (allowed App-ID, C-AE-ID-STEM not provided by AE) 

	Reference
	TS-0001 10.1.1.2.2, 9.6.5 

	Config Id
	CF02

	Applicablity
	Table A.5.1.1/1 AND Table A.5.2.1/1

	Initial conditions
	CSEBase resource has been created in IUT.

AE does not have an AE-ID.
Security is established between IUT and Registree AE, if applicalble.

	Test Procedure
	1. AE sends a CREATE Request message to IUT

2. IUT receives a CREATE Request message and process
3. IUT sends a Response message to AE
4. Check that Response message contains:

· Response Status Code: 2001(CREATED)
· Request Identifier: Same value as Request Identifier of CREATE Request message from AE
· Content: Serialized Representation of <AE> resource

	Pass/Fail Criteria
	All parameters are specified in step 4

	Note
	


7.2.1.2.2 Subgroup 1.2.2: Resource Management
7.2.1.2.3 Subgroup 1.2.3: Data Management
7.2.1.2.4 Subgroup 1.2.4: Subscription/Notification
7.2.1.2.5 Subgroup 1.2.5: Group Management
7.2.1.2.6 Subgroup 1.2.6: Location Management
7.2.1.2.7 Subgroup 1.2.7: Device Management
7.2.1.2.8 Subgroup 1.2.8: Announcement
7.2.1.2.9 Subgroup 1.2.9: Communication Management/Delivery Handling
7.2.1.2.10 Subgroup 1.2.10: Security
7.2.2 Test Group 2: MN-CSE
7.2.3 Test Group 3: IN-CSE
7.2.4 Test Group 4: ASN-AE
7.2.4.1 Group 4.1 Originator

7.2.4.1.1 Subgroup 1.1.1 Registation
	TP Id
	TP/ASN-AE/ORI/REG/BV-001

	Test Objective
	Check that the IUT sends Request(Create<AE>) message, which IUT includes App-ID 

	Reference
	TS-0001 10.1.1.2.2 –Step 2, 9.6.5

	Config Id
	CF01

	Applicablity
	PICS_ Table A.5.1. 1/4 AND Table A.5.2. 1/1

	Initial conditions
	CSEBase resource has been created in Registar CSE.

IUT does not have an AE-ID.

Security is established between IUT and Registar CSE, if applicalble

	Test Procedure

	1. IUT sends CREATE<AE> Request message:

2.  Check that:

· Operation: C(Create)

· To: Address of the target resource

· From: AE-ID-Stem or empty

· AE-ID-Stem if IUT has already registered successfully before, then deregistated with same AE-ID-Stem

· AE-ID-Stem with character ‘S’ if IUT has not successfully before and intends to get an M2M-SP-assigned AE-ID-Stem starting with ‘S’

· Empty if IUT intends to initiate a fresh registration

· Resourece Type: Type of resource to be created

· Request Identifier: Identifier provided by the Originator

· Name: optional name of the resource to be provided by the Originator

· Content: Attributes of the <AE> resource to be provided by the Originator
3. Registar CSE sends CREATE <AE> Response message.

	Pass/Fail Criteria
	All parameters are specified in step 2

	Note
	


7.2.4.1.2 Subgroup 4.1.2: Resource Management
7.2.4.1.3 Subgroup 4.1.3: Data Management
7.2.4.1.4 Subgroup 4.1.4: Subscription/Notification
7.2.4.1.5 Subgroup 4.1.5: Group Management
7.2.4.1.6 Subgroup 4.1.6: Location Management
7.2.4.1.7 Subgroup 4.1.7: Device Management
7.2.4.1.8 Subgroup 4.1.8: Announcement
7.2.4.1.9 Subgroup 4.1.9: Communication Management/Delivery Handling
7.2.4.1.10 Subgroup 4.1.10: Security
7.2.5
Test Group 5: MN-AE

7.2.6
Test Group 6: IN-AE

================ End of 2nd  Part: Proposed Clause 7. Test Purpose==================
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