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oneM2M Notice

The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.

1. Introduction
This prensent document specifies the Implementation Conformance Statement (ICS) for oneM2M conformance testing, including information of status of capability specified in oneM2M TS[1, 2, 3].  oneM2M conformace testing aims for evaluating whether the Implementation Under Test (IUT) is conforming to oneM2M Technical Specifications. 

This present document presents seven node roles defined in oneM2M TS[1] for determining the role of IUT. A capability list is also presented in this present to check whether the IUT supports the part or whole of the listed capabilities after the role of IUT is declared.

This present document could provide an overview of the features and options that are implemented by clients after each client fills out this document. 
2. Declaimer

The content of capability statement presented  in Table A.5.2 shall be consistent with oneM2M Conformance Testing Functional Group List which already has presented in TST 16.3.
============== == Start of  1st Part: Proposed Annex A ==================

A.5
Tables
A.5.1 Roles and Reference Points
oneM2M roles and reference points defined in TS [1] is listed in table A.5.1.1 and A.5.1.2, respectively.   
Table A.5.1. 1 oneM2M Node Role

	Item
	Node Type
	Mnemonic
	Reference
	Status
	Support

	1
	ASN-CSE
	
	[1] 3.2, 
[3] 6.3.3.2.2,
[3] 7.3.4
	C.1
	O Yes  O No

	2
	MN-CSE
	
	[1] 3.2,
[3] 6.3.3.2.2,
[3] 7.3.4
	C.1
	O Yes  O No

	3
	IN-CSE
	
	[1] 3.2,
[3] 6.3.3.2.2,
[3] 7.3.4
	C.1
	O Yes  O No

	4
	ASN-AE
	
	[1] 3.2,

[3] 6.3.3.2.2,

[3] 7.3.4
	C.1
	O Yes  O No

	5
	MN-AE
	
	[1] 3.2,

[3] 6.3.3.2.2,

[3] 7.3.4
	C.1
	O Yes  O No

	6
	IN-AE
	
	[1] 3.2,

[3] 6.3.3.2.2,

[3] 7.3.4
	C.1
	O Yes  O No

	7
	ADN-AE
	
	[1] 3.2,

[3] 6.3.3.2.2,

[3] 7.3.4
	C.1
	O Yes  O No


C.1: The IUT shall be explicitly declared to one node role per testing session.
Table A.5.1. 2 oneM2M Reference Points Supported per Node Role
	
	ASN-CSE
	MN-CSE
	IN-CSE
	ASN-AE
	MN-AE
	IN-AE
	ADN-AE

	Mca
	M
	M
	M
	M
	M
	M
	M

	Mcc
	M
	M
	M
	NA
	NA
	NA
	NA

	Mcn
	M
	M
	M
	NA
	NA
	NA
	NA

	Mcc’
	NA
	NA
	M
	NA
	NA
	NA
	NA


M: Mandatory to support the current reference point.

NA: Not Appliable in current reference point.

A.5.2 Capability Statement
A list of capabilities defined in the oneM2M TS [1] are presented in Table A.5.2.1. The capability list can be used to check whether the IUT supports part or whole of the capabilities listed as below.
Table A.5.2. 1 Capabilities for oneM2M Conformance Testing

	Item
	Capability
	Mnemonic
	Reference
	Status
	Support

	1
	Registration
	
	[1] 10.2.1
	C.1
	O Yes  O No

	2
	Data Management
	
	[1] 10.2.4,

[1] 10.2.19
	C.1
	O Yes  O No

	3
	Subscription and Notification
	
	[1] 10.2.11
	C.2
	O Yes  O No

	4
	Group Management
	
	[1] 10.2.7
	C.2
	O Yes  O No

	5
	Discovery
	
	[1] 10.2.6
	C.2
	O Yes  O No

	6
	Location Management
	
	[1] 10.2.10
	C.2
	O Yes  O No

	7
	Device Management
	
	[1]10.2.8
	C.2
	O Yes  O No

	8
	Communication Management and Delivery Handling 
	
	[1] 10.2.5,
[1] 10.2.20
	   C.2

	O Yes  O No




C.1: Mandatory IF the IUT is declaimed to be developed conforming to oneM2M TS[1], [2], [3].
C.2: Optional IF the IUT is declaimed to be developed conforming to oneM2M TS[1], [2], [3].

※ Editor’s Note: More capabilities will be added in this section later.
A.5.3 Communication Mode Statement 
This section presents a group of resource accessing modes requested from originators such as AE and CSE. The originators might attach a Response Type parameter into the Request message. The Response Type parameter indicates the type of communication mode which specifies how a response will be sent to the Originator by the CSE Receiver (i.e. the Hosting CSE). Table A.5.3.1 can be used to check whether the IUT support response types listed as below:
Table A.5.3. 1 Response Types Supported by CSEs
	Item
	Response Type
	Mnemonic
	Reference
	Status
	Support

	1
	Blocking
	
	[1] 8.2.1
[4] 6.3.1
	C.1
	O Yes  O No

	2
	Non-Blocking
	Synchronous
	
	[1] 8.2.2.2, 

[4] 6.3.3
	C.1
	O Yes  O No

	
	
	Asynchronous
	
	[1] 8.2.2.3
[4] 6.3.2
	C.1
	O Yes  O No


C.1: Mandatory IF the IUT is declaimed to be a ASN-CSE OR MN-CSE OR IN-CSE when acting as a Receiver. 
A.5.4 Binding Protocols Statement
This section presents a group of binding protocols shown as below Table A.5.4.1. The IUT shall be checked whether supporting the listed binding protocols as below: 

Table A.5.4. 1 Binding Protocols

	Item
	Binding Protocol
	Mnemonic
	Reference
	Status
	Support

	1
	HTTP
	
	[5] 5, 6
	C.1
	O Yes  O No

	2
	CoAP
	
	[4] 5, 6
	
	O Yes  O No

	3
	MQTT
	
	[6] 5, 6
	
	O Yes  O No


C.1: Mandatory to support at least one of the listed binding protocols.
A.5.5 Serialization Approach Statement
This section presents a group of serialization approaches to translating primitives over communication protocols such as HTTP, CoAP or MQTT into a format that can be stored or exchanged between network entities. A particular protocol binding may require that one ore more primitive parameters be mapped to protocol-specific header fields. Table A.5.5.1 is used to check whether the IUT support the listed serialization approach(es).
Table A.5.5. 1 Seralization Approaches
	Item
	Serialization Approach
	Mnemonic
	Reference
	Status
	Support

	1
	XML
	
	[3] 8.3
	C.1
	O Yes  O No

	2
	JSON
	
	[3] 8.4
	
	O Yes  O No


C.1: Mandatory to support at least one of the serialization approach.

A.5.6 External Device Management Protocol Statement
This section presents a group of external device management protocols specified in oneM2M standard. Table A.5.6.1 shown as below can be used to check whether the IUT supports the listed external device management protocol(s).
Table A.5.6. 1 External Device Management Protocols
	Item
	External Device Management Protocol
	Mnemonic
	Reference
	Status
	Support

	1
	OMA
	DM 1.3 and DM 2.0
	
	[7] 5
	C.1
	O Yes  O No

	
	
	Lightweight M2M 1.0
	
	[7] 6
	C.1
	O Yes  O No

	2
	BBF
	
	[8] 5, 6. 7, 8, 9 
	C.1
	O Yes  O No


C.1: Optional to support one or more than one of the above listed external device management protocols.. 
============== == End of  1st Part: Proposed Annex A ==================
============== == Start of  2nd  Part: Reference =======================
Reference
[1] oneM2M TS-0001: “Functional Architecture Specification”
[2] oneM2M TS-0002: “Requirements Specification”
[3] oneM2M TS-0004: “Service Layer Core Protocol Specification”
[4] oneM2M TS-0008: “CoAP Protocol Binding Specification”
[5] oneM2M TS-0009: “HTTP Protocol Binding Specification”
[6] oneM2M TS-00010: “MQTT Protocol Binding Specification”
[7] oneM2M TS-0005: “OMA Management Enablement Specification”
[8] oneM2M TS-0006: “BBF Management Enablement Specification”

============== == End of  2nd  Part: Reference =======================
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