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1. Introduction

This contribution proposes some update of the TS-0013, including the following proposed changes:

specification reference (part 1), 
definition and abbreviation (part 2), 
TD definition (part 3)  
and also removing the annex A (part 4)
Proposal

================ Start of  1st  Part: Specification reference ==================
2.1
Normative references

[6]
oneM2M TS-0015: "Testing Framework”
================ end of  1st    Part: Specification reference ==================
================ Start of  2nd  Part: Definition ==================
3
Definitions, symbols, abbreviations and acronyms

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:
hosting CSE: CSE where the addressed resource is hosted

M2M service provider domain: is the part of the M2M System that is associated with a specific M2M Service Provider
mc: The interface between the management server and the management client. This interface can be realized by the existing device management technologies such as BBF TR-069, OMA DM, etc.
receiver CSE: any CSE that receives a request

registree: AE or CSE that registers with another CSE

registrar CSE: CSE is the CSE where an Application or another CSE has registered

resource: is a uniquely addressable entity in oneM2M architecture

transit CSE: any receiver CSE that is not a Hosting CSE

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ACP
Access Control Policy

AE
Application Entity

AE-ID
Application Entity Identifier

Annc
Announced

App-ID
Application Identifier

BBF
BroadBand Forum

CMDH
Communication Management and Delivery Handling

CoAP
Constrained Application Protocol
CSE
Common Services Entity

CSE-ID
Common Service Entity Identifier

CSE-PoA
CSE Point of Access

DM
Device Management
EUT
Equipment Under Test
HTTP
HyperText Transfer Protocol

IN
Infrastructure Node

IN-AE
Application Entity that is registered with the CSE in the Infrastructure Node

IN-CSE
CSE which resides in the Infrastructure Node
JSON
JavaScript Object Notation
LWM2M
Lightweight M2M

M2M
Machine to Machine

Mca
Reference Point for M2M Communication with AE

Mcc
Reference Point for M2M Communication with CSE

MQTT
Message Queuing Telemetry Transport

OMA
Open Mobile Alliance

PoA
Point of Access

SP
Service Provider

SP-ID
Service Provider Identifier
TD
Test Description
URI
Uniform Resource Identifier
XML
eXtensible Markup Language

================ end of  2nd   Part: Definition ==================
================ Start of  3rd  Part: Testing Convention ==================
5
Testing conventions

5.1
The Test Description proforma
The testing methodogy used in this document is specified in the oneM2M TS-0015 : Testing framework [6].

A Test Description (TD) is a well detailed description of a process that aims to test one or more functionalities of an implementation. Applying to interoperability testing, these testing objectives address the interoperable functionalities between two or more vendor implementations.

In order to ensure the correct execution of an interoperability test, the following information should be provided by the test description:

· The proper configuration of the vendor implementations.

· The availability of additional equipment (protocol monitors, functional equipment, …) required to achieve the correct behaviour of the vendor implementations. 

· The correct initial conditions.

· The correct sequence of the test events and test results.
In order to facilitate the specification of test cases an interoperability test description should include, at a minimum, the following fields as indicated table 1.
Table 1: Interoperability test description

	Identifier
	a unique test description ID.

	Objective
	a concise summary of the test which should reflect the purpose of the test and enable readers to easily distinguish this test from any other test in the document.

	References
	a list of references to the base specification section(s), use case(s), requirement(s) and TP(s) which are either used in the test or define the functionality being tested.

	Applicability
	a list of features and capabilities which are required to be supported by the SUT in order to execute this test (e.g. if this list contains an optional feature to be supported, then the test is optional).

	Configuration or Architecture
	a list of all required equipment for testing and possibly also including a reference to an illustration of a test architecture or test configuration.

	Pre-Test Conditions
	a list of test specific pre-conditions that need to be met by the SUT including information about equipment configuration, i.e. precise description of the initial state of the SUT required to start executing the test sequence.

	Test Sequence
	an ordered list of equipment operation and observations. The test sequence may  also contain the conformance checks as part of the observations.


The test descriptions are provided in proforma tables. In order to ensure the correct execution of an interoperability test, the following information is provided in the test description:

· The configuration applied for the test.

· The need of additional equipment (protocol monitors, functional equipment, …) required to achieve the correct behaviour of the implementations. 

· The initial conditions.

· The sequence of the test events and test results.
 The following different types of test operator actions are considered during the test execution:

· A stimulus corresponds to an event that enforces a DUT to proceed with a specific protocol action, such as sending a message.

· A configure corresponds to an action to modify the DUT configuration.
· An IOP check consists of observing that one DUT behaves as described in the standard: i.e. resource creation, update, deletion, etc… For each IOP check in the Test Sequence, a result can be recorded. The overall IOP Verdict will be considered OK if all the IOP checks in the sequence are OK.
· In the context of Interoperability Testing with Conformance Checks, an additional step type, PRO checks can be used to verify the appropriate sequence and contents of protocol messages,  this is helpful for debugging purposes. PRO Verdict will be PASS if all the PRO checks are PASS.

================ end of  3rd  Part: Testting Convention ==================
================ Start of  4th  Part: Annex A ==================
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