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1. Introduction

This contribution introduces a conformance test purposes for Location CSF. We analyzed the requirements releated to <locationPolicy> resource and relevant resource management procedures stated in TS-0001 and TS-0004, and then annoted each requirement with an identifier so that the annotated requirement identifier can be used as a test purpose reference. Regarding the test purpose, we contributed valid behavioural, inopportune behavioural and invalid behavioural test cases to test the annotated conformance requirements.
Requirement annotation analysis of TS-0001 [v1.12.0] 
EditorNote: This contribution refers to annotated requirements from contribution TST-2016-0031-TS-0001 and TST-2016-0032-TS-0004, e.g. the clause annoted with From REQ “TS-0001
_create_001”in this contribution indicates that this clause has been annotated or belongs to clauses that has been annotated in either TST-2016-0031-TS-0001 or TST-2016-0032-TS-0004.

6.2.7
Location

6.2.7.1
General Concepts

The Location (LOC) CSF allows AEs to obtain geographical location information of Nodes (e.g. ASN, MN) for location-based services. Such location information requests can be from an AE residing on either a local Node or a remote Node.

NOTE:
Geographical location information can include more than simply the longitude and the latitude information.

6.2.7.2
Detailed Descriptions

The LOC CSF obtains and manages geographical location information based on requests from AEs residing on either a local Node or a remote Node. The LOC CSF interacts with any of the following:

· a location server in the Underlying Network;

· a GPS module in an M2M device; or

· information for inferring location stored in other Nodes.

In order to update the location information, an AE can configure an attribute (e.g. update period). Based on such defined attributes, the LOC CSF can update the location information using one of the location retrieval mechanisms listed above.

NOTE:
The location technology (e.g. Cell-ID, assisted-GPS, and fingerprint) used by the Underlying Network depends on its capabilities.
The functions supported by the LOC CSF are as follows:

· Requests other Nodes to share and report their own or other Nodes' geographical location information with the requesting AEs.

· Provides means for protecting the confidentiality of geographical location information.
8.5 Location Request

8.5.1
Definition and Scope

Location Request is a means by which a CSE requests the geographical or physical location information of a target CSE or AE hosted in a M2M Node to the location server located in the Underlying Network over Mcn reference point. This clause describes only the case of location request when the attribute locationSource is set to Network Based.

8.5.2
General Procedure for Location Request

This procedure describes a scenario wherein an AE sends a request to obtain the location information of a target AE or CSE hosted in an M2M Node to the location server NSE, and the location server responses to the CSE with location information.

Figure 8.5.2-1 shows the general procedure for Location Request.
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Figure 8.5.2-1: General Procedure for Location Request

NOTE 1:
Detailed descriptions for Step-1 to the Step-3 are described in the clause 10.2.11.1.

Step-1: Create <locationPolicy>

The Originator requests to CREATE <locationPolicy> resource at the Registrar CSE. The locationSource attribute of the <locationPolicy> resource shall be set to 'Network-Based' and the value for locationTargetID and locationServer attributes shall be set properly set for the Location Request.

Step-2: Local Processing for creating <locationPolicy> resource

After verifying the privileges and the given attributes, the Registrar CSE shall create the <locationPolicy> resource. 
Linked <container> resource can be created after successful creation of <locationPolicy> resource.

Step-3: Response for creating <locationPolicy>

The Registrar CSE shall respond with a Response message.

Step-4: Location Request

The Registrar CSE issues Location Request to the selected Underlying Network. For doing this, the Registrar CSE shall transform the location configuration information received from the Originator into Location Request that is acceptable for the Underlying Network
. For example, the Location Request can be one of existing location acquisition protocols such as OMA Mobile Location Protocol or OMA RESTful NetAPI for Terminal Location. Additionally, the Registrar CSE shall provide default values for other parameters (e.g. required quality of position) in the Location Request according to local policies.

NOTE 2:
The Location Request can be triggered by the given conditions, e.g.:

1)
when the locationUpdatePeriod attribute has expired, or if the locationUpdatePeriod attribute is not given from the Step-1;

2)
the <locationPolicy> is created or updated;

3)
the linked <container> has been retrieved.

Step-5: Performing Location Procedure

The Underlying Network specific procedures are performed. This may involve getting location information from the target device or the network node. These procedures are outside the scope of oneM2M specifications.

Step-6: Location Response

The NSE responds to the Registrar CSE with location information if the Registrar CSE is authorized. If not, the NSE sends an error code back to the Registrar CSE.

Step-7: Local Processing after Location Response

The received response shall be contained in the <container> resource that is related the <locationPolicy> resource.

NOTE 3:
Please see the clause 10.2.11.2 for detail information.

NOTE 4:
For notification regarding the location response towards the Originator, the subscription mechanism is used.
10.1.2 RETRIEVE (R)

The RETRIEVE operation shall be used for retrieving the information stored for any of the attributes for a resource at the Receiver CSE. 
The Originator CSE or AE may request to retrieve a specific attribute by including the name of such attribute in the Content parameter in the request message.

Originator requests retrieval of all attributes or a specific attributes of the target resource by using RETRIEVE Request. See clause 8.1.2 for the information to be included in the Request message. If only some specific attributes need to be retrieved, the name of such attributes shall be included in the Content parameter of the Request message.

Receiver The Receiver performs local processing to verify the existence of requested resource and checks privileges for retrieving the information related to the resource. After successful verification, the Receiver shall return the requested information, otherwise an error indication shall be returned.
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Figure 10.1.2-1: Procedure for RETRIEVing a Resource

Step 001: The Originator shall send mandatory parameters and may send optional parameters in Request message for RETRIEVE
 operation as specified in clause 8.1.2.
Step 002: The Receiver shall verify the existence (including Filter Criteria checking, if it is given) of the target resource or the attribute and check if the Originator has appropriate privileges to retrieve information stored in the resource/attribute.

Step 003: The Receiver shall respond with mandatory parameters and may send optional parameters in Response message for RETRIEVE operation as specified in clause 8.1.3.

General Exceptions:

1) The targeted resource/attribute in To parameter does not exist. The Receiver responds with an error.

2) The Originator does not have privileges to retrieve information stored in the resource on the Receiver. The Receiver responds with an error.

10.1.3
UPDATE (U)

The UPDATE operation shall be used for updating the information stored for any of the attributes at a target resource. 
Especially important is the expirationTime, since a failure in refreshing this attribute may result in the deletion of the resource. The Originator CSE or AE can request to update, create or delete specific attribute(s) at the target resource by including the name of such attribute(s) and its values in the Content parameter of the request message.

Originator requests update any of the attributes at the target resource by using UPDATE Request message. The Originator shall send new (proposed) values for the attribute(s) that need to be updated.
 The UPDATE operation allows to modify or create previously non-existing attributes of the resource type (defined in clause 9.6) that are indicated as "RW" (Read Write) for the specific resource type definition.

The Originator requests to delete attributes at the target resource by using UPDATE Request message. The Originator shall send the name of the attributes to be deleted (defined in clause 9.6) for the specific resource type with their value set to NULL, in the Request message.

See clause 8.1.2 for the information to be included in the Request message.

Receiver The Receiver verifies the existence of the addressed resource, the validity of the attributes provided and the privileges to modify them, the Receiver shall update the attributes provided and shall return a Response message to the Originator with the operation results as specified in clause 8.1.3.

If the attributes provided do not exist, after verifying the existence of the addressed resource, the Receiver validates the attributes provided and the privileges to create them. On successful validation, the Receiver shall create the attributes provided with their associated values and shall return a Response message to the Originator with the operation results as specified in clause 8.1.3.

If the attributes provided have their value set to NULL, after verifying the existence of the addressed resource, the Receiver validates the attributes provided and the privileges to delete them. On successful validation, the Receiver shall delete such attributes and shall return a Response message to the Originator with the operation results as specified in clause 8.1.3.
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Figure 10.1.3-1: Procedure for UPDATing a Resource

Step 001: The Originator shall send mandatory parameters and may send optional parameters in Request message
 for UPDATE operation as specified in clause 8.1.2.
Step 002: The Receiver shall verify the existence (including Filter Criteria checking, if it is given) of the requested resource and if the Originator has the appropriate privilege to update the resource. . On successful validation, the Receiver shall update the resource as requested. If the attributes provided do not exist, the Receiver shall validate if the Originator has appropriate privileges to create the attributes at the target resource. On successful validation, the Receiver shall create the attributes with their associated values at the resource as requested. If the attributes provided have their value set to NULL, the Receiver shall validate if the Originator has appropriate privileges to delete the attributes at the target resource. On successful validation, the Receiver shall delete such attributes. The Receiver shall check if the updated target resource is a child of a parent resource having a stateTag attribute and increment the stateTag if present.

Step 003: The Receiver shall respond with mandatory parameters and may send optional parameters in Response message for UPDATE operation as specified in clause 8.1.3

General Exceptions:

1) The targeted resource in To parameter does not exist. The Receiver responds with an error.

2) The Originator does not have the privilege to modify the resource, create attributes or delete attributes on the Receiver. The Receiver responds with error.

3) The provided information in the Content is not accepted by the Receiver. The Receiver responds with error.

10.2.10
Location Management Procedures 
10.2.10.1
Procedure related to <locationPolicy> resource

10.2.10.1.0
Introduction

This clause introduces the procedures for obtaining and managing a target M2M Node's location information, which are associated with the <locationPolicy> resource that contains the method for obtaining and managing location information.

10.2.10.1.1
Create <locationPolicy>
This procedure shall be used for creating a <locationPolicy> resource.

Table 10.2.10.1.1-1: <locationPolicy> CREATE

	<locationPolicy> CREATE

	Associated Reference Point
	Mca, Mcc and Mcc'

	Information in Request message
	From: Identifier of the AE or the CSE that initiates the Request

To: the address of the <CSEBase> resource

Content: The representation of the <locationPolicy> resource described in clause 9.6.10

	Processing at Originator before sending Request
	According to clause 10.1.1.1

	Processing at Receiver
	· Check whether the Originator is authorized to request the procedure

· Check whether the provided attributes of the <locationPolicy> resource represent a valid Request

· Upon successful validation of the above procedures, the Hosting CSE creates the <locationPolicy> resource and automatically creates <container> resource where the actual location information is/are stored and the resources shall contain cross-reference between the both resources: locationContainerID attribute for <locationPolicy> resource and locationID attribute for <container> resource

· Check the defined locationSource attribute to determine which method is used. The locationSource attribute shall be set based on the capabilities of a target M2M Node, the required location accuracy of the Originator and the Underlying Network in which a target M2M Node resides:

· For the Network-based case, the Hosting CSE shall transform the Request from the Originator into Location Server request following the attributes (e.g. locationTargetID, locationServer) defined in the <locationPolicy> resource.
 Additionally, the Hosting CSE shall also provide default values for other parameters (e.g. required quality of position) in the Location Server request  according to local policies. The request towards the Location Server crosses over the Mcn reference point. Then the Location Server in the Underlying Network performs positioning procedures, and returns the results over the Mcn reference point
· The specific mechanism used to communicate with the network Location Server depends on the capabilities of the Underlying Network and other factors. For example, it could be either the OMA Mobile Location Protocol or OMA RESTful NetAPI for Terminal Location
NOTE:
The details of the mechanisms are addressed in the oneM2M Core Protocol Specification.

· For the Device-based case, this case is applicable if the Originator is ASN-AE and the ASN has location determination capabilities 
(e.g. GPS). The Hosting CSE is capable of performing positioning procedure using the module or technologies. For example, if the ASN has a GPS module itself, the ASN-CSE obtains the location information of Node from the GPS module through internal interfaces (e.g. System call or JNI [i.18]). The detail procedure is out-of-scope
· For the Sharing-based case, this case shall be applicable if the Originator is an ADN-AE and the Hosting CSE is MN CSE and the ADN is a resource constrained node, no location determination capabilities (e.g. GPS) and Network-based positioning capabilities
. Also according to the required location accuracy of the AE, the Originator may choose this case
When the Hosting CSE receives the CREATE request and if the Hosting CSE can find the closest Node that is registered with the Hosting CSE and has location information from the Originator in the M2M Area Network, the location information of the closest Node shall be stored as the location information of the Originator, or if the Hosting CSE cannot find any closest Node or has no topology information, the location information of the Node of the Hosting CSE (MN) shall be stored as the location information of the Originator. The closest Node can be determined by the minimum hop based on the topology information stored in the <node> resource

	Information in Response message
	The representation of the created <locationPolicy> resource

	Processing at Originator after receiving Response
	According to clause 10.1.1.1

	Exceptions
	No change from the generic procedure


10.2.10.1.2
Retrieve <locationPolicy>

This procedure shall be used for retrieving an existing <locationPolicy> resource.

Originator: The Originator shall request to obtain <locationPolicy> resource information by using RETRIEVE operation. The Originator is either an AE or a CSE.

Receiver: The Receiver shall check if the Originator has RETRIEVE permission on the <locationPolicy> resource. 
Upon successful validation, the Hosting CSE shall respond to the Originator with the appropriate responses.

Table 10.2.10.1.2-1: <locationPolicy> RETRIEVE

	<locationPolicy> RETRIEVE

	Associated Reference Point
	Mca, Mcc and Mcc'

	Information in Request message
	From: Identifier of the AE or the CSE that initiates the Request

To: The address of the target <locationPolicy> resource

	Processing at Originator before sending Request
	None

	Processing at Receiver
	According to clause 10.1.2

	Information in Response message
	According to clause 10.1.2

	Processing at Originator after receiving Response
	None

	Exceptions
	According to clause 10.1.2


10.2.10.1.3
Update <locationPolicy>

This procedure shall be used for updating an existing <locationPolicy> resource.

Originator: The Originator shall request to update attributes of an existing <locationPolicy> resource by using an UPDATE operation. The request shall address the specific <locationPolicy> resource of a CSE.
 The Originator may be either an AE or a CSE.

Receiver: The Receiver of an UPDATE request shall check whether the Originator is authorized to request the operation. 
The receiver shall further check whether the provided attributes of the <locationPolicy> resource represent a valid request for updating <locationPolicy> resource. 

Table 10.2.10.1.3-1: <locationPolicy> UPDATE

	<locationPolicy> UPDATE

	Associated Reference Point
	Mca, Mcc and Mcc'

	Information in Request message
	From: Identifier of the AE or the CSE that initiates the Request

To: The address of the target <locationPolicy> resource

Content: The attributes which are to be updated

	Processing at Originator before sending Request
	None

	Processing at Receiver
	According to clause 10.1.3 with the following:

· If the value of locationUpdatePeriod attribute is updated to 0 or NULL, the Hosting CSE shall stop periodical positioning procedure and perform the procedure when Originator retrieves the <latest> resource of the linked <container> resource.
 See the 10.2.10.2 for more detail.
· If the value of locationUpdatePeriod attribute is updated to bigger than 0 (e.g. 1 hour) from 0 or NULL, the Hosting CSE shall start periodical positioning procedure.


	Information in Response message
	According to clause 10.1.3

	Processing at Originator after receiving Response
	None

	Exceptions
	According to clause 10.1.3


10.2.10.2
Procedure when the <container> and <contentInstance> resource contain location information
10.2.10.2.0
Introduction

Since the actual location information of a target M2M Node shall be stored in the <contentInstance> resource as per the configuration described in the associated <locationPolicy> resource, this clause introduces the procedures related to the <contentInstance> and <container> resource.

10.2.10.2.1
Procedure for <container> resource that stores the location information

This procedure is mainly triggered by the creation of <locationPolicy> resource. Based on the defined attributes related to the <container> resource such as 'locationContainerID' and 'locationContainerName', the Hosting CSE shall create <container> resource to store the location information in its child resource, <contentInstance> resource after the CSE obtains the actual location information of a target M2M Node. If the Originator provides the 'locationContainerName' and the given 'locationContainerName' does not exist in the Hosting CSE, the Hosting CSE shall set the 'resourceName' of the created <container> resource to the 'locationContainerName' provided by the Originator. If the given 'locationContainerName' already exists in the Hosting CSE, the Hosting CSE shall respond with an error following the general exceptions written in clause 10.1.1.1. If the Originator does not provide the 'locationContainerName' the Hosting CSE shall provide 'resourceName' for the created <container> resource. After the creation of the <container> resource, the resourceID attribute of the resource shall be stored in the 'locationContainerID'.

10.2.10.2.2
Procedure for <contentInstance> resource that stores location information

After the <container> resource that stores the location information is created, each instance of location information shall be stored in the different <contentInstance> resources. In order to store the location information in the <contentInstance> resource, the Hosting CSE firstly checks the defined locationUpdatePeriod attribute. If a valid period value is set for this attribute, the Hosting CSE shall perform the positioning procedures as defined period value, locationUpdatePeriod, in the associated <locationPolicy> resource and stores the results (e.g. position fix and uncertainty) in the <contentInstanace> resource under the created <container> resource. However, if no value (e.g. null or zero) is set, the positioning procedure shall be performed when an Originator requests to retrieve the <latest> resource of the <container> resource and the result shall be stored as a <contentInstance> resource under the <container> resource.

Requirement annotation analysis of TS-0004 [v1.5.0]
7.3.3.4 Check validity of resource representation for UPDATE

The handling below shall apply to each attribute in the resource for UPDATE request primitives and the handling depends on the "presence in UPDATE request" column of the resource table. If the request is rejected based on the rules below, then the other attributes do not have to be checked.

If the expirationTime attribute is present in the resource representation, but its value indicates a time in the past, then the request shall be rejected with a Response Status Code indicating "BAD_REQUEST" error.

M attribute

If the attribute is present in the resource representation in the UPDATE request, the hosting CSE shall check if the value is acceptable according to internal policies.

If the provided value is not accepted, the hosting CSE shall reject the request with a Response Status Code indicating "BAD_REQUEST" error.

If the attribute is not present in the resource representation in the UPDATE request, the hosting CSE shall reject the request with a Response Status Code indicating "BAD_REQUEST" error.

O attribute

If the attribute is present in the resource representation in the UPDATE request, the hosting CSE shall check if the value is acceptable according to internal policies.

If the provided value is not accepted, the hosting CSE shall reject the request with a Response Status Code indicating "BAD_REQUEST " error.

NP attribute

f the attribute is present in the resource representation in the UPDATE request, the hosting CSE shall reject the request with a Response Status Code indicating "BAD_REQUEST" error
.

7.4.11 
Resource Type <locationPolicy>
7.4.1.1 Introduction

The <locationPolicy> resource represents the method for obtaining and managing geographical location information of an M2M Node. The detailed description can be found in the clause 9.6.10 in TS-0001 [错误!未找到引用源。] .

Table 7.4.11.1‑1: Data type definition of <locationPolicy> resource
	Data Type ID
	File Name
	Note

	locationPolicy
	 CDT-locationPolicy- REF XSD_VERSION_STR \h 
v1_5_0.xsd 
	


Table 7.4.11.1‑2: Universal/Common Attributes of <locationPolicy> resource
	Attribute Name
	Request Optionality 

	
	Create
	Update

	@resourceName
	O
	NP

	resourceType
	NP
	NP

	resourceID
	NP
	NP

	parentID
	NP
	NP

	expirationTime
	O
	O

	accessControlPolicyIDs
	O
	O

	creationTime
	NP
	NP

	lastModifiedTime
	NP
	NP

	labels
	O
	O

	announceTo
	O
	O

	announcedAttribute
	O
	O


Table 7.4.11.1‑3: Resource Specific Attributes of <locationPolicy> resource
	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints

	
	Create
	Update
	
	

	locationSource
	M
	NP
	m2m:locationSource
	No default

	locationUpdatePeriod
	O
	O
	xs:duration
	No default

	locationTargetID
	O
	NP
	m2m:nodeID
	No default

	locationServer
	O
	NP
	xs:anyURI
	No default

	locationContainerID
	NP
	NP
	xs:anyURI
	No default

	locationContainerName
	O
	O
	xs:string
	No default

	locationStatus
	NP
	NP
	xs:string
	No default


Table 7.4.11.1‑4: Child resources of <locationPolicy> resource 
	Child Resource Type
	Child Resource Name
	Multiplicity
	Ref. to Resource Type Definition

	<subscription>
	[variable]
	0..n
	Clause 错误!未找到引用源。


7.4.1.2 <locationPolicy> resource specific procedure on CRUD Operations
This clause describes <locationPolicy> resource specific primitive behaviour for CRUD operations. 

7.4.1.2.1 Create

Originator: 

No change from the generic procedures in clause.

Receiver:
The following <locationPolicy> resource type specific procedures shall be performed after Recv-6.5 and before Recv-6.6 generic procedures.

1) After the successful creation of <locationPolicy> resource, the Hosting CSE shall create <container> resource where the actual location information will be stored and the resource shall contain cross-references for the both resources, locationContainerID attribute for the <locationPolicy> resource and locationID attribute for the <container> resource.
 The name of the created <container> resource shall be determined by the locationContainerID attribute if it is applicable.

2) Check the locationSource and locationUpdatePeriod attributes:
If the period is set as '0' or NULL, then the each positioning procedure as defined in 3), 4) and 5) shall be performed when the <latest> child resource of <container> resource, which links to the <locationPolicy> resource, is retrieved. The newly acquired location information shall be stored as the <contentInstance> child resource of the the <container> resource.
a) If the locationSource attribute is set by 'Network Based' and locationUpdatePeriod attribute is set by any duration value (higher than 0 second), then continue with the step 3.
b) If the locationSource attribute is set by 'Device Based' and locationUpdatePeriod attribute is set by any duration value (higher than 0 second), then continue with the step 4.
c) If the locationSource attribute is set by 'Sharing Based' and locationUpdatePeriod attribute is set by any duration value (higher than 0 second), then continue with the step 5.
3) The Hosting CSE shall retrieve the locationTargetID and locationServer attributes from the stored <location Policy> resource.
In case either the locationTargetID or locationServer attribute cannot be obtained, the hosting CSE shall reject the request with the Response Status Code indicating "BAD_REQUEST" error. Then, the Hosting CSE shall transform the location-acquisition request into Location Server request [28], using the attributes stored in <locationPolicy> resource. The Hosting CSE shall also provide default values for other required parameters (e.g. quality of position) in the Location Server request according to local policies. 

The Hosting CSE shall send this Location Server request to the location server using, for example, OMA Mobile Location Protocol [i.4] and OMA RESTful NetAPI for Terminal Location [28]. The location server performs positioning procedure based upon the Location Server request. Then continue with step 6.

Based on the period information, locationUpdatePeriod attribute, this step can be periodically repeated or the location server can only notify the Hosting CSE of location information that performs periodically.

NOTE 1:
The location server performs the privacy control and only responds successfully if the positioning procedure is permitted.

NOTE 2:
The detail information on how the Location Server request message is converted into OMA RESTful NetAPI for Terminal Location message is described in 错误!未找到引用源。.
4) The Hosting CSE shall perform positioning procedure using location determination modules and technologies (e.g. GPS). Then continue with step 6.


Based on the period information, locationUpdatePeriod attribute, this step can be periodically repeated.

NOTE 3:
The Hosting CSE can utilize the internal interface (e.g. System Call) to communicate with the modules and technologies. The detailed procedure is out of scope.

5) The Hosting CSE shall collect information of topology of M2M Area Network using <node> resource and find the closest Node from the Originator that has registered with the Hosting CSE and has location information. The closest Node is determined by the minimum hop based on the collected topology information.

a) If the Hosting CSE can find the closest Node from the Originator, the location information of the closest Node shall be stored as the location information of the Originator into a <contentInstance> resource under the created <container> resource.

a) If the Hosting CSE cannot find the closest Node from the Originator, the location information of the Hosting CSE shall be stored as the location information of the Originator into a <contentInstance> resource under the created <container> resource.
6) The Hosting CSE shall receive the corresponding response and transform it into a Response primitive. 

b) If the positioning procedure is failed, the Hosting CSE shall store a statusCode based on the error code in the locationStatus attribute in the created <locationPolicy> resource.

b) If the positioning procedure is successfully complete which means that the Hosting CSE acquires the location information, The Hosting CSE shall store the acquired location information into a <contentInstance> resource under the created <container> resource.

7.4.1.2.2 Retrieve

Originator:
No change from the generic procedures in clause 错误!未找到引用源。.

Receiver:
No change from the generic procedures in clause 错误!未找到引用源。.

7.4.1.2.3 Update

Originator:
No change from the generic procedures in clause 错误!未找到引用源。.

Receiver:
No change from the generic procedures in clause 错误!未找到引用源。 with the following addidtion to Recv-6.5:
If the value of locationUpdatePeriod attribute is updated to 0 or NULL, the Hosting CSE shall stop periodical positioning procedure and perform the procedures as specified in 2) of Receiver in clause 7.2.10.2.1 (<locationPolicy>  create procedure).
If the value of locationUpdatePeriod attribute is updated to bigger than 0 (e.g., 1 hour) from 0 or NULL, the Hosting CSE shall start periodical positioning procedure as specified in 2) of Receiver in clause 7.2.10.2.1 (<locationPolicy>  create procedure).
7.4.1.2.4 Delete

Originator:
No change from the generic procedures in clause 错误!未找到引用源。.

Receiver:
The procedure of the Receiver written in the clause 错误!未找到引用源。 (from Rcv-D-1.0 to Rcv-D-10.0) shall be the same as initial steps. A following step is the <locationPolicy> resource type specific procedure for DELETE operation.

7) Once the <locationPolicy> resource is deleted, the Receiver shall delete the associated resources (e.g. <container>, <contentInstance> resources). If the locationSource attribute and the locationUpdatePeriod attribute of the <locationPolicy> resource has been set with appropriate value, the Receiver shall tear down the session. The specific mechanism used to tear down the session depends on the support of the Underlying Network and other factors.

============ Start of 1ST Part: Test Purpose Section 7.2==========================

7
Test Purposes (TP)
7.2
Test Purposes for oneM2M
7.2.2         Group CSE

7.2.2.6        Location (LOC)

Editor Note: all  the uppercased strings using underscore to connect string, e.g. NON_ZERO_VALUE, TARGET_RESOURCE_ADDRESS denote the user-input value.
7.2.2.6.1 Valid Behavioural Test Cases
	TP Id
	TP/oneM2M/CSE/LOC/BV/002

	Test objective
	Check that the IUT accepts the creation of locationPolicy resource with locationSource attribute and locationUpdatePeriod attribute provided.  

	Reference
	 TS-0001 [-v1.12.0] 10.2.10.1, TS-0004 [-v1.5.0] 7.4.11.2, REQ-0001-08501, TS-0001
_create_001

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 


and the IUT having registered the AE


and the AE having privileges to perform CREATE operation on the resource 
TARGET_RESOURCE_ADDRESS
}

	Expected behaviour
	Test events
	Direction

	
	when {


the IUT receives a valid CREATE request from AE containing 




To set to TARGET_RESOURCE_ADDRESS and



Resource-Type set to <locationPolicy> and



From set to AE_ID and 




Content attribute containing
LocationSource set to 1 (Network_based) and
LocationUpdatePeriod set to NON_ZERO_VALUE and
LocationTargetID set to LOCATION_TARGET_ID and 

LocationServer set to LOCATION_SERVER_ADDRESS

}
	IUT ( AE

	
	then {

the IUT sends a Response message containing


Response Status Code set to 2001 (CREATED) 
}
	IUT ( AE


7.2.2.6.2 Inopportune Behavioural Test Cases
	TP Id
	TP/oneM2M/CSE/LOC/BO/001

	Test objective
	Check that the IUT rejects the creation of <locationPolicy> resource when AE has no privilege to perform the creation request for the <locationPolicy> resource

	Reference
	TS-0001 [-v1.12.0] 10.2.10.1, TS-0004 [-v1.5.0] 7.4.11.2, REQ-0001-10137

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 


and the IUT having registered the originator AE


and the AE not having privileges to perform CREATE operation on the resource 
TARGET_RESOURCE_ADDRESS 
}

	Expected behaviour
	Test events
	Direction

	
	when {
the IUT receives a valid CREATE request from AE containing 




To set to PARENT_RESOURCE_ADDRESS and



Resource-Type set to <locationPolicy> and



From set to AE_ID and 




Content attribute containing
LocationSource set to 1 (Network_based) and
LocationUpdatePeriod set to NON_ZERO_VALUE and

LocationTargetID set to LOCATION_TARGET_ID and 

LocationServer set to LOCATION_SERVER_ADDRESS

}
	IUT ( AE

	
	then {
the IUT sends a Response message containing

Response Status Code set to 4103 (ACCESS_DENIED)

}
	IUT ( AE


	 TP Id
	TP/oneM2M/CSE/LOC/BO/002

	Test objective
	Check that the IUT responds with an error when receiving a creation request of <locationPolicy> resource target to the TARGET_RESOURCE_ADDRESS which does not exist in the Hosting CSE 


	Reference
	TS-0001 [-v1.13.0] 10.2.10.1, TS-0004 [-v1.5.0] 7.4.11.2, REQ-0001-08501, TS-0001
_create_001, REQ-0004-07225

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 

      and the IUT having registered the originator AE


and the IUT not having created a resource TARGET_RESOURCE_ADDRESS



}

	Expected behaviour
	Test events
	Direction

	
	when {
the IUT receives a valid CREATE request from AE containing 




To set to TARGET_RESOURCE_ADDRESS and



Resource-Type set to <locationPolicy> and



From set to AE_ID and 




Content attribute containing
LocationSource set to 1 (Network_based) and
LocationUpdatePeriod set to NON_ZERO_VALUE and

LocationTargetID set to LOCATION_TARGET_ID and 

LocationServer set to LOCATION_SERVER_ADDRESS

}
	IUT ( AE

	
	then {

the IUT sends a Response message containing 


Response Status Code set to 4004 (NOT_FOUND)
}
	IUT ( AE


7.2.2.6.3 Invalid Behavioural Test Case
	TP Id
	TP/oneM2M/CSE/LOC/BI/001

	Test objective
	Check that the IUT rejects AE to update the <locationPolicy> resource identified with LOCATION_ID when receiving an update request containing an invalid attribute

	Reference
	TS-0001 [-v1.12.0] 10.2.10.1.3, TS-0004 [-v1.5.0] 7.3.3.4 & 7.4.11.2, REQ-0001-10191, 

REQ-0001-10192, REQ-0004-07225

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 


and the IUT having registered the AE


and the IUT having created a resource TARGET_RESOURCE_ADDRESS of type 
RESOURCE_TYPE containing



an optional RW attribute ATTRIBUTE_NAME

and the AE having privileges to perform UPDATE operation on the resource 
TARGET_RESOURCE_ADDRESS
}

	Expected behaviour
	Test events
	Direction

	
	when {


the IUT receives a UPDATE request with from AE containing


To set to TARGET_RESOURCE_ADDRESS and


From set to AE_ID and 
Contents attribute containing 

LocationUpdatePeriod set  to INVALID_LOCATION_UPDATE_PERIOD
}
	IUT ( AE

	
	then {
the IUT sends a Response message containing

Response Status Code set to 4000 (BAD_REQUEST)
}
	IUT ( AE


============ End of 1ST Part: Test Purpose Section 7.2==========================
�REQ-0001-08501


�From REQ “TS-0001�_create_001”


�From REQ “TS-0001�_create_001”


& REQ-0004-07001


From �REQ “TS-0001�_create_001”


�REQ-0001-08502


�Conditions that trigger Registrar CSE to send Location Request to NCE


�REQ-0001-08503


�Notification REQ: 


�REQ-0001-08504 


�TS-0001�_retrieve_001 – See notes in TS-0001�_create_001


�REQ-0001-10158


�REQ-0001-10159


�REQ-0001-10160


�REQ-0001-10161


�TS-0001�_update_001 – See notes in TS-0001�_create_001


�REQ-0001-10162


�REQ-0001-10163


�REQ-0001-10164


�REQ-0001-10165


�REQ-0001-10166


�REQ-0001-10167


�TS-0001_locationPolicy_009


�From REQ-0001-10137


�REQ-0001-10186


�REQ-0001-10187


�REQs depending on method to be used for location info retrival


�REQ-0001-10188


�REQ-0001-10189


�ReQs for specific nodes 


REQ-0001-10190


�TS-0001_locationPolicy_010


�From REQ-0001-10160


�From REQ-0001-10161


�TS-0001_locationPolicy_011


From ��REQ-0001-10162


�From �REQ-0001-10164


From ��REQ-0001-10164


��REQ-0001-10191


��REQ-0001-10192


�TS-0001_locationPolicy_013


�TS-0001_locationPolicy_014


�REQ-0001-10193


�TS-0004_update_001


�REQ-0004-07224


�REQ-0004-07225


�REQ-0004-07226


�REQ-0004-07227


�REQ-0004-07228


TS-0004_�locationPolicy_001


�REQ-0004-07001


�TS-0004_�locationPolicy_002


�TS-0004_�locationPolicy_003


�TS-0004_�locationPolicy_004


�There are similar test cases for different type of resources, especially operations of generic resource creation (non-registration case). Regarding the generic resource creation test cases, do we need to write these testcase in each type resource (which might result in redundancy) . For example, in the test case identified CSE/LOC/BO/002, the checking existence of target resource address is a common test case for all most of resources. Can it be a issue or not? Please clarify!
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