Doc# TST-2016-0067-Test_Purpose_GMG_UPDATE

	Input Contribution

	Meeting ID*
	TST22.2

	Title:*
	TS-0018-Test Purposes contribution

	Source:*
	Bob Flynn, Convida Wireless, Flynn.Bob@convidawireless.com


	Uploaded Date:*
	2016-04-19

	Document(s) 

Impacted*
	TS-0018

	Intended purpose of

document:*
	 FORMCHECKBOX 
 Decision

 FORMCHECKBOX 
 Discussion

 Information

 Other <specify>

	Decision requested or recommendation:*
	The contribution proposes some test purposes to be added to TS-0018 (Test Suite Structure and Test Purposes)

	Template Version:23 February 2015 (Dot not modify)


oneM2M Notice
The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.
1. Introduction

This contribution addresses the Create <group> operation when a memberID is a sub-group located on a temporarily un-reachable CSE.

This is the first TP with 2 CSE’s, and I wanted to review the structure before writing all of the test variations. 

FROM TS-0001  V1_13_2
10.2.7.4
Update <group>
This procedure shall be used for updating an existing <group> resource.

Table 10.2.7.4-1: <group> UPDATE

	<group> UPDATE 

	Associated Reference Point
	Mca, Mcc and Mcc'

	Information in Request message
	From: Identifier of the AE or the CSE that initiates the Request

To: The address of the <group> resource

	Processing at Originator before sending Request
	The Originator shall request to update attributes of an existing <group> resource by using an UPDATE operation. The Request shall address the specific <group> resource of a CSE. The Originator may be an AE or a CSE

	Processing at Receiver
	The UPDATE procedure shall be:

· Check if the Originator has UPDATE permissions on the <group> resource.

· Check the validity of provided attributes

· Validate that there are no duplicated members present in the memberIDs attribute

· Validate that the resource type of every member on each member Hosting CSE conforms to the memberType attribute in the request, if the memberType attribute of the <group> resource is not 'mixed'. Set the memberTypeValidated attribute to TRUE upon successful validation

· Upon successful validation of the provided attributes, update the <group> resource in the Hosting CSE

· Conditionally, in the case that the <group> resource contains temporarily unreachable Hosting CSE of sub-group resources as members resource set the memberTypeValidated attribute of the <group> resource to FALSE

· Respond to the Originator with the appropriate generic response with the representation of the <group> resource if the memberTypeValidated attribute is FALSE, and the address of the created 
<group> resource if the UPDATE is successful

· As soon as any Hosting CSE that hosts unreachable resource becomes reachable, the memberType validation procedure shall be performed.
 If the memberType validation fails, the Hosting CSE shall deal with the <group> resource according to the policy defined by the consistencyStrategy attribute of the <group> resource provided in the request, or by default if the attribute is not provided


	Information in Response message
	The representation of the <group> resource if the memberTypeValidated attribute is FALSE


	Processing at Originator after receiving Response
	None



	Exceptions
	No change from the basic procedure in clause 10.1.3


FROM TS-0004  V_1_7
7.4.14.2.1 Update
1) Primitive specific operation after Recv-6.4 "Check validity of resource representation for the given resource type" and before Recv-6.5 "Create/Update/Retrieve/Delete/Notify operation is performed ". See clause 7.2.2.2.Primitive specific operation: If the memberType attribute of the <group> resource is not "MIXED", the hosting CSE shall verify that all the member URIs including sub-groups in the attribute memberIDs of the <group> resource representation provided in the request shall conform to the memberType of the <group> resource.

2) In the case that the <group> resource contains sub-group member resources, the receiver shall retrieve the memberType of the sub-group member resource to validate the memberType
. If the memberType cannot be retrieved due to lack of privilege, the request shall be rejected with a Response Status Code indicating "NO_PRIVILEGE" error
. If the sub-group member resources are temporarily unreachable, the receiver shall set the memberTypeValidated attribute of the <group> resource to FALSE and return the result to the originator in the response of the request
. As soon as any unreachable sub-group resource becomes reachable, the receiver shall perform the memberType validation procedure
. The originator may get to know the validation result by subscribe to the created resource if the memberTypeValidated attribute is FALSE. Upon unsuccessful validation, the receiver shall delete the <group> resource if the consistencyStrategy of the <group> resource is ABANDON_GROUP
, or remove the inconsistent members from the <group> resource if the consistencyStrategy attribute is ABANDON_MEMBER
, or set the memberType attribute of the <group> resource to "MIXED" if the consistencyStrategy attribute is SET_MIXED
.
The memberTypeValidated attribute shall be set to TRUE if all the members have been validated successfully
.

3) Primitive specific operation: The hosting CSE shall check whether the number of provided memberIDs in the attribute members exceeds the limitation of maxNrOfMembers
. The hosting CSE shall also check whether the value provided in maxNrOfMmembers is lesser than the currentNrOfMembers attribute value. 
If it exceeds, the hosting CSE shall reject the request with Response Status Code indicating "NOT_ALLOWED". error
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================ Start of  1st  Part: Test Purposes ==================
7.2.2.4

Group Management (GMG)

	TP Id
	TP/oneM2M/CSE/GMG/BV/011


	Test objective
	Check that the IUT handles validation of the resource type during an UPDATE of the <group> resource when memberIDs contains a sub-group on a temporarily unreachable Hosting CSE.

	Reference
	TS-0001 10.2.7.4, TS-0004 7.4.14.2.4

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 


and the IUT having registered to the remoteCSE

     and the IUT having registered the AE


and the IUT having a resource at TARGET_RESOURCE_ADDRESS of type <group>

            containing 

            memberIDs attribute set to MEMBER_RESOURCE_ADDRESS_1
            memberType attribute set to RESOURCE_TYPE_1

            memberTypeValidated attribute set to TRUE
            consistencyStrategy attribute set to ABANDON_MEMBER

and the AE having privileges to perform UPDATE operation on the
TARGET_RESOURCE_ADDRESS
      and the IUT having a resource at MEMBER_RESOURCE_ADDRESS_1

            of type RESOURCE_TYPE_1

      and the remoteCSE 
having a resource at MEMBER_RESOURCE_ADDRESS_2

            of type <group>

            containing memberType attribute set to RESOURCE_TYPE_1
     and the remoteCSE 
having onlineStatus set to False

}

	Expected behaviour
	Test events
	Direction

	
	when {

the IUT receives a valid UPDATE request from AE containing 




To set to TARGET_RESOURCE_ADDRESS and



From set to AE-ID and 




Content set to <group> resource containing




memberIDs attribute set to 





MEMBER_RESOURCE_ADDRESS_1,

                            MEMBER_RESOURCE_ADDRESS_2

}
	IUT ( AE

	
	then {

the IUT sends a Response message containing 


Response Status Code set 2004 (UPDATED)

 

Content set to <group> resource containing




memberTypeValidated attribute set to FALSE




memberIDs attribute set to 





MEMBER_RESOURCE_ADDRESS_1,

                            MEMBER_RESOURCE_ADDRESS_2

}
	IUT ( AE


	TP Id
	TP/oneM2M/CSE/GMG/BV/011


	Test objective
	Check that the IUT handles validation of the resource type during an UPDATE of the <group> resource when memberIDs contains a sub-group on a  a previously unreachable Hosting CSE that has become reachable

	Reference
	TS-0001 10.2.7.4, TS-0004 7.4.14.2.4

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 


and the IUT having registered to the remoteCSE

      and the IUT having registered the AE


and the IUT having a resource at TARGET_RESOURCE_ADDRESS of type <group>

            containing 

            memberIDs attribute set to MEMBER_RESOURCE_ADDRESS_1,

                                                        MEMBER_RESOURCE_ADDRESS_2

            memberType attribute set to RESOURCE_TYPE_1

            memberTypeValidated attribute set to FALSE
            consistencyStrategy attribute set to ABANDON_MEMBER

and the AE having privileges to perform UPDATE operation on the
TARGET_RESOURCE_ADDRESS
      and the AE having a subscription 
to TARGET_RESOURCE_ADDRESS
      and the IUT having a resource at MEMBER_RESOURCE_ADDRESS_1

            of type RESOURCE_TYPE_1

      and the remoteCSE 
having a resource at MEMBER_RESOURCE_ADDRESS_2

            of type <group>

            containing memberType attribute set to RESOURCE_TYPE_2
     and the remoteCSE 
having onlineStatus set to False

}

	Expected behaviour
	Test events
	Direction

	
	when {

the IUT receives a valid UPDATE request from remoteCSE 
containing 




To set to REMOTE_CSE_ADDRESS and



From set to CSE-ID and 




Content set to <remoteCSE> resource containing




onlineStatus attribute set to TRUE
}
	IUT ( AE

	
	then {

the IUT sends a Notification message containing 


Content set to <group> resource containing




memberTypeValidated attribute set to TRUE




memberIDs attribute set to 





MEMBER_RESOURCE_ADDRESS_1,

                            MEMBER_RESOURCE_ADDRESS_2

}
	IUT ( AE


================ End of  1st  Part: Test Purposes ==================
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�Or been registered to.


�Remote CSE
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�This is the difference between memberType validation Failing and memberTypeValidation not completing.  This one does not execute the consistencyStrategy until later.
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�Or been registered to.


�Group testing Depends on sub/notify functionality.  Probably should have another way.
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�Remote CSE


�This is the difference between memberType validation Failing and memberTypeValidation not completing.  This one does not execute the consistencyStrategy until later.
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