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Introduction 
We propose a definition for product profiles for oneM2M compliant sensing devices. The product profiles include a group of fundamental feature set and extendable feature set both of which are derived from oneM2M common functionalities but categorized according to different application purposes. 
------------------------------Start of Change 1---------------------------------------
7 
Product service profiles

7.1
Introduction
IoT devices are usually embedded with single or compound sensors which respond(s) to a physical stimulus and convert(s) the stimulus into a signal conveyed to another device for controlling or triggering purpose, or into an event value (e.g. temperature value).

Based on the nature of sensors, sensors can be basically classified into two categories, sensing and actuating devices. Therefore, IoT devices consists of single or compound sensors may act as either a sensing device or an actuating device or both. 
In the following sections, device profiles for those two basic categories, sensing and actuating device are specified, respectively.
7.2
Profile for Sensing Devices
7.2.1
Profile description
oneM2M resource structure determines that any physical device or IoT application has to register with a common service entity (CSE) prior to provide/receive IoT service to/from  the CSE. 
In addition, different sensors may be manufactured to implement different purposes, e.g. monitoring temperature, detecting illumination, collection of location information etc. but they have a common characteristic that is collection of measurement and uploading to a designated destination.  In many cases sensors are designed to undertake more complex work in different application areas, for example, 

· Retrieving geographical location from location server or self-equipped location positioning module e.g. GPS,

· Monitoring device working status and management of devices,

· Establishing a secure communication with another device/server by using authentication mechanism e.g. using security key and certificate verification,

· Providing semantic description associated with the device and corresponding measurement, and
· Execution of semantic queries e.g. SPARQL
We summarize the common characteristics for all sensing devices into a fundamental feature sets while those specific characteristics for specific application areas into extendable feature sets. 
7.2.2
Profile usage examples

oneM2M provides a common service layer to enable IoT devices in different application domain to be able to interact with each other. In different oneM2M service scenarios, same type of IoT devices may be designated with different tasks or totally different type of IoT devices are deployed.
For example, in a smart home service scenario that implements energy consumption monitoring, IoT devices smartSockets are deployed to monitor the energy consumption status and upload the energy consumption into a centeral repository for analysis. In this case, if no addition features are required to configure the smartSocket besides the basic sensing and uploading function, fundamental features sets presented in the next section shall only be implemented.
7.2.3
Fundamental feature sets

When it comes to any oneM2m compliant device, the sensing device has to be able to register with a CSE and after a successful registration with the CSE, the sensing device may be programmed to upload the encoded measurement to a central data repository through a connected internet cable or WiFi. To this end, the sensing device has to create a container resource under the AE resource that is created during the device registration progress. The created container is used for storing the measurements of sensing device and whenever there is data measured from the sensing device,  the data will be sent to the CSE for storage by sending a <contentInstance> create request from the originator where the encoded measurement is included within the payload of the <contentInstance> create request. 
Therefore, for any oneM2M compliant sensing device, it has to implement three basic functions, device registration, container resource creation and contentInstance creation.  
In different oneM2M service domains, same type of IoT devices may be designated with different tasks or totally different type of IoT devices are deployed, which results in the IoT devices of same type may be specified with different attribute list.
Table 1 Attribute list for fundamental feature sets

	FID
	Functionality
	Target resource
	Basic attribute(s)
	Always be checked
	Extendable attribute(s)
	Check or not
	Objective

	1
	AE registration
	<AE>
	App-ID
	(
	pointOfAccess
	( or (
	When it is designed to be accessable by registrar CSE

	
	
	
	requestReachability
	(
	contentSerialization
	( or (
	To specify supported serializations using for communication with its registrar

	2
	Container creation
	<container>
	maxByteSize
	(
	
	To limit the data size of encoded data size for uploading

	
	
	
	maxNrOfInstances
	(
	
	To limit the storage capacity of container

	
	
	
	
	maxInstanceAge
	( or (
	To set the lifetime of uploaded measurement

	3
	ContentInstance creation
	<contentInstance>
	content
	(
	NOT PRESENT
	To include the measurement (encoded) to be uploaded

	
	
	
	contentInfo
	(
	
	To set the encoding type

	4
	AE deregistration
	<AE>
	NOT PRESENT
	De-register the device with registrar CSE and delete the <AE> resource from its hosting CSE

	5
	Container update
	<container>
	maxByteSize
	(
	maxInstanceAge
	( or (
	Update <container> attributes to meet different usage

	
	
	
	maxNrOfInstances
	(
	
	

	6
	Container delete
	<container>
	NOT PRESENT
	Delete <container> resource from it parent <AE> resource

	7
	ContentInstance delete
	<contentInstance>
	NOT PRESENT
	Delete <contentInstance> resource from it parent <container> resource

	Editor Note: Each single function included in the fundamental feature set is required to be implemented for oneM2M compliant sensing devices. 

For each single function, the basic attributes are required to be implemented, if any, and extendable attribute is optional for the device manufacturers to implement according to their application purpose.


7.2.4
Extendable feature sets

Extendable features sets are designed to meet different requirements for the IoT devices in diverse service scenarios. All the extenable features sets are derived from oneM2M functionalities which are seen as the advanced features that IoT devices have to be implemented to achieve a specific goal.   
When it comes to interoperability, not only the meta information of IoT devices but the semantics of measurement are supposed to be meaningful to and interpretable for other devices located in same or different domain. To this end, annotation of the measurement with ontologies are required. 
In vehicle and automobile service domain, location and mobility sensors are deployed to enhance the capability to obtain location information. While in some critical working environment cases, the device management becomes an important feature to monitor the device working status in programmed time manner, for example, the working condition of implanted IoT devices have to be monitored and adjusted correspondingly according to the collected status information. 
Table 2 Attribute list for extendable feature sets
	FID
	Check or not
	Functionality
	Target resource
	Basic attribute(s)
	Objective

	1
	( or (
	Security authentication
	<AE>
	accessControlPolicyID
	Accessable for only authenticated users

	
	
	
	<container>
	accessControlPolicyID
	Accessable for only authenticated users

	
	
	
	<accessControlPolicy>
	privileges
	To include access control rules applied to certain resources for CRUD operations

	
	
	
	
	selfPrivileges
	To include access control rules applied to <accessControlPolicy> resource for CRUD operations 

	2
	( or (
	Location management
	<container>
	locationID
	Storing resourceID of locationPolicy indicating how the location information are obtained

	
	
	
	<locationPolicy>
	locationSource
	Set to “1”
	When the sensing device is capable to obtain location info from location server

	
	
	
	
	
	Set to “2”
	When the sensing device is capable to obtain location info by self-equipped location modules e.g. GPS


	
	
	
	
	
	Set to “3”
	When the sensing device is capable to share location info from resided node (ASN or MN)


	
	
	
	
	locationServer
	Set to location server ID only when <locationSource> is set to “1”
	To obtain location info from location server

	
	
	
	
	locationTargetID
	Set to the address of the target node that applies with locationPolicy only when <locationSource> is set to “1”
	To obtain location info from location server

	
	
	
	
	locationUpdatePeriod (set to zero or not present this attribute)
	Passivelly update location information when there is a retrieval requet for location information

	
	
	
	
	locationUpdatePeriod
(shall to set nonNegativeInterger value)
	Activelly update location information with time manner

	
	
	
	
	locationContainerID
	Link with a container that stores the real location information for the present node

	
	
	
	<contentInstance>
	Content
	To include the location Information

	
	
	
	
	contentInfo
	To set the encoding type of the location information

	3
	( or (
	Semantics description management
	<AE>
	ontologyRef
	When ontology is applied to the application entity

	
	
	
	<container>
	ontologyRef

	When the measurement which to be uploaded into the present container is applied with a specific ontology

	
	
	
	<contentInstance>
	ontologyRef
	When the measurement to be uploaded is applied with a specific ontology

	
	
	
	<semanticDescriptor>
	descriptorRepresentation
	To indicate the representation type of serialization of the descriptor attribute

	
	
	
	
	Descriptor
	To include the encoded semantic description information pertaining to a  resource and potentially sub-resources

	
	
	
	
	ontologyRef

	To indicate an ontology referenced by descriptor attribute

	4
	( or (
	Semantics Query Processing
	<semanticDescriptor>
	semanticOpExec
	Contain a SPARQL query request for execution of semantic operations on the descriptor attribute

	
	
	
	
	descriptorRepresentation
	To indicate the representation type of serialization of the descriptor attribute

	
	
	
	
	Descriptor
	To include the encoded semantic description information pertaining to a  resource and potentially sub-resources

	
	
	
	
	ontologyRef

	To indicate an ontology referenced by descriptor attribute

	5
	( or (
	Device Management Data Storage
	<node>
	<mgmtObj>
	[memory]
	Check one or more than one <mgmtObj> specification(s) for different <mgmtObj> usage

	
	
	
	
	
	[battery]
	

	
	
	
	
	
	[areaNwkInfo]
	

	
	
	
	
	
	[areaNwkDeviceInfo]
	

	
	
	
	
	
	[firmware]
	

	
	
	
	
	
	[software]
	

	
	
	
	
	
	[deviceInfo]
	

	
	
	
	
	
	[deviceCapability]
	

	
	
	
	
	
	[reboot]
	

	
	
	
	
	
	[eventLog]
	

	
	
	
	
	
	[cmdhPolicy]
	

	
	
	
	
	
	[activeCmdhPolicy]
	

	
	
	
	
	nodeID
	To point to the M2M-Node-ID of the <node> resource

	
	
	
	<mgmtObj>
	mgmtDefinition
	To indicate the type of <mgmtObj> resource

	
	
	
	
	objectIDs
	To list all URNs for each mapped technology specific data mode objects

	
	
	
	
	objectPaths
	To list the local paths of the technology specific data model objects on the managed entity

	
	
	
	<AE>
	nodeLink
	To indicate the reference to a node represented by a <node> resource

	6
	( or (
	Device Managing
	<node>
	nodeID
	To point to the M2M-Node-ID of the <node> resource

	
	
	
	<mgmtCmd>
	cmdType
	To indicate the command type to be executed such as ‘RESET’, ‘UPLOAD’ etc.

	
	
	
	
	execTarget
	To point to the node ID of the target node in which the command is executed

	
	
	
	
	execMode
	To set the mode how to execute the commands to the target node

	
	
	
	
	execFrequency
	To indicate the frequency to execute commands

	
	
	
	<AE>
	nodeLink
	To indicate the reference to a node represented by a <node> resource

	Note:


------------------------------End of Change 1---------------------------------------
�TS-0001 “For the Device-based case, this case is applicable if the Originator is ASN-AE and the ASN has location determination capabilities (e.g. GPS). The Hosting CSE is capable of performing positioning procedure using the module or technologies.”





Double check the limitation for locationSource = 2 case:


Does the device type is limit to ASN-AE?


�ADN-AE and the ADN-AE has no location acquisition capabilities. In case that the device type is ADN-AE and if it has a location positioning module e.g. GPS, does the locationSource = 2 is applicable to this case??
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