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Introduction
We propose a definition for product profiles for oneM2M compliant actuating devices. The product profiles include a group of fundamental feature set and extendable feature set both of which are derived from oneM2M common functionalities but categorized according to different application purposes. 
---------------------Start of Change-------------------------
7 
Product service profiles
7.3
Profile for Actuating Devices
7.3.1
Profile description
Actuating devices are basically hardware devices that convert a controller command signal into a change in a physical parameter. It is also a transducer that changes one type of physical quantity into another alternative form. 
In a smart home scenario, smart sockets which are designed to manage and control the energy consumption of home devices, are usually plugged into temperature sensors, for instance, to trigger airconditioner or heater when the temperature is higher or lower than the configured temperature setting. 
The controller command signal for triggering airconditioner or heater is generated by a handler that handles the comparison operations between the sensed temperature value and the programmed threshold and then sent to the triggered devices. In oneM2M architecture, the transmission of controller command signal can be achieved by deploying notification mechanism. To this end, the airconditioner or heater has to subscribe to the temperature sensor in advance.  
The actuating devices usually work together with sensing devices to achieve a specific task so they share common characteristics e.g. AE registration and different features as well. The difference in functionalities that actuating devices have compared to sensing devices are the subscription and notification capability.
Besides, device management feature is seen as an important capability for actuating devices which are responsible for controlling targeted devices according to their working status, e.g. battery. 
More advanced features may be implemented according to different purposes and complexity of tasks undertake as following: 
· Retrieving geographical location from location server or self-equipped location positioning module e.g. GPS,

· Establishing a secure communication with oneM2M entities by deploying authentication mechanisms such as using security key and certificate verification,

· Providing semantic description associated with the device and corresponding measurement, and

· Execution of semantic queries e.g. SPARQL
We summarize the common characteristics for all actuating devices into a fundamental feature sets while those characteristics for specific application areas into extendable feature sets. 
7.3.2
Profile usage examples

oneM2M provides a common service layer to enable IoT devices in different application domain be able to interact with each other. In different oneM2M service scenarios, same type of IoT devices may be designated with different tasks or totally different type of IoT devices are deployed, which results in a difficulty in choosing oneM2M features for those IoT devices designed for different purposes. The product profiles for actuationg devices will assist device manufacturers to easily and clearly choose oneM2M features for their oneM2M compliant devices for any different usage.  
For instance, manufacturer A desires to design smart sockets for both home and automobile & vehicle domains, named socket_home, and socket_vehicle. Socket socket_home is designed to monitor the energy consumption of home appliances such as TV, airconditioner, thermostat etc. meanwhile to automatically adjust the working status of home appliances according to the monitored energy consumption quantity to build a green energy efficient house. While socket socket_vehicle aims to deploy into smart vehicles with other smart devices including a camera and wearable devices to monitor the physical and emotional status of drivers. The smart sockets can trigger the automatic driving mode of the vehicles, for example, to guarantee the safe driving when the drivers are monitored with a group of physical quantities that exceeds the predefined threshold.
No matter to which domain those smart sockets will be deployed, the smart sockets socket_home and socket_vehicle share a common features sets which means those sockets will implement a fundamental feature set explained in section 7.3.3. In addition, socket socket_home may also implement extendable features such as security authentication feature to ensure that only authenticated users can access to the smart socket device  and energy consumption data, and/or semantic description management feature etc. In summary, different actutating devices share fundamental feature sets while the implementation of extendable features varies in different IoT devices with different usage.
7.3.3
Fundamental feature sets
The fundamental feature sets define a group of features that all oneM2M compliant actuating devices are shared and required to implement. 
For any oneM2m compliant physical device, it has to create its corresponding virtual representation under a target CSE. To this end, the physical device has to register with the CSE which will create a <AE> resource with unique AE-ID for the device. That means the AE registration feature is one of the fundamental capability that any oneM2M cmpliant physical device has to implement. 
Based on the nature of actuating devices that is generation and transmission of control command signal to a target device, oneM2M compliant actuating devices have to be able to subscribe to sensing devices so that whenever the sensing device uploads sensing measurement, the actuating device can be notified with the new measurement. Similarly, actuating devices have to be able to send notifications including control commands to physical devices designated to be triggered. 
In summary, actuating devices have to implement fundamental features as following:

· AE registration: create a virtual representation of <AE> resource as a direct child of target CSE.

· Container creation: creates a <container> resource to enable triggered devices can subscribe to the actuating devices by creating a <subscription> resource as a child resource of this <container>.
· Subscription creation: creates a <subscription> resource as a child resource of sensing devices (AE)’s <container> resource to enable the actuating devices subscribe to sensing devices.

· ContentInstance creation: creates a <contentInstance> resource to contain the control commands for controlling the triggered devices.
· Notification management: sends a single/aggregated notification to the target devices by including <contentInstance> resource(s) including control commands.
In different oneM2M service domains, same type of IoT devices may be designated with different tasks or totally different type of IoT devices are deployed, which results in the IoT devices of same type may be specified with more advanced features besides the fundamental feature set. More details are explained in Section 7.3.4. 
Table 1 Attribute list for fundamental feature sets

	FID
	Functionality
	Target resource
	Basic attribute(s)
	Extendable attribute(s)

	
	
	
	Attribute name
	Always be checked
	Attribute name
	Check or not
	Objective

	1
	AE registration
	<AE>
	App-ID
	(
	pointOfAccess
	( or (
	Accessable by registrar CSE

	
	
	
	requestReachability
	(
	contentSerialization
	( or (
	Specifying supported serializations using for communication with its registrar

	2
	Container creation
	<container>
	maxByteSize
	(
	
	To limit the data size of encoded data size for uploading

	
	
	
	maxNrOfInstances
	(
	
	To limit the storage capacity of container

	
	
	
	
	
	maxInstanceAge
	( or (
	To set the lifetime of uploaded measurement

	3
	ContentInstance creation
	<contentInstance>
	content
	(
	
	To include the measurement (encoded) to be uploaded

	
	
	
	contentInfo
	(
	
	To set the encoding type

	4
	Subscription creation
	<subscription>
	notificationURI
	(
	eventNotificationCriteria
	createdBefore
	( or (
	Used for setting the timestamp as a criteria

	
	
	
	
	
	
	createdAfter
	
	

	
	
	
	
	
	
	modifiedSince
	( or (
	Used for resources that modification time is of interest

	
	
	
	
	
	
	unmodifiedSince
	
	

	
	
	
	
	
	
	stateTagSmaller
	( or (
	Used for checking the update frequency of a resource

	
	
	
	
	
	
	stateTagBigger
	
	

	
	
	
	
	
	
	sizeAbove
	( or (
	Used for checking the size of content included in a <contentInstance>

	
	
	
	
	
	
	sizeBelow
	
	

	
	
	
	
	
	
	expireBefore
	( or (
	Used for resources whose lifetime is of interest 

	
	
	
	
	
	
	expireAfter
	
	

	
	
	
	notificationContentType
	(
	groupID
	( or (
	Used for implementation of managing and controlling a group of devices

	
	
	
	
	
	notificationForwardingURI
	
	

	
	
	
	eventNotificationCriteria
	notificationEventType
	(
	subscriberURI
	( or (
	To manage subscriber information

	5
	Notification management
	<notification>
	notificationEvent
	representation
	(
	notificationEvent
	operationMonitor
	Operation
	( or (
	Used for record the information of operatorMonitor

	
	
	
	
	notificationEventType
	(
	
	
	originator
	( or (
	

	
	
	<aggregatedNotification>
	notification
	notificationEvent
	representation
	(
	notification
	notificationForwardinfURI
	( or (
	Used for implementation of receiving notifications for a group of devices

	
	
	
	
	
	notificationEventType
	(
	
	
	
	

	6
	AE deregistration
	<AE>
	NOT PRESENT
	De-register the device with registrar CSE and delete the <AE> resource from its hosting CSE

	7
	Container update
	<container>
	maxByteSize
	(
	maxInstanceAge
	( or (
	Used to update the configuration for the <container>

	
	
	
	maxNrOfInstances
	(
	
	
	

	8
	Container delete
	<container>
	NOT PRESENT
	Delete <container> resource from it parent <AE> resource

	9
	ContentInstance delete
	<contentInstance>
	NOT PRESENT
	Delete <contentInstance> resource from it parent <container> resource

	Editor Note: Each single functionality included in the fundamental feature set shall be implemented for oneM2M compliant sensing devices. 

For each single functionality, the basic attribute shall be implemented, if any, and extendable attribute is optional for the device manufacturers to implement according to their application purpose.


7.3.4
Extendable feature sets

Extendable features sets are designed to meet different requirements for the IoT devices in diverse service scenarios. All the extenable features sets are derived from oneM2M functionalities which are seen as the advanced features that IoT devices have to be implemented to achieve a specific goal. 
The actuating devices can be upgraded with extendable capabilities such as 

· Location acquisition and location data management capabilities e.g. the actuator wants to trigger all devices located in a specific area so the actuator has to be able to manage the location data of potential target devices
· Security enhanced data communication capabilities
· Semantic query processing capabilities

· Provision of semantic description on devices capabilities  
When it comes to interoperability, not only the meta information of IoT devices but the semantics of measurement are supposed to be meaningful to and interpretable for other devices located in same or different domain. To this end, annotation of the measurement with ontologies are required. 
In vehicle and automobile service domain, location and mobility sensors are deployed to enhance the capability to obtain location information. While in some critical working environment cases, the device management becomes an important feature to monitor the device working status in programmed time manner, for example, the working condition of implanted IoT devices have to be monitored and adjusted correspondingly according to the collected status information. 
Table 2 Attribute list of extendable feature set

	FID
	Check or not
	Functionality
	Target resource
	Basic attribute(s)
	Objective

	1
	( or (
	Security authentication
	<AE>
	accessControlPolicyID
	Accessable for only authenticated users

	
	
	
	<container>
	accessControlPolicyID
	Accessable for only authenticated users

	
	
	
	<accessControlPolicy>
	privileges
	To include access control rules applied to certain resources for CRUD operations

	
	
	
	
	selfPrivileges
	To include access control rules applied to <accessControlPolicy> resource for CRUD operations 

	2
	( or (
	Location management
	<container>
	locationID
	Storing resourceID of locationPolicy indicating how the location information are obtained

	
	
	
	<locationPolicy>
	locationSource
	Set to 1
	When the sensing device is capable to obtain location info from location server

	
	
	
	
	
	Set to 2
	When the sensing device is capable to obtain location info by self-equipped location modules e.g. GPS


	
	
	
	
	
	Set to 3
	When the sensing device is capable to share location info from resided node (ASN or MN)


	
	
	
	
	locationServer
	Set to location server ID only when <locationSource> is set to “1”
	To obtain location info from location server

	
	
	
	
	locationTargetID
	Set to the address of the target node that applies with locationPolicy only when <locationSource> is set to “1”
	To obtain location info from location server

	
	
	
	
	locationUpdatePeriod (set to zero or not present this attribute)
	Passivelly update location information when there is a retrieval requet for location information

	
	
	
	
	locationUpdatePeriod
(shall to set nonNegativeInterger value)
	Activelly update location information with time manner

	
	
	
	
	locationContainerID
	Link with a container that stores the real location information for the present node

	
	
	
	<contentInstance>
	Content
	To include the location Information

	
	
	
	
	contentInfo
	To set the encoding type of the location information

	3
	( or (
	Semantics description management
	<AE>
	ontologyRef
	When ontology is applied to the application entity

	
	
	
	<container>
	ontologyRef

	When the measurement which to be uploaded into the present container is applied with a specific ontology

	
	
	
	<contentInstance>
	ontologyRef
	When the measurement to be uploaded is applied with a specific ontology

	
	
	
	<semanticDescriptor>
	descriptorRepresentation
	To indicate the representation type of serialization of the descriptor attribute

	
	
	
	
	Descriptor
	To include the encoded semantic description information pertaining to a  resource and potentially sub-resources

	
	
	
	
	ontologyRef

	To indicate an ontology referenced by descriptor attribute

	4
	( or (
	Semantics Query Processing
	<semanticDescriptor>
	semanticOpExec
	Contain a SPARQL query request for execution of semantic operations on the descriptor attribute

	
	
	
	
	descriptorRepresentation
	To indicate the representation type of serialization of the descriptor attribute

	
	
	
	
	Descriptor
	To include the encoded semantic description information pertaining to a  resource and potentially sub-resources

	
	
	
	
	ontologyRef

	To indicate an ontology referenced by descriptor attribute

	5
	( or (
	Device Management Data Storage
	<node>
	<mgmtObj>
	[memory]
	Check one or more than one <mgmtObj> specification(s) for different <mgmtObj> usage

	
	
	
	
	
	[battery]
	

	
	
	
	
	
	[areaNwkInfo]
	

	
	
	
	
	
	[areaNwkDeviceInfo]
	

	
	
	
	
	
	[firmware]
[software]
	

	
	
	
	
	
	[deviceInfo]
	

	
	
	
	
	
	[deviceCapability]
	

	
	
	
	
	
	[reboot]
	

	
	
	
	
	
	[eventLog]
	

	
	
	
	
	
	[cmdhPolicy]
	

	
	
	
	
	
	[activeCmdhPolicy]
	

	
	
	
	
	nodeID
	To point to the M2M-Node-ID of the <node> resource

	
	
	
	<mgmtObj>
	mgmtDefinition
	To indicate the type of <mgmtObj> resource

	
	
	
	
	objectIDs
	To list all URNs for each mapped technology specific data mode objects

	
	
	
	
	objectPaths
	To list the local paths of the technology specific data model objects on the managed entity

	
	
	
	<AE>
	nodeLink
	To indicate the reference to a node represented by a <node> resource

	6
	( or (
	Device Managing
	<node>
	nodeID
	To point to the M2M-Node-ID of the <node> resource

	
	
	
	<mgmtCmd>
	cmdType
	To indicate the command type to be executed such as ‘RESET’, ‘UPLOAD’ etc.

	
	
	
	
	execTarget
	To point to the node ID of the target node in which the command is executed

	
	
	
	
	execMode
	To set the mode how to execute the commands to the target node

	
	
	
	
	execFrequency
	To indicate the frequency to execute commands

	
	
	
	<AE>
	nodeLink
	To indicate the reference to a node represented by a <node> resource

	Note:


--------------------End of Change 1-----------------
�TS-0001 “For the Device-based case, this case is applicable if the Originator is ASN-AE and the ASN has location determination capabilities (e.g. GPS). The Hosting CSE is capable of performing positioning procedure using the module or technologies.”





Double check the limitation for locationSource = 2 case:


Does the device type is limit to ASN-AE?


�locationSource = 2 applies to case tgat ADN-AE and the ADN-AE has no location acquisition capabilities. 





However, in case that the device type is ADN-AE and if it has a location positioning module e.g. GPS, does the locationSource = 2 is applicable to this case??
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