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Introduction

We propose to add new test purposes to address LOC functionality in terms of <locationPolicy> creation according to different means to obtain location information and location information subscription notification. Location acquisition protocols such as  OMA Mobile Location Protocol and OMA RESTful NetAPI are referenced to address test purposes when the location information is obtained from location server. 
HIGH PRIORITY : TP/oneM2M/CSE/LOC/BV/008

-------------------Reference of TS-0001--------------------------------------

8.5 Location Request

8.5.1
Definition and Scope

Location Request is a means by which a CSE requests the geographical or physical location information of a target CSE or AE hosted in a M2M Node to the location server located in the Underlying Network over Mcn reference point. This clause describes only the case of location request when the attribute locationSource is set to Network Based.

8.5.2
General Procedure for Location Request

This procedure describes a scenario wherein an AE sends a request to obtain the location information of a target AE or CSE hosted in an M2M Node to the location server NSE, and the location server responses to the CSE with location information.

Figure 8.5.2-1 shows the general procedure for Location Request.
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Figure 8.5.2-1: General Procedure for Location Request

NOTE 1:
Detailed descriptions for Step-1 to the Step-3 are described in the clause 10.2.11.1.

Step-1: Create <locationPolicy>

The Originator requests to CREATE <locationPolicy> resource at the Registrar CSE. The locationSource attribute of the <locationPolicy> resource shall be set to 'Network-Based' and the value for locationTargetID and locationServer attributes shall be set properly set for the Location Request.

Step-2: Local Processing for creating <locationPolicy> resource

After verifying the privileges and the given attributes, the Registrar CSE shall create the <locationPolicy> resource. Linked <container> resource can be created after successful creation of <locationPolicy> resource.

Step-3: Response for creating <locationPolicy>

The Registrar CSE shall respond with a Response message.

Step-4: Location Request

The Registrar CSE issues Location Request to the selected Underlying Network. For doing this, the Registrar CSE shall transform the location configuration information received from the Originator into Location Request that is acceptable for the Underlying Network. For example, the Location Request can be one of existing location acquisition protocols such as OMA Mobile Location Protocol [i.7] or OMA RESTful NetAPI for Terminal Location [i.8]. Additionally, the Registrar CSE shall provide default values for other parameters (e.g. required quality of position) in the Location Request according to local policies.

NOTE 2:
The Location Request can be triggered by the given conditions, e.g.:

1)
when the locationUpdatePeriod attribute has expired, or if the locationUpdatePeriod attribute is not given from the Step-1;

2)
the <locationPolicy> is created or updated;
3)
the <latest> resource of the linked <container> has been retrieved
.

Step-5: Performing Location Procedure

The Underlying Network specific procedures are performed. This may involve getting location information from the target device or the network node. These procedures are outside the scope of oneM2M specifications.

Step-6: Location Response

The NSE responds to the Registrar CSE with location information if the Registrar CSE is authorized. If not, the NSE sends an error code back to the Registrar CSE.

Step-7: Local Processing after Location Response

The received response shall be contained in the <container> resource that is related the <locationPolicy> resource.

NOTE 3:
Please see the clause 10.2.10.2 for detail information.

NOTE 4:
For notification regarding the location response towards the Originator, the subscription mechanism is used.

… 

9.6.10
Resource Type locationPolicy
The <locationPolicy> resource represents the method for obtaining and managing geographical location information of an M2M Node.

The actual location information shall be stored in a <contentInstance> resource which is a child resource of the <container> resource
. The <container> resource includes the locationID attribute which holds the ID of this <locationPolicy> resource. A CSE can obtain location information based on the attributes defined on a <locationPolicy> resource, and store the location information in the target <container> resource.
Based on the locationSource attribute, the method for obtaining location information of an M2M Node can be differentiated. The methods for obtaining location information shall be as follows
:

· Network-based method: where the CSE on behalf of the AE obtains the target M2M Node's location information from an Underlying Network.

· Device-based method: where the ASN is equipped with any location capable modules or technologies (e.g. GPS) and is able to position itself.

· Sharing-based method: where the ADN has no GPS nor an Underlying Network connectivity. Its location information can be retrieved from either the associated ASN or a MN.

NOTE:
Geographical location information could include more than longitude and latitude.
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Figure 9.6.10-1: Structure of <locationPolicy> resource

The <locationPolicy> resource shall contain the child resources specified in table 9.6.10-1.

Table 9.6.10-1: Child resources of <locationPolicy> resource

	Child Resources of <locationPolicy>
	Child Resource Type
	Multiplicity
	Description
	<locationPolicyAnnc> Child Resource Types

	[variable]
	<subscription>
	0..n
	See clause 9.6.8
	None


The <locationPolicy> resource shall contain the attributes specified in table 9.6.10-2.

Table 9.6.10-2: Attributes of <locationPolicy> resource

	Attributes of <locationPolicy>
	Multiplicity
	RW/

RO/

WO
	Description
	<locationPolicyAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceName
	1
	WO
	See clause 9.6.1.3.
	NA

	parentID
	1
	RO
	See clause 9.6.1.3.
	NA

	expirationTime
	1
	RW
	See clause 9.6.1.3.
	MA

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.
	MA

	creationTime
	1
	RO
	See clause 9.6.1.3.
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.
	NA

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3.
	MA

	announceTo
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	announcedAttribute
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	locationSource
	1
	RW
	Indicates the source of location information: 

· Network Based

· Device Based

· Sharing Based
	OA

	locationUpdatePeriod
	0..1
	RW
	Indicates the period for updating location information. If the value is marked '0' or not defined, location information is updated only when a retrieval request is triggered.
	OA

	locationTargetID
	0..1
	RW
	The identifier to be used for retrieving the location information of a remote Node and this attribute is only used in the case that location information is provided by a location server.
	OA

	locationServer
	0..1
	RW
	Indicates the identity of the location server. This attribute is only used in that case location information is provided by a location server.
	OA

	locationContainerID
	1
	RO
	ID of the <container> resource where the actual location information of a M2M Node is stored.
	OA

	locationContainerName
	0..1
	RW
	A name of the <container> resource where the actual location information of a M2M Node is stored. If it is not assigned, the Hosting CSE automatically assigns a name of the resource.

NOTE:
The created <container> resource related to this policy shall be stored only in the Hosting CSE.
	OA

	locationStatus
	1
	RO
	Contains the information on the current status of the location request (e.g. location server fault).
	OA


…

10.2.10
Location Management Procedures

10.2.10.1
Procedure related to <locationPolicy> resource

10.2.10.1.0
Introduction

This clause introduces the procedures for obtaining and managing a target M2M Node's location information, which are associated with the <locationPolicy> resource that contains the method for obtaining and managing location information.

10.2.10.1.1
Create <locationPolicy>
This procedure shall be used for creating a <locationPolicy> resource.

Table 10.2.10.1.1-1: <locationPolicy> CREATE

	<locationPolicy> CREATE

	Associated Reference Point
	Mca, Mcc and Mcc'

	Information in Request message
	From: Identifier of the AE or the CSE that initiates the Request

To: the address of the <CSEBase> resource

Content: The representation of the <locationPolicy> resource described in clause 9.6.10

	Processing at Originator before sending Request
	According to clause 10.1.1.1

	Processing at Receiver
	· Check whether the Originator is authorized to request the procedure

· Check whether the provided attributes of the <locationPolicy> resource represent a valid Request
· Upon successful validation of the above procedures, the Hosting CSE creates the <locationPolicy> resource and automatically creates <container> resource 
where the actual location information is/are stored and the resources shall contain cross-reference between the both resources: locationContainerID attribute for <locationPolicy> resource and locationID attribute for <container> resource

· Check the defined locationSource attribute to determine which method is used. The locationSource attribute shall be set based on the capabilities of a target M2M Node, the required location accuracy of the Originator and the Underlying Network in which a target M2M Node resides:
· For the Network-based case, the Hosting CSE shall transform the Request from the Originator into Location Server request following the attributes (e.g. locationTargetID, locationServer) defined in the <locationPolicy> resource
. Additionally, the Hosting CSE shall also provide default values for other parameters (e.g. required quality of position) in the Location Server request [i.7] according to local policies. The request towards the Location Server crosses over the Mcn reference point. Then the Location Server in the Underlying Network performs positioning procedures, and returns the results over the Mcn reference point
· The specific mechanism used to communicate with the network Location Server depends on the capabilities of the Underlying Network and other factors. For example, it could be either the OMA Mobile Location Protocol [i.7] or OMA RESTful NetAPI for Terminal Location [i.8]
NOTE:
The details of the mechanisms are addressed in the oneM2M Core Protocol Specification [2].

· For the Device-based case, this case is applicable if the Originator is ASN-AE and the ASN has location determination capabilities (e.g. GPS). The Hosting CSE is capable of performing positioning procedure using the module or technologies. For example, if the ASN has a GPS module itself, the ASN-CSE obtains the location information of Node from the GPS module through internal interfaces (e.g. System call or JNI [i.18]). The detail procedure is out-of-scope
· For the Sharing-based case, this case shall be applicable if the Originator is an ADN-AE and the Hosting CSE is MN CSE and the ADN is a resource constrained node, no location determination capabilities (e.g. GPS) and Network-based positioning capabilities
. Also according to the required location accuracy of the AE, the Originator may choose this case
When the Hosting CSE receives the CREATE request and if the Hosting CSE can find the closest Node that is registered with the Hosting CSE and has location information from the Originator in the M2M Area Network, the location information of the closest Node shall be stored as the location information of the Originator
, or if the Hosting CSE cannot find any closest Node or has no topology information, the location information of the Node of the Hosting CSE (MN) shall be stored as the location information of the Originator. The closest Node can be determined by the minimum hop based on the topology information stored in the <node> resource


	Information in Response message
	The representation of the created <locationPolicy> resource

	Processing at Originator after receiving Response
	According to clause 10.1.1.1

	Exceptions
	No change from the generic procedure


10.2.10.1.2
Retrieve <locationPolicy>
This procedure shall be used for retrieving an existing <locationPolicy> resource
.

Originator: The Originator shall request to obtain <locationPolicy> resource information by using RETRIEVE operation. The Originator is either an AE or a CSE.

Receiver: The Receiver shall check if the Originator has RETRIEVE permission on the <locationPolicy> resource
. Upon successful validation, the Hosting CSE shall respond to the Originator with the appropriate responses.

Table 10.2.10.1.2-1: <locationPolicy> RETRIEVE

	<locationPolicy> RETRIEVE

	Associated Reference Point
	Mca, Mcc and Mcc'

	Information in Request message
	From: Identifier of the AE or the CSE that initiates the Request

To: The address of the target <locationPolicy> resource

	Processing at Originator before sending Request
	None

	Processing at Receiver
	According to clause 10.1.2

	Information in Response message
	According to clause 10.1.2

	Processing at Originator after receiving Response
	None

	Exceptions
	According to clause 10.1.2


10.2.10.1.3
Update <locationPolicy>
This procedure shall be used for updating an existing <locationPolicy> resource.

Originator: The Originator shall request to update attributes of an existing <locationPolicy> resource by using an UPDATE operation. The request shall address the specific <locationPolicy> resource of a CSE. The Originator may be either an AE or a CSE.

Receiver: The Receiver of an UPDATE request shall check whether the Originator is authorized to request the operation. The receiver shall further check whether the provided attributes of the <locationPolicy> resource represent a valid request for updating <locationPolicy> resource. 

Table 10.2.10.1.3-1: <locationPolicy> UPDATE

	<locationPolicy> UPDATE

	Associated Reference Point
	Mca, Mcc and Mcc'

	Information in Request message
	From: Identifier of the AE or the CSE that initiates the Request

To: The address of the target <locationPolicy> resource

Content: The attributes which are to be updated

	Processing at Originator before sending Request
	None

	Processing at Receiver
	According to clause 10.1.3 with the following:

· If the value of locationUpdatePeriod attribute is updated to 0 or NULL, the Hosting CSE shall stop periodical positioning procedure and perform the procedure when Originator retrieves the <latest> resource of the linked <container> resource
. See the 10.2.10.2 for more detail.
· If the value of locationUpdatePeriod attribute is updated to bigger than 0 (e.g. 1 hour) from 0 or NULL, the Hosting CSE shall start periodical positioning 
procedure.

	Information in Response message
	According to clause 10.1.3

	Processing at Originator after receiving Response
	None

	Exceptions
	According to clause 10.1.3


10.2.10.1.4
Delete <locationPolicy>
This procedure shall be used for deleting an existing <locationPolicy> resource.

Originator: The Originator shall request to delete an existing <locationPolicy> resource by using the DELETE operatio
n. The Originator may be either an AE or a CSE. This request can be occurred when the locationSource attribute of the created <locationPolicy> resource is "sharing-based" and the Originator is an AE that disconnects from the registered MN-CSE.

Receiver: The Receiver shall check if the Originator has DELETE permission on the <locationPolicy> resource
. Upon successful validation, the CSE shall remove the resource from its repository and shall respond to the Originator with appropriate responses.

Table 10.2.10.1.4-1: <locationPolicy> DELETE

	<locationPolicy> DELETE

	Associated Reference Point
	Mca, Mcc and Mcc'

	Information in Request message
	From: Identifier of the AE or the CSE that initiates the Request

To: the address of the target <locationPolicy> resource

	Processing at Originator before Sending Request
	None

	Processing at Receiver
	According to clause 10.1.4

	Information in Response message
	According to clause 10.1.4

	Processing at Originator after receiving Response
	Once the <locationPolicy> resource is deleted, the Receiver shall delete the associated resources (i.e. <container>, <contentInstance> resources).
 If the locationSource attribute and the locationUpdatePeriod attribute of the <locationPolicy> resource has been set with appropriate value, the Receiver shall tear down the session. The specific mechanism used to tear down the session depends on the support of the Underlying Network and other factors.

	Exceptions
	According to clause 10.1.4


10.2.10.2
Procedure when the <container> and <contentInstance> resource contain location information

10.2.10.2.0
Introduction

Since the actual location information of a target M2M Node shall be stored in the <contentInstance> resource as per the configuration described in the associated <locationPolicy> resource, this clause introduces the procedures related to the <contentInstance> and <container> resource.

10.2.10.2.1
Procedure for <container> resource that stores the location information

This procedure is mainly triggered by the creation of <locationPolicy> resource
. Based on the defined attributes related to the <container> resource such as 'locationContainerID' and 'locationContainerName', the Hosting CSE shall create <container> resource to store the location information in its child resource, <contentInstance> resource after the CSE obtains the actual location information of a target M2M Node. If the Originator provides the 'locationContainerName' and the given 'locationContainerName' does not exist in the Hosting CSE, the Hosting CSE shall set the 'resourceName' of the created <container> resource to the 'locationContainerName' provided by the Originator
. If the given 'locationContainerName' already exists in the Hosting CSE, the Hosting CSE shall respond with an error following the general exceptions
 written in clause 10.1.1.1. If the Originator does not provide the 'locationContainerName' the Hosting CSE shall provide 'resourceName' for the created <container> resource. After the creation of the <container> resource, the resourceID attribute of the resource shall be stored in the 'locationContainerID'
.

10.2.10.2.2
Procedure for <contentInstance> resource that stores location information

After the <container> resource that stores the location information is created, each instance of location information shall be stored in the different <contentInstance> resources. In order to store the location information in the <contentInstance> resource, the Hosting CSE firstly checks the defined locationUpdatePeriod attribute. If a valid period value is set for this attribute, the Hosting CSE shall perform the positioning procedures as defined period value, locationUpdatePeriod, in the associated <locationPolicy> resource and stores the results (e.g. position fix and uncertainty) in the <contentInstanace> resource under the created <container> resource
. However, if no value (e.g. null or zero) is set, the positioning procedure shall be performed when an Originator requests to retrieve the <latest> resource of the <container> resource and the result shall be stored as a <contentInstance> resource under the <container> resource.

-------------------Reference from TS-0004--------------------------------------

7.4.11 Resource Type <locationPolicy>
7.4.11.1 Introduction

The <locationPolicy> resource represents the method for obtaining and managing geographical location information of an M2M Node. The detailed description can be found in the clause 9.6.10 in TS-0001 [6] .

Table 7.4.11.1‑1: Data type definition of <locationPolicy> resource
	Data Type ID
	File Name
	Note

	locationPolicy
	CDT-locationPolicy-v1_10_0.xsd
	


Table 7.4.11.1‑2: Universal/Common Attributes of <locationPolicy> resource
	Attribute Name
	Request Optionality 

	
	Create
	Update

	@resourceName
	O
	NP

	resourceType
	NP
	NP

	resourceID
	NP
	NP

	parentID
	NP
	NP

	expirationTime
	O
	O

	accessControlPolicyIDs
	O
	O

	creationTime
	NP
	NP

	lastModifiedTime
	NP
	NP

	labels
	O
	O

	announceTo
	O
	O

	announcedAttribute
	O
	O


Table 7.4.11.1‑3: Resource Specific Attributes of <locationPolicy> resource
	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints

	
	Create
	Update
	
	

	locationSource
	M
	NP
	m2m:locationSource
	No default

	locationUpdatePeriod
	O
	O
	xs:duration
	No default

	locationTargetID
	O
	NP
	m2m:nodeID
	No default

	locationServer
	O
	NP
	xs:anyURI
	No default

	locationContainerID
	NP
	NP
	xs:anyURI
	No default

	locationContainerName
	O
	O
	xs:string
	No default

	locationStatus
	NP
	NP
	xs:string
	No default


Table 7.4.11.1‑4: Child resources of <locationPolicy> resource 
	Child Resource Type
	Child Resource Name
	Multiplicity
	Ref. to Resource Type Definition

	<subscription>
	[variable]
	0..n
	Clause 7.4.9


7.4.11.2 <locationPolicy> resource specific procedure on CRUD Operations
This clause describes <locationPolicy> resource specific primitive behaviour for CRUD operations. 

7.4.11.2.1 Create
Originator: 

No change from the generic procedures in clause 7.2.2.1.

Receiver:
The following <locationPolicy> resource type specific procedures shall be performed after Recv-6.5 and before Recv-6.6 generic procedures.

1) After the successful creation of <locationPolicy> resource, the Hosting CSE shall create <container> resource 
where the actual location information will be stored and the resource shall contain cross-references for the both resources, locationContainerID attribute for the <locationPolicy> resource and locationID attribute for the <container> resourc
e. The name of the created <container> resource shall be determined by the locationContainerID attribute if it is applicable
.

2) Check the locationSource and locationUpdatePeriod attributes:
If the period is set as '0' or NULL, then the each positioning procedure as defined in 3), 4) and 5) shall be performed when the <latest> child resource of <container> resource, which links to the <locationPolicy> resource, is retrieved. 
The newly acquired location information shall be stored as the <contentInstance> child resource of the <container> resource.
a) If the locationSource attribute is set by 'Network Based' and locationUpdatePeriod attribute is set by any duration value (higher than 0 second), 
then continue with the step 3.
b) If the locationSource attribute is set by 'Device Based' and locationUpdatePeriod attribute is set by any duration value (higher than 0 second
), then continue with the step 4.
c) If the locationSource attribute is set by 'Sharing Based' and locationUpdatePeriod attribute is set by any duration value (higher than 0 second
), then continue with the step 5.
3) The Hosting CSE shall retrieve the locationTargetID and locationServer attributes from the stored <location Policy> resource.
In case either the locationTargetID or locationServer attribute cannot be obtained, the Hosting CSE shall reject the request with the Response Status Code indicating "BAD_REQUEST" error
. Then, the Hosting CSE shall transform the location-acquisition request into Location Server request [28], using the attributes stored in <locationPolicy> resource. The Hosting CSE shall also provide default values for other required parameters (e.g. quality of position) in the Location Server request according to local policies
. 

The Hosting CSE shall send this Location Server request to the location server using, for example, OMA Mobile Location Protocol [i.4] and OMA RESTful NetAPI for Terminal Location 
[28]. The location server performs positioning procedure based upon the Location Server request. Then continue with step 6.

Based on the period information, locationUpdatePeriod attribute, this step can be periodically repeated or the location server can only notify the Hosting CSE of location information that performs periodically
.

NOTE 1:
The location server performs the privacy control and only responds successfully if the positioning procedure is permitted.

NOTE 2:
The detail information on how the Location Server request message is converted into OMA RESTful NetAPI for Terminal Location message is described in Annex G.
4) The Hosting CSE shall perform positioning procedure using location determination modules and technologies (e.g. GPS). Then continue with step 6.


Based on the period information, locationUpdatePeriod attribute, this step can be periodically repeated.

NOTE 3:
The Hosting CSE can utilize the internal interface (e.g. System Call) to communicate with the modules and technologies. The detailed procedure is out of scope.

5) The Hosting CSE shall collect information of topology of M2M Area Network using <node> resource and find the closest Node from the Originator that has registered with the Hosting CSE and has location information. The closest Node is determined by the minimum hop based on the collected topology information.

a) If the Hosting CSE can find the closest Node from the Originator, the location information of the closest Node shall be stored as the location information of the Originator into a <contentInstance> resource under the created <container> resource
.

a) If the Hosting CSE cannot find the closest Node from the Originator, the location information of the Hosting CSE shall be stored as the location information of the Originator into a <contentInstance> resource under the created <container> resource.

6) The Hosting CSE shall receive the corresponding response and transform it into a Response primitive. 

b) If the positioning procedure is failed, the Hosting CSE shall store a statusCode based on the error code in the locationStatus attribute in the created <locationPolicy> resource
.

b) If the positioning procedure is successfully complete which means that the Hosting CSE acquires the location information, The Hosting CSE shall store the acquired location information into a <contentInstance> resource under the created <container> resource
.

7.4.11.2.2 Retrieve
Originator:
No change from the generic procedures in clause 7.2.2.1.

Receiver:
No change from the generic procedures in clause 7.2.2.2.

7.4.11.2.3 Update

Originator:
No change from the generic procedures in clause 7.2.2.1.

Receiver:
No change from the generic procedures in clause 7.2.2.2 with the following addidtion to Recv-6.5:
If the value of locationUpdatePeriod attribute is updated to 0 or NULL, the Hosting CSE shall stop periodical positioning procedure and perform the procedures 
as specified in 2) of Receiver in clause 7.2.10.2.1 (<locationPolicy>  create procedure).
If the value of locationUpdatePeriod attribute is updated to bigger than 0 (e.g., 1 hour) from 0 or NULL, the Hosting CSE shall start periodical positioning procedure 
as specified in 2) of Receiver in clause 7.2.10.2.1 (<locationPolicy>  create procedure).
7.4.11.2.4 Delete

Originator:
No change from the generic procedures in clause 7.2.2.1.

Receiver:
The procedure of the Receiver written in the clause 7.2.2.2 (from Rcv-D-1.0 to Rcv-D-10.0) shall be the same as initial steps. A following step is the <locationPolicy> resource type specific procedure for DELETE operation.

7) Once the <locationPolicy> resource is deleted, the Receiver shall delete the associated resources (e.g. <container>, <contentInstance> resources
). If the locationSource attribute and the locationUpdatePeriod attribute of the <locationPolicy> resource has been set with appropriate value, the Receiver shall tear down the session. The specific mechanism used to tear down the session depends on the support of the Underlying Network and other factors.
-----------------------Start of change 1--------------------------------------------

7
Test Purposes (TP)
7.2.2.6 Location (LOC)
	TP Id
	TP/oneM2M/CSE/LOC/BV/003

	Test objective
	Check that the IUT responds with a <container> resource containing attribute locationID set to resourceID of the associated <locationPolicy> resource

	Reference
	TS-0001 10.2.10.1.1, TS-0004 7.4.11.2.1

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 


and the IUT having registered the AE
      and the IUT having created a resource LOCATIONPOLICY_ADDRESS of type <locationPolicy> containing

              locationContainerID set to TARGET_RESOURCE_ADDRESS and
              locationSource set to 1 (Network_based) and

locationTargetID set to LOCATION_TARGET_ID and 

locationServer set to LOCATION_SERVER_ADDRESS

and the IUT having created a resource TARGET_RESOURCE_ADDRESS of type <container> containing

              locationID set to LOCATIONPOLICY_ADDRESS

and the AE having privileges to perform RETRIEVE operation on the resource 
TARGET_RESOURCE_ADDRESS
}

	Expected behaviour
	Test events
	Direction

	
	when {


the IUT receives a RETRIEVE request from AE containing


To set to TARGET_RESOURCE_ADDRESS and


From set to AE_ID and 
no Content attributes representation
}
	IUT ( AE

	
	then {
the IUT sends a Response message containing

Response Status Code set to 2000 (OK) and
Content attribute containing

           <container> representation containing

                          locationID set to LOCATIONPOLICY_ADDRESS
}
	IUT ( AE


	TP Id
	TP/oneM2M/CSE/LOC/BV/004

	Test objective
	Check that IUT accepts the creation of a <locationPolicy> resource with attribute locationSource set to Device-based and locationUpdatePeriod set to POSITIVE_UPDATE_PERIOD

	Reference
	TS-0001 8.5.2 & 10.2.10.1.1, TS-0004 7.3.3.3 & 7.4.11.2

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 
      and the IUT having location positioning modules
      and the originator being a PX_ASN_AE
  and the IUT being a PX_ASN_CSE

and the IUT having registered the PX_ASN_AE


and the ASN-AE having privileges to perform CREATE operation on the resource 
TARGET_RESOURCE_ADDRESS
}

	Expected behaviour
	Test events
	Direction

	
	when {

the IUT receives a valid CREATE request from AE containing 




To set to TARGET_RESOURCE_ADDRESS and



ResourceType set to <locationPolicy> and



From set to AE_ID and 




Content attribute containing
locationSource set to 2 (Device_based) and

locationUpdatePeriod set to POSITIVE_UPDATE_PERIOD
}
	IUT ( ASN-AE

	
	then {
the IUT sends a Response message containing

Response Status Code set to 2001 (CREATED) and



 Content attribute containing




    <locationPolicy> attributes representation
}
	IUT ( ASN-AE


	TP Id
	TP/oneM2M/CSE/LOC/BV/005

	Test objective
	Check that the IUT accepts the creation of a <locationPolicy> resource with attribute locationSource set to Sharing-based

	Reference
	TS-0001 8.5.2 & 10.2.10.1.1, TS-0004 7.3.3.3 & 7.4.11.2

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 
and the originator being a PX_ADN_AE
     and the IUT being a PX_MN_CSE
      and the ADN-AE being no location positioning modules deployed
      and the ADN-AE being no Network-based positioning capabilities

and the IUT having registered the PX_ADN_AE


and the ADN-AE having privileges to perform CREATE operation on the resource 
TARGET_RESOURCE_ADDRESS
}

	Expected behaviour
	Test events
	Direction

	
	when {


the IUT receives a valid CREATE request from AE containing 




To set to TARGET_RESOURCE_ADDRESS and



ResourceType set to <locationPolicy> and



From set to AE_ID and 




Content attribute containing
locationSource set to 3 (Sharing_based)
}
	IUT ( ADN-AE

	
	then {
the IUT sends a Response message containing

Response Status Code set to 2001 (CREATED) and



 Content attribute containing




    <locationPolicy> attributes representation
}
	IUT ( ADN-AE


	TP Id
	TP/oneM2M/CSE/LOC/BV/006

	Test objective
	Check that the IUT sends a notification message including the location Information to the originator when the originator sends a retrieve request target to the <latest> resource of CONTAINER_ADDRESS <container>  associated with a <locationPolicy> resource 

	Reference
	TS-0001 8.5.2 & 10.2.10.1.1 & 10.2.10.2.2, TS-0004 7.4.11.2 

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 

and the IUT having registered the AE 
      and the IUT having created a resource LOCATIONPOLICY_ADDRESS of type <locationPolicy> containing
              locationContainerID set to CONTAINER_ADDRESS and

              locationUpdatePeriod set to ZERO (or NULL) and 
              locationSource set to LOCATION_SOURCE


and the IUT having created a resource CONTAINER_ADDRESS of type <container> containing
              locationID set to LOCATIONPOLICY_ADDRESS

and the AE having privileges to perform RETRIEVE operation on the resource 
CONTAINER_ADDRESS
      and the AE having created a resource of type <subscription> as a child of the resource CONTAINER_ADDRESS of type <container>

}

	Expected behaviour
	Test events
	Direction

	
	when {


the IUT receives a RETRIEVE request from AE containing


To set to CONTAINER_ADDRESS and


From set to AE_ID and 
no Content attribute
}
	IUT ( AE

	
	then {
the IUT sends a Response message containing

Response Status Code set to 2000 (OK) and



 Content attribute containing




   notification representation containing 

 



notificationEvent attribute containing

                                      representation attribute containing

                                                  representation of <contentInstance> including location information

}
	IUT ( AE


	TP ID
	Reference
	LOCATION_SOURCE

	TP/oneM2M/CSE/LOC/BV/006_01
	TS-0001 9.6.10 & 10.2.10 

TS-0004 7.4.11 & 6.3.4.2.3
	1 (Network_based)

	TP/oneM2M/CSE/LOC/BV/006_02
	
	2 (Device_based)

	TP/oneM2M/CSE/LOC/BV/006_03
	
	3 (Sharing_based)


	TP Id
	TP/oneM2M/CSE/LOC/BV/007

	Test objective
	Check that the IUT sends a notification message including the location Information to the originator with frequency of POSITIVE_UPDATE_PERIOD set in field of locationUpdatePeriod

	Reference
	TS-0001 8.5.2 & 10.2.10.1.1 & 10.2.10.2.2, TS-0004 7.4.11.2

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 

and the IUT having registered the AE 
      and the IUT having created a resource LOCATIONPOLICY_ADDRESS of type <locationPolicy> containing

              locationContainerID set to CONTAINER_ADDRESS and

              locationUpdatePeriod set to POSITIVE_UPDATE_PERIOD and 
              locationSource set to LOCATION_SOURCE


and the IUT having created a resource CONTAINER_ADDRESS of type <container> containing

              locationID set to LOCATIONPOLICY_ADDRESS
      and the AE having created a resource of type <subscription> as a child of the resource CONTAINER_ADDRESS of type <container>
      and the IUT having privileges to retrieve the location information from the NSE
}

	Expected behaviour
	Test events
	Direction

	
	when {


the IUT receives a location response from NSE containing


location-protocol-specific-result-code of positioning procedure execution and

location-response containing
location information
}
	IUT ( NSE

	
	then {
the IUT transforms the location-response into a oneM2M Response primitive and sends the Response primitive containing

Response Status Code set to 2000 (OK) and



 Content attribute containing




   notification representation containing 

 



notificationEvent attribute containing

                                      representation attribute containing

                                                  representation of <contentInstance> including location information

}
	IUT ( AE

	Note that: the attribute location-protocol-specific-result-code and location-response are location acquisition protocol specific and the exact name of these two attributes have to follow the specification of corresponding location protocol e.g. OMA Mobile Location Protocol.


Table Referenced values for parameter LOCATION_SOURCE
	TP ID
	Reference
	LOCATION_SOURCE

	TP/oneM2M/CSE/LOC/BV/007_01
	TS-0001 9.6.10 & 10.2.10 

TS-0004 7.4.11 & 6.3.4.2.3
	1 (Network_based)

	TP/oneM2M/CSE/LOC/BV/007_02
	
	2 (Device_based)

	TP/oneM2M/CSE/LOC/BV/007_03
	
	3 (Sharing_based)


Table Referenced values for parameter location-protocol-specific-result-code and location-response

	location-protocol-specific-result-code
	location-response
	Location protocol
	Reference

	[Result code]
	[Content]
	OMA Mobile Location Protocol
	Not Present

	[HTTP Response code]
	<TerminalLocation> representation containing

attributes address indicating the address of targeted node where location information is retrieved, locationRetrievalStatus indicating the status of retrieval of the location information for the target node , and currentLocation containing the actual location data of the target node
	OMA RESTful NetAPI
	TS-0004 Annex G


	[HTTP Response code]
	<SubscriptionNotification> representation
	OMA RESTful NetAPI
	Location Server Open RESTful API Specification



	TP Id
	TP/oneM2M/CSE/LOC/BV/008


	Test objective
	Check that the IUT creates a <container> resource with CONTAINER_NAME included in the associated <locationPolicy> resource that has been created resulted in a valid <locationPolicy> create request.

	Reference
	TS-0001 8.5.2 & 10.2.10.2.1, TS-0004 7.3.3.3 & 7.4.11.1 

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 


and the IUT having registered the AE 
      and the IUT having no created container having

             resourceName set to CONTAINER_NAME
and the IUT having created a resource LOCATIONPOLICY_ADDRESS of type <locationPolicy> containing

              locationContainerName set to CONTAINER_NAME and

              locationUpdatePeriod set to POSITIVE_UPDATE_PERIOD and 
              locationSource set to 1 (Network_based) and
locationTargetID set to LOCATION_TARGET_ID and 

locationServer set to LOCATION_SERVER_ADDRESS
    and the AE having privileges to perform CREATE operation on the resource 
TARGET_RESOURCE_ADDRESS
}

	Expected behaviour
	Test events
	Direction

	
	when {


the IUT receives a valid CREATE request from AE containing 




To set to TARGET_RESOURCE_ADDRESS and



ResourceType set to <container> and



From set to AE_ID and 




Content attribute containing
                      resourceName set to CONTAINER_NAME
                     locationID set to LOCATIONPOLICY_ADDRESS





}
	IUT ( AE

	
	then {
the IUT sends a Response message containing

Response Status Code set to 2001 (CREATED) and
Content attribute containing

             <container> resource representation containing
                         resourceName set to CONTAINER_NAME
                         locationID set to resourceID of the associated <locationPolicy> resource
}
	IUT ( AE

	Note that the IUT sets the locationContainerID attribute in <locationPolicy> resource to the resourceID of the created <container> resource


	TP Id
	TP/oneM2M/CSE/LOC/BV/009

	Test objective
	Check that the IUT creates a <subscription> resource with SUBSCRIPTION_NAME provided by the originator as a child resource of the <container> linked with a <locationPolicy> resource.

	Reference
	TS-0001 8.5.2 & 10.2.10.2.1, TS-0004 7.3.3.3 & 7.4.11.1 

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 

and the IUT having registered the AE containing
             resourceID set to NOTI_URI_ADDRESS
      and the IUT having created a resource LOCATIONPOLICY_ADDRESS of type <locationPolicy> containing
               locationUpdatePeriod set to POSITIVE_UPDATE_PERIOD and 
              locationSource set to 1 (Network_based) and

locationTargetID set to LOCATION_TARGET_ID and 

locationServer set to LOCATION_SERVER_ADDRESS and
              locationContainerID set to CONTAINER_ADDRESS and

and the IUT having created a resource CONTAINER_ADDRESS of type <container> containing

              locationID set to LOCATIONPOLICY_ADDRESS
 and the AE having privileges to perform CREATE operation on the resource 
TARGET_RESOURCE_ADDRESS
}

	Expected behaviour
	Test events
	Direction

	
	when {


the IUT receives a valid CREATE request from AE containing 




To set to TARGET_RESOURCE_ADDRESS and



ResourceType set to <subscription> and



From set to AE_ID and 




Content attribute containing
notificationURI set to NOTI_URI_ADDRESS and
eventNotificationCriteria containing 

       notificationEventType set to 3 (Create_of_Direct_Child_Resource) 
                       and notificationContentType set to 1 (All Attributes)
}
	IUT ( AE

	
	then {
the IUT sends a Response message containing

Response Status Code set to 2001 (CREATED) and

Content attribute containing

             <subscription> resource representation
}
	IUT ( AE

	Note that the IUT sets the locationContainerID attribute in <locationPolicy> resource to the resourceID of the created <container> resource


	TP Id
	TP/oneM2M/CSE/LOC/BV/010

	Test objective
	Check that the IUT responds with a <locationPolicy> resource containing attribute locationContainerID set to resourceID of the associated <container> resource

	Reference
	TS-0001 10.2.10.1.1, TS-0004 7.4.11.2.1

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 


and the IUT having registered the AE
      and the IUT having created a resource TARGET_RESOURCE_ADDRESS of type <locationPolicy> containing

              locationContainerID set to CONTAINER_ADDRESS and
locationSource set to 1 (Network_based) and

locationTargetID set to LOCATION_TARGET_ID and 

locationServer set to LOCATION_SERVER_ADDRESS

and the IUT having created a resource CONTAINER_ADDRESS of type <container> containing

              locationID set to TARGET_RESOURCE_ADDRESS

and the AE having privileges to perform RETRIEVE operation on the resource 
TARGET_RESOURCE_ADDRESS
}

	Expected behaviour
	Test events
	Direction

	
	when {


the IUT receives a RETRIEVE request from AE containing


To set to TARGET_RESOURCE_ADDRESS and


From set to AE_ID and 
no Content attributes representation
}
	IUT ( AE

	
	then {
the IUT sends a Response message containing

Response Status Code set to 2000 (OK) and

Content attribute containing

           <locationPolicy> representation containing
locationContainerID set to CONTAINER_ADDRESS
}
	IUT ( AE


	TP Id
	TP/oneM2M/CSE/LOC/BV/011

	Test objective
	Check that the IUT sets the locationStatus attribute with the error status code in the <locationPolicy> resource when the location information of the requested node is failed to be retrieved due to NSE.

	Reference
	TS-0001 8.5.2 & 10.2.10.1.1, TS-0004 7.4.11.2.1

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 


and the IUT having registered the AE

 
and the IUT having created a resource TARGET_RESOURCE_ADDRESS of type <locationPolicy>

and the AE having privileges to perform RETRIEVE operation on the resource 
TARGET_RESOURCE_ADDRESS

}

	Expected behaviour
	Test events
	Direction

	
	when {


the IUT receives a RETRIEVE request from AE containing


To set to TARGET_RESOURCE_ADDRESS and


From set to AE_ID and 
no Content attribute
}
	IUT ( AE

	
	then {
the IUT sends a Response message containing

Response Status Code set to 2000 (OK) and 

Content attribute containing 

             locationPolicy representation containing 

                           locationStatus set to LOCATION_PROTOCOL_SPECIFIC_RESULT_CODE 
}
	IUT ( AE

	Note: the error status code LOCATION_PROTOCOL_SPECIFIC_RESULT_CODE is location protocol 
specific, e.g. in OMA Mobile Location Protocol the reslt code is set to 6 indicating POSITION METHOD FAILURE. 

Note that the failure is caused by the NSE such as location server.


	TP Id
	TP/oneM2M/CSE/LOC/BV/012

	Test objective
	Check that the IUT sends a notification message including the location Information to the originator with frequency of POSITIVE_UPDATE_PERIOD set in field of locationUpdatePeriod

	Reference
	TS-0001 8.5.2 & 10.2.10.1.1, TS-0004 7.3.3.3 & 7.4.11.2

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions

	with {

the IUT being in the "initial state" 
and the originator being a ADN-AE
      and the IUT being a MN-CSE
      and the ADN-AE being no location positioning modules deployed

      and the ADN-AE being no Network-based positioning capabilities


and the IUT having registered the ADN-AE
      and the IUT having created under the ADN-AE a child resource ORIGINATOR_LOCATIONPOLICY_ADDRESS of type <locationPolicy> containing

                              locationContainerID set to ORIGINATOR_CONTAINER_ADDRESS and

                             locationUpdatePeriod set to POSITIVE_UPDATE_PERIOD and 
                            locationSource set to 3 (Sharing-based)

      and the IUT having created under the ADN-AE a child resource ORIGINATOR_CONTAINER_ADDRESS of type <container> containing

                                    locationID set to ORIGINATOR_LOCATIONPOLICY_ADDRESS
      and the IUT having created a resource of type <subscription> 
as a child resource of ORIGINATOR_CONTAINER_ADDRESS of type <container>
      and the IUT having registered a Node

              being a minimum hop with the originator compared to other nodes registered with the hosting CSE

      and the IUT having created under the Node a child resource CLOSEST_NODE_CONTAINER_ADDRESS of type <container> containing 

                      a latest <contentInstance> resource containing

                              the latest location information

and the IUT having privileges to perform RETRIEVE operation on the resource CLOSEST_NODE_CONTAINER_ADDRESS of type of <container>

}

	Expected behaviour
	Test events
	Direction

	
	when {


the IUT receives a <latest> resource of <container> from the CLOSEST_NODE_CONTAINER_ADDRESS containing


latest location information
and the IUT creates a <contentInstance> as a child resource of ORIGINATOR_CONTAINER_ADDRESS of type <container> containing

the location information that retrieved
}
	IUT ( AE

	
	then {
the IUT sends a Response primitive containing

Response Status Code set to 2000 (OK) and



 Content attribute containing




   notification representation containing 

 



notificationEvent attribute containing

                                      representation attribute containing

                                                  representation of <contentInstance> including location information

}
	IUT ( ADN-AE


	TP Id
	TP/oneM2M/CSE/LOC/BI/002

	Test objective
	Check that the IUT rejects the creation of the <locationPolicy> resource when locationSource attribute is set to Network-Based and neither locationTargetID nor locationServer is provided.

	Reference
	TS-0001 8.5.2 & 10.2.10.1.1, TS-0004 7.3.3.3 & 7.4.11.2.1

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 


and the IUT having registered the AE 

and the AE having privileges to perform CREATE operation on the resource 
TARGET_RESOURCE_ADDRESS
}

	Expected behaviour
	Test events
	Direction

	
	when {


the IUT receives a CREATE request from AE containing 




To set to TARGET_RESOURCE_ADDRESS and



Resource Type set to <locationPolicy> and



From set to AE_ID and 




Content attribute containing
LocationSource set to 1 (Network_based)
}
	IUT ( AE

	
	then {
the IUT sends a Response message containing

Response Status Code set to 4000 (BAD_REQUEST) 
}
	IUT ( AE


	TP Id
	TP/oneM2M/CSE/LOC/BO/003

	Test objective
	Check that the IUT responds with an error message  “NOT_FOUND” when receiving a retrieve request target to an non-existing <locationPolicy> resource

	Reference
	TS-0001 8.5.2 & 10.2.10.1.2, TS-0004 7.3.3.2 & 7.4.11.2.2

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state"

and the IUT having registered the AE 
      and the IUT having not created under the AE a resource LOCATIONPOLICY_ADDRESS of type <locationPolicy> 
      and the IUT having privileges to perform RETRIEVE operation on <locationPolicy> resource
}

	Expected behaviour
	Test events
	Direction

	
	when {


the IUT receives a RETRIEVE request from AE containing


To set to LOCATIONPOLICY_ADDRESS and


From set to AE_ID and 
no Content attribute 

}
	IUT ( AE

	
	then {
the IUT sends a Response message containing

Response Status Code set to 4004 (NOT_FOUND) 
}
	IUT ( AE


-----------------------End of change 1--------------------------------------------
�Question: whether originator (AE) has privilege to initiate a <container> creation request to hosting CSE to create a <container> resource which is linked to a <locationPolicy> resource that has been created due to a valid <locationPolicy> create request


�REQ-0001-08062-1


�REQ-0001-08062-2





When there is a retrieve request target to <container> that is linked with <locationPolicy>, the IUT (registrar CSE) has to respond with location information.


�Authorization of retrieving the location information from NSE





REQ-0001-08062-3


�REQ-0001-08062-4





The originator of location request receives the location information through notification sent from Registrar CSE


�REQ-0001-09173





<container> resource is created associated with a created <locationPolicy> resource


�REQ-0001-09174





One of three location acquisition methods is included while sending a <locationPolicy> create request


�REQ-0001-10057-5





TP/oneM2M/CSE/LOC/BO/001


�REQ-0001-10057-6





When hosting CSE receives a <locationPolicy> create request message including locationSource and optional locationContainerName etc, the hosting CSE will create a <locationPolicy> resource and meanwhile create a <container> resource that is associated with the <locationPolicy> 





�REQ-0001-10057-7





The objective is to check whether the IUT (Hosting CSE) includes attribute locationContainerID in the response message sent to the originator.


�REQ-0001-10057-8


�REQ-0001-09174





Pre-conditions for a sharing-based location request case:


 Originator is ADN-AE which is resource-constraint and neither location positioning module deployed nor Network-based positioning capabilities


Hosting CSE is MN-CSE


�REQ-0001-10057-8





Pre-condition:





- Hosting CSE having registered a node 


        being a minimum hop with the originator compared to other nodes registered with the hosting CSE


and having <container> resource containing 


                   a latest RESOURCE_ADDRESS resource of  <contentInstance> containing 


                           the latest location information 


�REQ-0001-10058-1





TP/oneM2M/CSE/LOC/BO/003





The Objective is to check that IUT responds with an error message  “NOT_FOUND” when receiving a retrieve request target to an non-existing <locationPolicy> resource





�REQ-0001-10058-2





TP/oneM2M/CSE/LOC/BO/004





The objective is to check that IUT rejects a retrieve request target to a <locationPolicy> resource when the originator has no access privileges to perform RETRIEVE operation


�REQ-0001-10059-2





Referer to TS-0004 7.3.3.4


�


�REQ-0001-10059-3





Map to REQ-0001-08062-2


�REQ-0001-10059-4


�REQ-0001-10060-1





Precondition of a locationPolicy resource delete operation:


The requested case is existing





�Precondition for delete a <locationPolicy> resource for a sharing-based location request case


�REQ-0001-10060-2





To check the IUT(CSE) cheks the access control privileges of originator for delete operation


�REQ-0001-10060-3 





One objective can be a try to retrieve the deleted <container> resource to check whether the resource is deleted or not


�Precondition of <container> resource creation


�REQ-0001-10061-1





To check IUT(CSE) creates a container resource with the provided container resource name if it never has been created


�REQ-0001-10061-2





To check the IUT (CSE) to respond with an exception when container name is duplicated


�REQ-0001-10061-3





To check the IUT (CSE) creates container resource with resource name generated by hosting cse and insert the resourceID into field of locationContainerID in locationPolicy resource





�REQ-0001-10062





To check the IUT (CSE) performs frequency location update i.e. sends notification message to the originator for the location information following the frequency specified by the field value of locationUpdatePeriod attribute


�REQ-0001-10059-3





Map to REQ-0001-08062-2


�REQ-0004-07111-1





An associated <container> resource is created when the <locationPolicy> resource is created successfully





�REQ-0001-10057-7


�REQ-0001-10061-3





The hosting CSE uses the locationContainerID field value (if any) included in the <locationPolicy> create request message. If the attribute locationContainerID is not included, then the hosting CSE generates a random name for the <container> that is associated with the <locationPolicy> resource.


�REQ-0004-07111-2





TP/oneM2M/CSE/LOC/BV/00�6





The objective is to check that IUT sends notification message containing the location information to the originator of the location request when the originator sends a retrieve request target to the <latest> resource of the <container> resource.





Case-1: In case that locationUpdatePeriod is set to either zero (‘0’) or ‘NULL’, when a retrieve request target to the <latest> child resource of the <container> that is associated with the <locationPolicy> is requested, the hosting CSE sends notification message containing the location information to the originator of location request.








�REQ-0004-07111-2





TP/oneM2M/CSE/LOC/BV/007_01


�REQ-0004-07111-2





TP/oneM2M/CSE/LOC/BV/007_02


�REQ-0004-07111-2





TP/oneM2M/CSE/LOC/BV/007_03


�REQ-0004-07111-3





TP/oneM2M/CSE/LOC/BI/002�





To check the IUT (CSE) responds with error and updates the field value of responseStatusCode when location request is invalid in case of Netowork-based request case


�REQ-0004-07111-3





Note that this is a not testable feature when it comes to reference point interface testing between AE and CSE


�REQ-0004-07111-4 





Note that this is a not testable feature when it comes to reference point interface testing between AE and CSE


�REQ-0001-10062


�REQ-0004-07111-5





To check IUT (CSE) that is able to handle sharing based location requests when closest node of the originator is found 


�REQ-0004-07111-6





To check IUT (CSE) that is able to handle sharing based location requests when the closest node of the originator is not found


�REQ-0004-07111-6





TP/oneM2M/CSE/LOC/BV/004





similar to REQ-0004-07111-3





To check the IUT (CSE) responds with error and updates the field value of responseStatusCode when location request is invalid in case of Netowork-based request case





The Objective is to check IUT (the hosting CSE) sets the locationStatus attribute in the created <locationPolicy> resource with the error status code when location information of the requested node is failed to be retrieved. (e.g. from location server or self-positioning module etc.)


�REQ-0001-09173





�Map to REQ-0001-10059-3 and REQ-0001-08062-2


�Map to REQ-0001-10059-4


�REQ-0004-07114





Map to REQ-0001-10060-3


�https://forge.fiware.org/plugins/mediawiki/wiki/fiware/index.php/Location_Server_Open_RESTful_API_Specification


�Question: whether originator (AE) has privilege to initiate a <container> creation request to hosting CSE to create a <container> resource which is linked to a <locationPolicy> resource that has been created due to a valid <locationPolicy> create request


�http://www.cs.columbia.edu/sip/drafts/LIF_TS_101_v3.0.0.pdf


�Hosting CSE having registered a node 


        being a minimum hop with the originator compared to other nodes registered with the hosting CSE


and having <container> resource containing 


                   a latest RESOURCE_ADDRESS resource of  <contentInstance> containing 


                           the latest location information 








The IUT abstracts the location information from the nearest node by retrieveing the latest <contentInstance> and then creates a new <contentInstance> containing the retrieved location information as a child resource of the <container> resource of the ADN-AE





�The originator ADN-AE NODE


�The closeST node


�To have access right to retrieve the location info from closest node and use that info to create a new <cin> to store as its location info
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