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1
Scope

The document specifies the detailed defined product profiles that can be used by manufactures and service providers where for each dedicated product, one of the defined product profile can be selected. The product profile would provide guidance to what features shall be implemented, what features should be implemented and what features may be implemented. The present document also describes the test purposes that need to go through if the product need to be certified.
2
References

The following text block applies. 

References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references,only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.

2.1
Normative references

Clause 2.1 only shall contain normative (essential) references which are cited in the document itself. These references have to be publicly available and in English.
The following referenced documents are necessary for the application of the present document.
· Use the EX style, enclose the number in square brackets and separate it from the title with a tab (you may use sequence fields for automatically numbering references, see clause A.4: "Sequence numbering") (see example).

EXAMPLE:

[1]
 ETSI TR 102 473: "<Title>". 
2.2
Informative references
Clause 2.2 shall only contain informative references which are cited in the document itself.

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
· Use the EX style, add the letter "i" (for informative) before the number (which shall be in square brackets) and separate this from the title with a tab (you may use sequence fields for automatically numbering references).
 [i.1]
oneM2M Drafting Rules  (http://member.onem2m.org/Static_pages/Others/Rules_Pages/oneM2M-Drafting-Rules-V1_0.doc)
3
Definitions, symbols and abbreviations

Delete from the above heading the word(s) which is/are not applicable.
3.1
Definitions

Clause numbering depends on applicability.

· A definition shall not take the form of, or contain, a requirement. 

· The form of a definition shall be such that it can replace the term in context. Additional information shall be given only in the form of examples or notes (see below). 

· The terms and definitions shall be presented in alphabetical order. 
For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply:

Definition format

<defined term>: <definition>

If a definition is taken from an external source, use the format below where [N] identifies the external document which must be listed in Section 2 References.
<defined term>[N]: <definition>

example 1: text used to clarify abstract rules by applying them literally

NOTE:
This may contain additional information.

3.2
Symbols

Clause numbering depends on applicability.

For the purposes of the present document, the [following] symbols [given in ... and the following] apply:

Symbol format

<symbol>
<Explanation>

<2nd symbol>
<2nd Explanation>

<3rd symbol>
<3rd Explanation>

3.3
Abbreviations

Abbreviations should be ordered alphabetically.

Clause numbering depends on applicability.

For the purposes of the present document, the [following] abbreviations [given in ... and the following] apply:

Abbreviation format

<ABREVIATION1>
<Explanation>

<ABREVIATION2>
<Explanation>

<ABREVIATION3>
<Explanation>

3.4
Acronyms

Acronyms should be ordered alphabetically.

Clause numbering depends on applicability.

For the purposes of the present document, the [following] abbreviations [given in ... and the following] apply:

Acronym format

<ACRONYM1>
<Explanation>

<ACRONYM2>
<Explanation>

<ACRONYM3>
<Explanation>

4
Conventions 

The key words “Shall”, ”Shall not”, “May”, ”Need not”, “Should”, ”Should not” in this document are to be interpreted as described in the oneM2M Drafting Rules [i.1]
5
Conformance test cases per feature
This clause describes the mapping of features to conformance test cases.
<Text>

6
Definition of feature sets

Defines feature sets that includes features. For the interoperability purpose, when implementing, all the features in a feature set shall be implemented or none of the features in the feature set shall be implemented. The selection of feature set depends on the definition of product profiles. This clause describes the denpendencies between features.
7
Product service profiles
7.1
Introduction
7.2
Basic Device Profile
7.2.1
Profile description
oneM2M provides serveral logical entity concepts called ‘Node’ to explain oneM2M Architecture in TS-0001. And from the descriptions about the node types indicates some examples that particular node could match with pyshical oneM2M devices (e.g. ADN -> constrainted oneM2M Device). But for the oneM2M device developers, may require more detail information to design and implement physical devices.

This Basic Device Profile defines set of minimum features which should be used for many types of oneM2M devices.
7.2.2
Profile usage examples

Basic Device Profile could be the basic profile of all oneM2M devices like sensor, actuator, gateway, service server etc. And also this profile could be used independently when developers want to implement oneM2M device with special functions.

7.2.3
Feature set

7.2.3.1 ADN Basic Device Profile
The features defined in this clause SHALL be implemented by the product.
Table 7.2.3.1 Feature set for ADN Basic Device Profile

	No.
	Function
	Sub-function
	Feature
	Operation
	Test Purposes Mapping 

	1
	Registration
	AE registration
	AE registration operation in originator role, only using mandatory attributes.
	CREATE
	Editor’s note: Mapping Test Purpose ids has to be updated here.

	
	
	AE deregistration
	AE deregistration operation in originator.
	DELETE
	

	2
	Data Management
	<container> resource management.
	Create operation in originator role, only using mandatory attributes
	CREATE
	

	
	
	<contentInstance> resource management
	Create operation in originator role, only using mandatory attributes
	CREATE
	


7.2.3.2 ASN Basic Device Profile
The features defined in this clause SHALL be implemented by the product.
Editor's Note: add ASN Basic Device Profile feature set table.
7.2.3.3 MN Basic Device Profile
The features defined in this clause SHALL be implemented by the product.
Editor's Note: add MN Basic Device Profile feature set table.
7.2.3.4 IN Basic Device Profile
The features defined in this clause SHALL be implemented by the product.

Table 7.2.3.4 Feature set for IN Basic Device Profile

	No.
	Function
	Sub-function
	Feature
	Operation
	Test Purposes Mapping 

	1
	Registration
	AE registration
	AE registration operation in receiver role, only using mandatory attributes.
	CREATE
	Editor’s note: Mapping Test Purpose ids has to be updated here.

	
	
	
	AE registration operation in receiver role, using optional attributes.
	CREATE
	

	
	
	AE deregistration
	AE deregistration operation in receiver role.
	DELETE
	

	
	
	CSE registration
	CSE registration operation in receiver role, only using mandatory attributes.
	CREATE
	

	
	
	
	CSE registration operation in receiver role, using optional attributes.


	CREATE
	

	
	
	CSE deregistration
	CSE deregistration operation in receiver role.
	DELETE
	

	2
	Data Management
	<container> resource management.
	Create operation in receiver role, only using mandatory attributes
	CREATE
	

	
	
	
	Create operation in receiver role, using optional attributes
	CREATE
	

	
	
	
	Update operation in receiver role, only using mandatory attributes
	UPDATE
	

	
	
	
	Update operation in receiver role, using optional attributes
	UPDATE
	

	
	
	
	Retrieve operation in receiver role.
	RETRIEVE
	

	
	
	
	Delete operation in receiver role.
	DELETE
	

	
	
	<contentInstance> resource management
	Create operation in receiver role, only using mandatory attributes
	CREATE
	

	
	
	
	Create operation in receiver role, using optional attributes
	CREATE
	

	
	
	
	Update operation in receiver role, only using mandatory attributes
	UPDATE
	

	
	
	
	Update operation in receiver role, using optional attributes
	UPDATE
	

	
	
	
	Retrieve operation in receiver role.
	RETRIEVE
	

	
	
	
	Delete operation in receiver role.
	DELETE
	

	
	
	<latest>, <oldest> resource management
	Retrieve operation in receiver role.
	RETRIEVE
	

	
	
	
	Delete operation in receiver role.
	DELETE
	

	3
	Authorization
	<accessControlPolicy> resource management
	Create operation in receiver role, only using mandatory attributes
	CREATE
	

	
	
	
	Create operation in receiver role, using optional attributes
	CREATE
	

	
	
	
	Update operation in receiver role, only using mandatory attributes
	UPDATE
	

	
	
	
	Update operation in receiver role, using optional attributes
	UPDATE
	

	
	
	
	Retrieve operation in receiver role.
	RETRIEVE
	

	
	
	
	Delete operation in receiver role.
	DELETE
	

	4
	Subscription and notification
	<subscription> 

resource management
	Create operation in receiver role, only using mandatory attributes
	CREATE
	

	
	
	
	Create operation in receiver role, using optional attributes
	CREATE
	

	
	
	
	Update operation in receiver role, only using mandatory attributes
	UPDATE
	

	
	
	
	Update operation in receiver role, using optional attributes
	UPDATE
	

	
	
	
	Retrieve operation in receiver role.
	RETRIEVE
	

	
	
	
	Delete operation in receiver role.
	DELETE
	



7.3
Sensing Service Profile
7.3.1
Profile description
All devices implementing sensing services is characterized with collecting and uploading measurement data into a destination e.g. a repository, even though these devices may be designed to undertake different tasks with different purposes, e.g. monitoring temperature, detecting illumination, collection of location information etc. 
The sensing service profile defines a set of features required to implement sensing functionalities including creation and update of <container>, creation of <contentInstance> etc.
7.3.2
Profile usage examples
oneM2M provides a common service layer to enable IoT devices in different application domain to be able to interact with each other. In different oneM2M service scenarios, same type of IoT devices may be designated with different tasks or totally different type of IoT devices are deployed.

Taking smart socket as an example, when a manufacturer-A decides to design a smart socket with oneM2M sensing service, he can refer to the Sensing Service Profile to check the minimum features that are required to implement. The features for Sensing Service Profile are defined in Section 7.2.3 Feature Set. When another manufacturer-B also designs a smart socket complying with the Sensing Service Profile, these two smart sockets produced from two different manufacturers are interoperable potentially to work together to implement complex tasks.
7.3.3
Fundamental feature sets

Container is used for storing the measurements of sensing device and whenever there is data measured from the sensing device,  the data will be sent to the CSE for storage by sending a <contentInstance> create request from the originator where the encoded measurement is included within the payload of the <contentInstance> create request. 
In summary, oneM2M sensing service profile consists of minimum features to implement Data Management for Container and ContentInstance functionality shown in Table 7.2.3.1 as following:

· <container> CREATE, UPDATE and DELETE

· <contentInstance> CREATE and DELETE

Features defined in the Generic Device Profile will also be referenced and implemented prior to implement the sensing service. 
Table 7.2.3.1 Features for Sensing Service Profile

	No.
	Functionality
	Target Resource
	Operation
	Test Purposes Mapping 

	Attribute

	1
	Data Management of Container and ContentInstance
	<container>
	CREATE
	
	Editor’s note: Mandatory attributes required to be included in a CREATE and UPDATE request are specified in TS-0004 and optional attributes defined for CREATE and UPDATE request is update to manufacturers to choose according to different purposes.

	
	
	
	UPDATE
	
	

	
	
	
	DELETE
	
	

	
	
	<contentInstance>
	CREATE
	
	

	
	
	
	DELETE
	
	

	Note: the Sensing Service Profile defines a set of features for implementing oneM2M Sensing services. 

Note: Test Purpose Mapping defines reference information for testing and certification purposes only.

Editor’s Note: The Functionality column defines a list of functionalities that mapp to function group defined in oneM2M TS-0001.



7.3.4
Extendable feature sets

The features defined in this clause MAY be implemented by the product
7.4
Actuating Service Profile
7.4.1
Profile description
Devices implementing actuating services is characterized with converting a controller command signal into a change in a physical parameter and changing one type of physical quantity into another alternative form. 

In a smart home scenario, smart sockets which are designed to manage and control the energy consumption of home devices, are usually plugged into temperature sensors, for instance, to trigger airconditioner or heater when the temperature is higher or lower than the configured temperature setting. 
The controller command signal for triggering airconditioner or heater is generated by a handler that handles the comparison operations between the sensed temperature value and the programmed threshold and then sent to the triggered devices. In oneM2M architecture, the transmission of controller command signal can be achieved by deploying notification mechanism. To this end, the airconditioner or heater has to subscribe to the temperature sensor in advance.  

In order to implement actutating services, devices have to implement subscription and notification mechanisms defined in oneM2M TS-0001 besides implementation features defined in the Generic Device Profile [REFERENCE-TO-GENERIC-DEVICE-PROFILE] as a fundamental functionalities, i.e. Registration and Data management for container and contentInstance. 
7.4.2
Profile usage

oneM2M provides a common service layer to enable IoT devices in different application domain be able to interact with each other. In different oneM2M service scenarios, same type of IoT devices may be designated with different service implementation or totally different type of IoT devices are deployed, which results in a difficulty in choosing oneM2M features for those IoT devices designed for different purposes. The actuating service profile assists device manufacturers to easily and clearly choose minimum oneM2M features for their oneM2M compliant devices to implement oneM2M actuating services.  
Taking smart socket as an example, when a manufacturer-A decides to design a smart socket with oneM2M actuating service, he can refer to the Actuating Service Profile to check the minimum features that are required to implement. The features for Actuating Service Profile are defined in Section 7.3.3 Feature Set. When another manufacturer-B also designs a smart socket complying with the Actuating Service Profile, these two smart sockets produced from two different manufacturers are interoperable potentially to work together to implement complex tasks.  
7.4.3
Feature set
The feature set shown in Table 7.3.3.1 consist of a group of features that all oneM2M compliant devices have to implement in order to implement actuating services. 

Based on the nature of actuator that generates and transmits control command signal to trigger a target device, oneM2M compliant actuating devices have to be able to subscribe to sensing devices so that whenever the sensing device uploads sensing measurement, the actuating device can be notified with the new measurement. Similarly, actuating devices have to be able to send notifications including control commands to physical devices designated to be triggered. 

In summary, oneM2M actuating service profile consists of minimum features to implement actuating services as following:

· Subscription creation: creates a <subscription> resource as a child resource of sensing devices (AE)’s <container> resource to enable the actuating devices subscribe to sensing devices.

· Notification management: sends a single/aggregated notification to the target devices by including <contentInstance> resource(s) including control commands.
Features defined in the Generic Device Profile will also be referenced and implemented when the actuating service is desired to be implemented.
Table 7.3.3.1 The Feature set for Actuating Service Profile

	No.
	Functionality
	Target Resource
	Operation
	Test Purposes Mapping 

	Attribute


	1
	Subscription
	<subscription>
	CREATE
	Editor’s Note: the test purpose ID mapped to TS-0018
	Editor’s note: Mandatory attributes required to be included in a CREATE and UPDATE request for a specific resource are specified in TS-0004 and optional attributes defined for CREATE and UPDATE request is up to manufacturers to choose according to different purposes.

	
	
	
	UPDATE
	
	

	
	
	
	DELETE
	
	

	2
	Notification Management
	<notification>
	CREATE
	
	

	
	
	<aggregatedNotification>
	CREATE
	
	

	Note: the Actuacting Service Profile defines a set of features for implementing oneM2M actuating services. 

Note: Test Purpose Mapping defines reference information for testing and certification purposes only.

Editor’s Note: The Functionality column defines a list of functionalities that mapp to function group defined in oneM2M TS-0001.


7.4.4
Extendable feature sets

7.5
Constraint sensor

7.5.1
Profile description
The profile defines constraint sensor that is powered by battery and intended to be used for years after deployment without any human interference for maintenance. Therefore, the function of  constraint sensor need to be very limited.

A sensor is intended to be reporting sensed data to the CSE periodically or according to some other period. Everytime the sensor reports data, it sends one message to the CSE. In order to save battery, the sensor can be sleeping before and after the reporting of sensed data.

For the successful report of data, there is needed some context resource architecture like the AE resource, the container resource etc. The resource architecture can be pre-configured in order to minimize the complexity of the constraint sensor.

7.5.2
Profile usage examples
The profile applies to constraint sensors that report periodically sensed data. Some example of this kind of product include:

Electricity, water, gas meters that report consumed amount of electricity, water or gas to the CSE. The meters are deployed inside houses and are powered by battery. 

Temperature, humidity sensors that are deployed in the open air for environment monitoring. The sensors can be deployed in places that are hardly reachable for people that the sensor’s need to be working without human inference for years powered with battery.

7.5.3
Fundamental feature sets
The Creation of <contentInstance> resource.

Editor’s note: to be indexed to feature catalogue.
7.5.4
Extendable feature sets
The Creation of <AE> resource.

Editor’s note: to be indexed to feature catalogue.
7.6
Constraint actuator

7.6.1
Profile description
The profile defines constraint actuator that is powered by battery and intended to be used fro years after deployment without any human interference for maintenance. Therefore, the function of constraint actuator need to be very limited.

An actuator is intended to be receiving control command from CSE via notification or other means. The actuator then actuates according to the control command.

The actuator need to receive control command. As a result, the actuator need to be request reachable to receive notification or be able to start a polling channel.

7.6.2
Profile usage examples
Swithes deployed along the street light to switch on or off the street light remotely.

7.6.3
Fundamental feature sets
Set option 1:
The creation of <AE> resource and indicate pointOfAccess attribute to receive notification.

The creation of <subscription> resource with necessary attributes set to trigger notification.
Set option 2:

The creation of <subscription> resource with necessary attributes set to trigger notification.
The creation of <pollingChannel> resource to buffer notifications.
Set option 3:

Retrieve <contentInstance>
Editor’s note: to be indexed to feature catalogue.
7.2.4
Extendable feature sets


8
Product management profiles

8.1
Introduction
8.2
Name of profile 1

8.2.1
Profile description
<Text>

8.2.2
Profile usage examples

8.2.3
Fundamental feature sets

The features defined in this clause SHALL be implemented by the product.
8.2.4
Extendable feature sets

The features defined in this clause MAY be implemented by the product
9
Product security profiles

The following text is to be used when appropriate:

Proforma copyright release text block

This text box shall immediately follow after the heading of an element (i.e. clause or annex) containing a proforma or template which is intended to be copied by the user. Such an element shall always start on a new page.

Notwithstanding the provisions of the copyright clause related to the text of the present document, oneM2M grants that users of the present document may freely reproduce the <proformatype> proforma in this {clause|annex} so that it can be used for its intended purposes and may further publish the completed <proformatype>.

<PAGE BREAK>

Annexes

Each annex shall start on a new page (insert a page break between annexes A and B, annexes B and C, etc.).

Use the Heading 9 style for the title and the Normal style for the text.
Annex <A> (Informative/Normative):Remove Informative or Normative as appropriatTitle of annex (style H9)
<Text>

<PAGE BREAK>

Annex <B>(Informative/Normative): Remove Informative or Normative as appropriateTitle of annex (style H9)
<Text>

B.1
First clause of the annex (style H1)
<Text>

B.1.1
First subdivided clause of the annex (style H2)
<Text>

<PAGE BREAK>
The following text is to be used when appropriate:

Annex <y>:
Bibliography

The annex entitled "Bibliography" is optional.

It shall contain a list of standards, books, articles, or other sources on a particular subject which are not mentioned in the document itself 
It shall not include references mentioned in the document.

Use the Heading 9 style for the title and B1+ or Normal for the text.

· <Publication>: "<Title>".

OR

<Publication>: "<Title>".

<PAGE BREAK>

History

This clause shall be the last one in the document and list the main phases (all additional information will be removed at the publication stage).
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�This column contains the test purposes ID that each feature mapped to TS-0018


�This column contains the test purposes ID that each feature mapped to TS-0018


�The introduction to the profile table has to define somewhere with explanation the purpose of each column





