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Introduction
This contribution proposes to define function call flows for initial resource creation and security enhancement.
-----------------------Start of change 1--------------------------------------------
7
Function Call Flows 

7.3
Initial Resource Generation

After the sensors and actuators registered with farm gateway, each sensor needs to create a container resource under its AE resource located in the farm gateway (MN-CSE). The created container resource will be used for storing the environment measurement data that are wrapped in a contentInstance resource. Also the farm administrator can create an accessControlPolicy resource for AE that is hosted on the sensors and actuators to configure access control rules for external guest users indicating those who can receive access control right to access particular AE resource from farm administrator.
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Figure 7.3- 1 Initial Resource Creation Flows
-----------------------End of change 3--------------------------------------------
-----------------------Start of change 4--------------------------------------------
7.4
Security Ehancement
To enhance the security level of resource data management and guarantee the authentication access to the farm services, resources such as AE, container, etc are applied with access control policies. AE resource is located in the top of the  hierarchical resource structure of any device that hosts an AE which requires relatively higher level security than other resources from authentication access perspective. 
The AE resources can apply the access control rules by linking with a valid accessControlPolicy resource. Meanwhile, to grant guest users the access control right to a particular AE resource, the entity ID of the guest users have to be added into the accessControlOriginator field in the accessControlPolicy resource. All those oneM2M operations have to be initialized by the farm administrator or the person who got grants from farm administrator to be able to perform those operations.
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Figure 7.4- 1 Security Enhancement Call Flows
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