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Introduction
	CSE registration
	CSE registration operation in receiver role, only using mandatory attributes.
	ETSI
	 Covered in this contribution

	
	CSE registration operation in receiver role, using optional attributes.
	ETSI
	 Covered in this contribution.  See comments below

	CSE deregistration
	CSE deregistration operation in receiver role.
	ETSI
	 Covered in this contribution

	<remoteCSE> resource management
	Retrieve operation in receiver role.
	ETSI
	 Basic DMR test cases???

	
	Update operation in receiver role, only with mandatory attributes
	ETSI
	 Basic DMR test cases???

	
	Update operation in receiver role, using optional attribute ‘accessControlPolicyIDs’
	ETSI
	 Basic DMR test cases???

	
	Update operation in receiver role, using optional attribute ‘expirationTime’
	ETSI
	 Basic DMR test cases???

	
	Update operation in receiver role, using optional attribute ‘labels’
	ETSI
	 Basic DMR test cases???

	
	Update operation in receiver role, using optional attribute ‘announceTo’
	ETSI
	 Basic DMR test cases???

	
	Update operation in receiver role, using optional attribute ‘announcedAttribute’
	ETSI
	 Basic DMR test cases???

	
	Update operation in receiver role, using optional attribute ‘pointOfAccess’
	ETSI
	 Basic DMR test cases???

	
	Update operation in receiver role, using optional attribute ‘M2M-Ext-ID’
	ETSI
	 Basic DMR test cases???

	
	Update operation in receiver role, using optional attribute ‘Trigger-Recipient-ID’
	ETSI
	 Basic DMR test cases???

	
	Update operation in receiver role, using optional attribute ‘requestReachability’
	ETSI
	 Basic DMR test cases???

	
	Update operation in receiver role, using optional attribute ‘nodeLink’
	ETSI
	 Basic DMR test cases???


This contribution proposes to add Test Descriptions for CSE Registration.
In the introduction section, I renumber “OLD” requirement IDs to align with new values in our spreadsheet.
	
	REQ-0001-10142
	Basic CREATE <remoteCSE> - check if covered

	
	REQ-0001-10200
	allow “unknown” CSE that is “Authenticated”


	
	REQ-0001-10201
	REQ-0001-10138, REQ-0001-10139, REQ-0001-10140

	
	REQ-0001-10202
	Repeat common create operations.  Is this covered in existing TPs?

	
	REQ-0001-10143
	Test needed to see if originator creates local <remoteCSE>

	
	REQ-0001-10144
	I added another sentence to the requirement.

Uses a “MAY” statement.  Should it be made into a “shall” for CSE consistency?  ARC CR?  Must perform “proper” request message.

	
	REQ-0001-10145
	If REQ-0001-10144 is done, then this must be done as well. However, information to be updated is not specified, therefore there is no compliance check that can fail, because any update or no update is valid.  TS-0004 lists possible attributes to update. Spec change could require this and test could verify that existing optional data is updated in the local resource.

	TS-0001
_remoteCSE_002
	REQ-0001-10012
	Moved this to a more appropriate location. A couple lines down.
How can we verify that a CSE-ID in the from field is actually a CSE-ID? 



	
	REQ-0001-10203
	I am not sure what this is for and how it relates to oneM2M. This is an external interface.

	
	REQ-0001-10204
	Verify that the response from the receiver is proper <remoteCSE>. DMR?

	
	REQ-0001-10205
	Originator create a local <remoteCSE> with information about the CSE that was just registered to.  Verify that M attributes are created.

	
	REQ-0001-10206
	If a retrieve is performed on the remote <CSEbase> the remote CSE should have <ACP> that allow this retrieve.  This is an IMPLIED requirement.
If a retrieve is performed, optional values should be updated.  Test setup should specify optional attributes so that we can check that they are used.

Should use this: REQ-0001-10013

	TS-0001
_remoteCSE_003
	REQ-0001-10013
	Can be a basic DMR test case

	TS-0001
_remoteCSE_004
	REQ-0001-10014
	Can be a basic DMR test case

	TS-0001
_remoteCSE_005
	REQ-0001-10015
	Can be a basic DMR test case

	
	REQ-0001-10207
	I am not sure what this is for and how it relates to oneM2M. This is an external interface. REQ-0001-10203

	
	REQ-0001-10173
	Repeat common DELETE operations.  Is this covered in existing TPs?

	
	REQ-0001-10174
	Repeat common DELETE operations.  Is this covered in existing TPs?

	
	REQ-0001-10175
	Repeat common DELETE operations.  Is this covered in existing TPs?

	
	REQ-0001-10176
	The Originator, upon receipt of the DELETE response, shall delete a <remoteCSE> resource locally under its <CSEBase> resource

	
	REQ-0001-10208
	If the Receiver rejects the DELETE request and responds with an error in the DELETE response, the Originator cannot 
perform the action described in the Step 004

	
	REQ-0001-10209
	The originator CSE does not have RETRIEVE permission at CSEBase


10.1.1.2.1
CSE Registration procedure

The procedure for CSE Registration follows the procedure described in clause 10.1.1.1, but with some deviations. Below is the detailed description on how to perform the CSE Registration and which part of the procedure deviates from the one described in clause 10.1.1.1.

The Registration procedure requires the creation of two resources (a <remoteCSE> on the Receiver CSE and a <remoteCSE> on the Originator CSE) rather than one resource. The Registration procedure is always initiated by a CSE in the field domain except in the inter-domain case described in clause 6.5.

Originator: The Originator shall be the registering CSE.

Receiver: The Receiver shall create the <remoteCSE> resource.
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Figure 10.1.1.2.1-1: Procedure for CREATEing a <remoteCSE> Resource

All the parameters of the request and steps that are not indicated do not deviate from clause 10.1.1.1.

Step 001: The Originator shall send mandatory parameters and may send optional parameters in Request message for CREATE operation as specified in clause 8.1.2

Step 002: The Receiver shall:

1) The registrar CSE shall allow unknown remote CSE to attempt to ‘CREATE’ when it was authenticated by credential provided by the entity
. See TS-0003[2] further detail about authentication for the CSE.
2)  Perform sub-steps 2)-10), 
from step 002 from clause 10.1.1.1 are applicable.

NOTE:
Optionally, if the M2M Service Provider supports inter-domain communication, the Receiver could perform this step if the attribute CSEBase (part of the Content parameter of the request) contains the public domain of the CSE. The Receiver could construct the domain as described in clause 6.4 and 6.5. The Receiver could add an AAA or AAAA record in DNS with the public domain name of the Originator CSE and the IP address of the IN-CSE associated with the Originator.

Step 003: See clause 10.1.1.1
.

Step 004: The Originator, upon receipt of the successful CREATE response message, shall create a <remoteCSE> resource locally under its <CSEBase> resource. This resource is representing the Receiver CSE. The Originator shall provide the appropriate values to all mandatory parameters as described in clause 9.6.4.

Step 005: The Originator may issue a RETRIEVE Request towards the Receiver (same To as for the CREATE request message) to obtain the optional attributes of the <remoteCSE> resource created at the Originator in step 004 (e.g. labels, accessControlPolicyIDs attributes). The RETRIEVE procedure is described in clause 10.1.2.

See clauses 8.1.2 for the information to be included in the Request message.

Step 006: The Receiver verifies that the Originator has the appropriate privileges to access the information.

Step 007: The Receiver sends a RETRIEVE response message, according to the procedure described in clause 10.1.2.

See clauses 8.1.3 and 8.1.4 for the information to be included in the Response message.

Step 008: The Originator shall update the created <remoteCSE> resource for the Receiver with the information obtained in step 007.

General Exceptions:

All exceptions from clause 10.1.1.1 are applicable; in addition the following exception may occur:

1) The Originator does not have the privileges to retrieve the attributes of the Receiver CSE. The Receiver responds with an error
.

10.1.4.2.1
CSE Deregistration procedure

The procedure for CSE Deregistration follows the procedure described in clause 10.1.4.1, but with some exceptions. Below is the detailed description on how to perform the CSE Deregistration and which part of the procedure deviates from the one described in clause 10.1.4.1.

The Deregistration procedure accompanies the deletion of two resources (a <remoteCSE> on the Hosting CSE and a <remoteCSE> on the Originator CSE) rather than one resource. The Deregistration procedure can be initiated by either Registree CSE or Registrar CSE.
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Figure 10.1.4.2.1-1: Procedure for DELETING a <remoteCSE> Resource

Step 001: See clause 10.1.4.1.

Step 002: See clause 10.1.4.1.

Step 003: See clause 10.1.4.1.

Step 004: The Originator, upon receipt of the DELETE response, shall delete a <remoteCSE> resource locally under its <CSEBase> resource.

General Exceptions:

All exceptions from 10.1.4.1 are applicable; in addition the following exception may occur:

1) If the Receiver rejects the DELETE request and responds with an error in the DELETE response, the Originator cannot perform the action described in the Step 004.

10.2.2
<remoteCSE> Resource Procedures

10.2.2.1
Create <remoteCSE>
This procedure shall be used for creating a <remoteCSE> resource. It is part of the registration procedure for remote CSEs on the Registrar CSE (which is also the Hosting CSE), as described in clause 10.1.1.2.1.

Table 10.2.2.1-1: <remoteCSE> CREATE

	<remoteCSE> CREATE 

	Associated Reference Point
	Mcc and Mcc'

	Information in Request message
	All parameters defined in table 8.1.2-3 apply with the specific details for:

From: Originator CSE-ID

Content: The resource content shall provide the information as defined in clause 9.6.4

	Processing at Originator before sending Request
	According to clause 10.1.1.2.1

	Processing at Receiver
	According to clause 10.1.1.2.1
If the IN-CSE is the receiver and if the M2M SP policies do allow access to the CSEs across multiple domains, then the IN shall create the appropriate entry in the M2M SP's DNS for successfully registered CSE


	Information in Response message
	All parameters defined in table 8.1.3-1 apply with the specific details for:

Content: Address of the created <remoteCSE> resource, according to clause 10.1.1.2.1


	Processing at Originator after receiving Response
	According to clause 10.1.1.2.1.  the Originator upon receipt of successful CREATE response message, shall create <remoteCSE> resource locally and thereafter
, it may issue a Retrieve request to its Registrar CSE’s <CSEBase> resource  to update the optional attributes of locally created <remoteCSE> resource.


	Exceptions
	According to clause 10.1.1.2.1


10.2.2.2
Retrieve <remoteCSE>
This procedure shall be used for retrieving the representation of the <remoteCSE> resource with its attributes.

Table 10.2.2.2-1: <remoteCSE> RETRIEVE

	<remoteCSE> RETRIEVE

	Associated Reference Point
	Mca, Mcc and Mcc'

	Information in Request message
	All parameters defined in table 8.1.2-3 apply

	Processing at Originator before sending Request
	According to clause 10.1.2

	Processing at Receiver
	According to clause 10.1.2

	Information in Response message
	All parameters defined in table 8.1.3-1 apply with the specific details for:

Content: attributes of the <remoteCSE> resource as the Originator requested

	Processing at Originator after receiving Response
	According to clause 10.1.2

	Exceptions
	According to clause 10.1.2


10.2.2.3
Update <remoteCSE>
This procedure shall be used for updating the attributes and the actual data of an <remoteCSE> resource.

Table 10.2.2.3-1: <remoteCSE> UPDATE

	<remoteCSE> UPDATE

	Associated Reference Point
	Mcc and Mcc'

	Information in Request message
	All parameters defined in table 8.1.2-3 apply with the specific details for:

Content: attributes of the <remoteCSE> resource as defined in clause 9.6.4 which need be updated

	Processing at Originator before sending Request
	According to clause 10.1.3

	Processing at Receiver
	According to clause 10.1.3

	Information in Response message
	According to clause 10.1.3

	Processing at Originator after receiving Response
	According to clause 10.1.3

	Exceptions
	According to clause 10.1.3


10.2.2.4
Delete <remoteCSE>
This procedure shall be used for deleting the <remoteCSE> resource with all related information.

Table 10.2.2.4-1: <remoteCSE> DELETE

	<remoteCSE> DELETE

	Associated Reference Point
	Mca, Mcc and Mcc'

	Information in Request message
	All parameters defined in table 8.1.2-3 apply

	Processing at Originator before sending Request
	According to clause 10.1.4

	Processing at Receiver
	According to clause 10.1.4

If the IN-CSE is the receiver and it has created an entry in the DNS to allow access to the CSE across multiple M2M domains, then it shall delete the entry from the DNS


	Information in Response message
	According to clause 10.1.4

	Processing at Originator after receiving Response
	According to clause 10.1.4

	Exceptions
	According to clause 10.1.4


In the introduction section, I renumber “OLD” requirement IDs to align with new values in our spreadsheet.
	TS-0004_remoteCSE_001
	REQ-0004-07041
	Moved comment to a more specific sentence for this requirement.
This requires 3 test purposes: 

-Do not allow an <AE> to create a <remoteCSE>.

-Do not allow a <CSE> to create a <remoteCSE> if it does not have proper credentials. Repond with SECURITY_ASSOCIATION_REQUIRED
-Respond to a CREATE <remoteCSE> primitive with CREATED – see if this is covered in DMR.


	TS-0004_remoteCSE_002
	REQ-0004-07042
	– see if this is covered in DMR

	TS-0004_remoteCSE_003
	REQ-0004-07043
	– see if this is covered in DMR

	TS-0004_remoteCSE_004
	REQ-0004-07044
	Moved comment to a more specific sentence for this requirement.

-Do not allow an <AE> to DELETE a <remoteCSE>.

-Originator - Upon receiving a DELETE response, delete the local <remoteCSE>
-Reciever - Respond to a DELETE <remoteCSE> primitive with DELETED – see if this is covered in DMR.


7.4.1.1 <remoteCSE> resource specific procedure on CRUD operations 
7.4.5.2.1 Introduction

The entire CSE registration procedure including <CSE> resource creation procedure below is defined in clause 10.1.1.2.1 of oneM2M TS-0001 [6] ("CSE registration procedure").
7.4.5.2.2 Create

Originator:
No change from the generic procedures in clause 7.2.2.1 with the following exception:
· An AE shall not originate a Create <remoteCSE> resource request.
· The Originator, upon receipt of successful CREATE response message, shall create a <remoteCSE> resource locally.
· The Originator may issue RETRIEVE request to its registrar <CSEBase>, to fetch the additional information about the registrar CSE and add this information to its local <remoteCSE> resource. The Originator may choose which optional attributes to include in its <remoteCSE> resource.
Receiver:
Same as the generic procedures in clause 7.2.2.2 except replacement of Recv-6.3 step with following:
1) The Hosting CSE shall check if the credential provided by the Originator is valid.
2) If the check is failed, then the Hosting CSE shall return response primitive with a Response Status Code indicating "SECURITY_ASSOCIATION_REQUIRED" error.

7.4.5.2.3 Retrieve

Originator:
No change from the generic procedures in clause 7.2.2.1.

Receiver:
No change from the generic procedures in clause 7.2.2.2.

7.4.5.2.4 Update

Originator:
No change from the generic procedures in clause 7.2.2.1 with the following exception:
· An AE shall not originate a Update <remoteCSE> resource request.
Receiver:
No change from the generic procedures in clause 7.2.2.2.

7.4.5.2.5 Delete

Originator:
No change from the generic procedures in clause 7.2.2.1 with the following exceptions:
· An AE shall not originate a Delete <remoteCSE> resource request.
· The Originator, upon receipt of successful DELETE response message, shall delete the corresponding <remoteCSE> resource locally.

Receiver:
No change from the generic procedures in clause 7.2.2.2
-----------------------Start of change 1-------------------------------------------
TP/oneM2M/CSE/REG/BV/0XX1
	TP Id
	TP/oneM2M/CSE/REG/BV/0XX1

	Test objective
	Check that the IUT 
accepts a CSE registration from another CSE

	Reference
	TS-0001 10.1.1.2.2 - case C, 9.6.19 

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 
     and the CSE having privileges to perform CREATE remoteCSE resource on the IUT  CSEBase

}

	Expected behaviour
	Test events
	Direction

	
	when {

the IUT receives a valid CREATE Request from CSE containing 



Resource Type set to 16 (remoteCSE) and


From set to CSE-ID and 



Content containing remoteCSE resource

}
	IUT ( CSE

	
	then {

the IUT sends a valid Response containing 


Response Status Code set to 2001 (CREATED)

}
	IUT ( CSE


TP/oneM2M/CSE/REG/BV/0XX2
	TP Id
	TP/oneM2M/CSE/REG/BV/0XX2

	Test objective
	Check that the IUT 
creates a local <remoteCSE> after receiveing a created response to a CREATE <remoteCSE> request on a registrar CSE

	Reference
	TS-0001 10.1.1.2.2 - case C, 9.6.19 

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 

     and the IUT having registered the CSE


}

	Expected behaviour
	Test events
	Direction

	
	when {

the IUT receives a valid Response from CSE containing 


Response Status Code set to 2001 (CREATED)
}
	IUT ( CSE

	
	then {

the IUT creates valid remoteCSE resource
}
	IUT ( CSE


TP/oneM2M/CSE/REG/BV/0XX3
	TP Id
	TP/oneM2M/CSE/REG/BV/0XX3

	Test objective
	Check that the IUT 
updates a local <remoteCSE> after receiving a retrieve response to a RETRIEVE <CSEBase> request on a registrar CSE

	Reference
	TS-0001 10.1.1.2.2 - case C, 9.6.19 

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 

     and the IUT having registered the CSE
     and the IUT having sent a retrieve CSEBase request the CSE
     and the IUT having privileges to perform RETRIEVE operation on the remote CSEBase

}

	Expected behaviour
	Test events
	Direction

	
	when {

the IUT receives a valid Response containing 


Response Status Code set to 2000 (OK) and



Content containing




CSEBASE  resource representation
}
	IUT ( CSE

	
	then {

the IUT updates remoteCSE resource
}
	IUT ( CSE


TP/oneM2M/CSE/REG/BV/0XX4
	TP Id
	TP/oneM2M/CSE/REG/BV/0XX4

	Test objective
	Check that the IUT 
does not update a local <remoteCSE> after receiving an unsuccessful retrieve response to a RETRIEVE <CSEBase> request on a registrar CSE

	Reference
	TS-0001 10.1.1.2.2 - case C, 9.6.19 

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 

     and the IUT having registered the CSE
     and the IUT having sent a retrieve CSEBase request the CSE
     and the IUT not having privileges to perform RETRIEVE operation on the remote CSEBase

}

	Expected behaviour
	Test events
	Direction

	
	when {

the IUT receives a valid Response containing 


Response Status Code set to 4103 (ACCESS_DENIED)
}
	IUT ( CSE

	
	then {

the IUT does not 
update remoteCSE resource
}
	IUT ( CSE


TP/oneM2M/CSE/REG/BV/0XX5
	TP Id
	TP/oneM2M/CSE/REG/BV/0XX5

	Test objective
	Check that the IUT 
deletes the local <remoteCSE> after receiving a deleted response to a DELETE <remoteCSE> request on a registrar CSE

	Reference
	TS-0001 10.1.1.2.2 - case C, 9.6.19 

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 

     and the IUT having registered the CSE
     and the IUT having a <remoteCSE> resource 
     and the IUT having sent a DELETE remoteCSE request to the CSE
     and the IUT having privileges to perform DELETE operation on the remote CSEBase

}

	Expected behaviour
	Test events
	Direction

	
	when {

the IUT receives a valid Response from CSE containing 


Response Status Code set to 2002 (DELETED)
}
	IUT ( CSE

	
	then {

the IUT deletes remoteCSE resource
}
	IUT


TP/oneM2M/CSE/REG/BV/0XX6
	TP Id
	TP/oneM2M/CSE/REG/BV/0XX6

	Test objective
	Check that the IUT 
does not delete the local <remoteCSE> after receiving a error response to a DELETE <remoteCSE> request on a registrar CSE

	Reference
	TS-0001 10.1.1.2.2 - case C, 9.6.19 

	Config Id
	CF01

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 

     and the IUT having registered the CSE
     and the IUT having a <remoteCSE> resource 
     and the IUT having sent a DELETE remoteCSE request to the CSE
     and the IUT not having privileges to perform DELETE operation on the remote CSEBase

}

	Expected behaviour
	Test events
	Direction

	
	when {

the IUT receives a valid Response from CSE containing 


Response Status Code set to 4103 (ACCESS_DENIED)
}
	IUT ( CSE

	
	then {

the IUT does not delete remoteCSE resource
}
	IUT


-----------------------End of change 1---------------------------------------------

�How is it “unknown” if we can authenticate it?


�Should this be changed to a shall not - > ARC SPEC CR.


�REQ-0001-10142


�REQ-0001-10200


�Check latest specs because these sub-steps (9 & 10) do not exist in our current annotated version. This is fixed in V2_12_0.


�REQ-0001-10201


�REQ-0001-10202


�REQ-0001-10143


�REQ-0001-10144


�REQ-0001-10145


�REQ-0001-10209


�REQ-0001-10173


�REQ-0001-10174


�REQ-0001-10175


�REQ-0001-10176


�REQ-0001-10208


�REQ-0001-10012


�REQ-0001-10203


�REQ-0001-10204


�REQ-0001-10205


�REQ-0001-10206


�REQ-0001-10013


�REQ-0001-10014


�REQ-0001-10015


�REQ-0001-10207


�REQ-0004-07041


�REQ-0004-07042


��REQ-0004-07043





�REQ-0004-07044


�IUT is a receiver CSE (IN or MN).


REQ-0001-10142


REQ-0001-10201


REQ-0001-10202


�IUT is a originator CSE (MN)


REQ-0001-10143


REQ-0001-10205


�IUT is a originator CSE (MN)


REQ-0001-10145


REQ-0001-10206


�IUT is a originator CSE (MN)


REQ-0001-10209


�I didn’t see anything like this in other tests.


�IUT is a originator CSE (MN)


REQ-0001-10176


�IUT is a originator CSE (MN)


REQ-0001-10208
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