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	MINUTES

	Meeting:
	TST #33 

	Chair:
	JaeSeung Song, KETI, jssong@sejong.ac.kr

	Secretary:
	Peter J. Kim, TTA, pjk@tta.or.kr 

	Meeting Date:
	2018-1-15 ~ 2017-1-19

	Meeting Details:
	Face-to-face meeting, Geneva, Switzerland

	Intended purpose of

document:
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1
Opening of the meeting


1.1
Welcome
WG6 Chair, JaeSeung Song, opened the meeting and drew the participants’ attention to the oneM2M notice on the cover page of the agenda.
1.2
Schedule

· 15. Jan. (Mon): 16:00 ~ 17:30 (TST with ARC & SEC – RoomC1) 

· 16. Jan. (Tue): 08:30 ~ 10:00  (TST with ARC & SEC – RoomC1)

· 16. Jan. (Tue): 10:30 ~ 12:00  (TST#1, Room M2)

· 16. Jan. (Tue): 15:30 ~ 17:00  (TST Ad-hoc#1, RoomC1)

· 16. Jan. (Tue): 17:00 ~ 18:30  (TST with SEC, Room M1)

· 17. Jan. (Wed): 10:30 ~ 12:00 (TST with MAS, RoomC1)

· 18. Jan. (Thu): 13:30 ~ 15:00 (TST with ARC & PRO, Room M1)

· 18. Jan. (Thu): 15:30 ~ 17:00 (TST with ARC & SEC, RoomC1)

· 19. Jan. (Fri): 08:30 ~ 09:30 (TST with ARC, Room M1)

· 19. Jan. (Fri): 09:30 ~ 10:30 (TST Ad-hoc#2, RoomC1)

· 19. Jan. (Fri): 11:00 ~ 12:00 (TST#2, Room M1)

· Note: See detailed document allocation in TST-2018-0003 and its revisions.
1.3
Attendees 

· Note: See attendees list from the oneM2M portal.

2
Review & Approval of Agenda

	TST-2018-0002R02
	TST 33 agenda
	TST Chair (KETI)


TST-2018-0002R02 was AGREED
3
Review & Approval of Previous Minutes

	TST-2017-0294
	TST 32.2 Meeting Minutes
	Secretary (Peter J. Kim)


Agreement by correspondence
TST-2017-0294 was AGREED by correspondence.
4
Review of Objectives for the Meeting

· Managing TSes/TRs

· Handle input contributions on managing TSes and TRs

· Make progress on Developer Guides
· Finalise specs related to conformance testing

· Interop5 wrap-up
5
Review of open Action Status



None
6
Contributions


6.1
Baseline TSes and TRs 
	TST-2017-0295
	TR-0051_oneM2M API guide baseline_v0_0_2
	Laurent Velez, ETSI


Comment/Issue: Need to share the task to speed up the progress.

TST-2017-0295 was AGREED.
	TST-2018-0006
	TS-0028-Security_Test_Suite_Structure_and_Test_Purposes
	Easy Global Market


Comment/Issue: Need to find a new Rapporteur.
TST-2018-0006 was AGREED

6.2
TS-0017 (Implementation Conformance Statemenst)
	TST-2018-0008
	supplementation for optional attribute
	KETI


Comment/Issue: Added 8 missing tables on attributes. 
TST-2018-0008 was AGREED
	TST-2018-0013R01
	TS-0017 Update the profile statement
	KETI


Comment/Issue: None
TST-2018-0013R01 was AGREED

	TST-2018-0016
	TS-0017_Baseline_v0_2_0
	KETI


Comment/Issue: None
TST-2018-0016 was AGREED 

6.3
TS-0018 (Test suite structure and test purposes)

	TST-2018-0004
	Proposal for new Testcase
	KETI


Comment/Issue: Editorial changes made. Revised version agreed.
TST-2018-0004 was NOTED
TST-2018-0004R01 was AGREED

	TST-2018-0007
	TS-0018_Changes_from_STF531
	Miguel Angel Reina Ortega, ETSI


Comment/Issue: Revision expected.
TST-2018-0007 was NOTED
TST-2018-0007R02 was AGREED

	TST-2018-0015R02
	TS-0018 Update PICS reference
	KETI


Comment/Issue: None
TST-2018-0015 was AGREED

	TST-2018-0017R03
	TS-0018_Baseline_v1_1_0
	KETI


Comment/Issue: None
TST-2018-0017R03 was NOTED

TST-2018-0017R04 was AGREED

	TST-2018-0014R01
	TS-0018_baseline_v2_1_0
	KETI


Comment/Issue: R01 has a date modification.
TST-2018-0014R01 was NOTED

TST-2018-0014R02 was AGREED

6.4
TS-0019 (TTCN-3 Test cases)
	TST-2018-0011R01
	TS-0019-Update
	Miguel Angel Reina Ortega, ETSI


Comment/Issue: Contents discussed during ad-hoc session
TST-2018-0011R01 was AGREED
	TST-2018-0021
	TS-0019 TTCN-3 Test cases
	Miguel Angel Reina Ortega, ETSI


Comment/Issue: None
TST-2018-0021 was AGREED

	TST-2018-0022
	TS-0019-baseline-v0.6.0
	Miguel Angel Reina Ortega, ETSI


Comment/Issue: None
TST-2018-0022 was AGREED
6.5
TS-0025 (Definition of product profiles)

	TST-2018-0019
	TS-0025-Update
	Miguel Angel Reina Ortega, ETSI


Comment/Issue: None. Expecting new baseline document. 
TST-2018-0019 was AGREED

	TST-2018-0020
	TS-0025-baseline-v0.5.0
	Miguel Angel Reina Ortega, ETSI


Comment/Issue: Incorporated the changes from TST-2018-0019.
TST-2018-0020 was NOTED
TST-2018-0020R01 was AGREED
6.6
TS-0038 (Security Developer’s Guide)

	TST-2018-0010
	TR-0038_DeveloperGuide_clause7_1_5
	Qualcomm Inc. (TIA)


Comment/Issue: Narrowing the scope of the TR might attract more developers than make a second guide with different scope. Will have revised version by the end of the week.
TST-2018-0010 was NOTED
Comment/Issue: Joint discussion with SEC group was held. Hyperlink(mistake) removed. Minor editorial changes on-line.
TST-2018-0010R02 was NOTED

TST-2018-0010R03 was AGREED
6.7
TS-0047 (3GPP interworking) 

	TST-2018-0001R01
	TR-0047_Usecase_and_Architecture
	Huawei (BEI XU)


Comment/Issue: Need to be updated to be more Developer friendly
TST-2018-0001R01 was NOTED
TST-2018-0001R02 was AGREED

6.8
Other issues
	TST-2018-0009
	oneM2M 5th Interop Event Wrap-up
	Keebum Kim, TTA


Comment/Issue: Semantic interop will continue in the future. 
TST-2018-0009 was NOTED
	TST-2018-0005
	oneM2M_5th_Interop_TestReport
	ETSI, Sensinov


Comment/Issue: Semantic portion need to be added. Revision expected. 
TST-2018-0005 was NOTED.
TST-2018-0005R01 was NOTED.

Presented by Dale on Wednesday session-2 ARC/PRO
Review of clause 8 of the contribution TST-2018-0005R01, listing the issues or open questions raised at the oneM2M Interop#5 event 
 

1) Issue 8.1: What is the value of PoA attribute when using websocket protocol ?

It has been decided at PRO32.2 to use ws:  + the address of the websocket server

like ws://10.222.254.26.80

It was agreed in the CR pack to TS-0004 that has been agreed last week.

We would need also to update the protocol binding TS-0020

Comment:

· The address is not useful here as the cse will open the Websocket channel . ws: would be enough. But the POA is not intended to be used with no address.

 

2) Issue 8.2: What is the value of Notification URI attribute when using websocket protocol ?

 

3) Issue 8.3: ACPIDs verification during resource creation/update ?

How the CSE shall answer a creation or update request containing a wrong or non existent ACPID ?

Discussed at PRO32.2. It seems that the first approach would be that the CSE shall accept any provided ACPIDs without verification and only check them during the authorization procedure.

It is clear enough in the specification so No action on this issue

It is suggested to create a Test in the tests specification to address the issue.

 

4) Issue 8.4: How the CSE shall answer to optional attributes and features ?

Just because an attribute is optional in the specifications for a resource representation does not mean it is optional for CSE implementation.

Shall we consider an optional attribute something that:

· the CSE could decide to not implement ?

· or something the AE could decide to not provide a value for ?

 

 According to TST WG, it would be preferable to use the first option (CSE could decide to not implement). The “feature catalogue” TS is listing all the features and the granularity of the attributes. Also the “product profile” is there.

No action

 

5) Issue 8.5: What is the Response Status Code value for successful notification verification response?

TS-0004 says that the CSE shall return a successful response primitive but does not mention which one.

 

 RSC shall be OK (2000) in this case, even if it is about a POST. There is an agreed CR in Rel 2A

This is a direct response to the question raised at the Interop. It brings any way more questions in this area on the global process of notification/subscription verification and WG ARC take the action to improve the mechanism.

 

6) Issue 8.6 ContentInstance content data type inconsistency

The Issue is addressed in the rel 2A. The schema is right, the referenc nimber is incorrect

PRO-2018-0047 fixes the issue

 

7) Issue 8.7 How does a Websocket client distinguish between JSON request and response primitives without the primitive root element?

The response from PRO is if there is “op” it is a request but if no “op” it is a response.

 

 

8) Issue 8.8: Websocket from attribute is missing

The example in the TS-0020 is about a registration process where there may have no from, so it is confusing. We may find a better example.

Action: PRO to put a better example in the TS-0020.

 

9) Issue 8.9: LastModifiedTime update procedure inconsistency

It was discussed in PRO32.2 and fixed in PRO-2018-0044R01 (TS-0004 for Rel 2A)

 

10) Issue 8.10: Privilege verification missing for ACP creation

Agreed it is an error in the TS-0001

Not yet any contribution but it is intended to be fix by the end of the week. To be included in the CR pack for Rel 2A.

 

11) Issue 8.11 : ACOR registration verification

During ACP creation request, shall the CSE verify that the entities defined in ACOR ( AE-IDs, CSE-IDs,etc…) are registered ? 

 

If a CSE validates that the entities defined in ACOR attribute are registered during ACP creation or update, then this prevents from pre-provisioning AE-IDs, CSE-IDs, etc. The specification does not say if the CSE can or cannot do it.

 no action will be taken

 

12) Issue 8.12: AE-ID stem starting with S registration in case of multi-hops

According to specification, in order to register an AE-ID stem starting with S, the registrar CSE shall announce the AE to the IN-CSE. 

In case of multi-hops, it is not clear where to create the announced AE under the IN-CSE ? 

 Action to ARC to investigate the issue. We need to probably clarify the text in TS-0001. Further study are need at this time.

 

Continuation of the review of the Interop#5 issues (TST-2018-0005R01)
TST-2018-0005R01 Presented by Dale on Thursday session-3 ARC/PRO/TST

 

Issue 8.12 (follow-up)
After analysis from ARC, It is already clarified in TS-0001 v2.17 ( clause 10.2.18.1 ) so no action is required

 

13) Issue 8.13: Notification URI issue in long polling test description

In the TS-0013, in TD_M2M_NH_043, the subscription resource should be created using the polling channel URI or AE-ID (Not polling channel resource).

The behaviour described in the TD does not reflect the procedure defined in TS-0001 figure 10.2.13.1-1 (Request/response delivery via polling channel)
 We need to modify TS-0013 to fix the procedure 

Also replace pcu instead of PollingChannelURI

Action TST to write a CR

 

14) Issue 8.14:Notification issue in long polling test description

 We need to modify TS-0013 to fix the issue 

Action TST to write a CR

 

 

15) Issue 8.15: MQTT serialization format in release 1

This is an issue of TS-0010 release 1. It is not clear how to send the xM2M-Accept in request primitive ?

 The capability has been removed in Rel 2, so it is encouraged not to use it in Rel 1. There is either not corresponding short name for this.

We could indicate a note in the Rel 1, that it is removed in Rel 2 and it should not be used unless etc …

The proposal is to remove the paragraph in the clause 6.5.3 to prevent from using the parameter xM2M-Accept which is deprecated in Rel 2 and anyway not specified how to use it in TS-0004.

Action PRO/Peter: to write a CR on the TS-0010 Rel 1 to remove the text describing that the parameter xM2M-Accept could be sent.

 

16) Issue 8.16: ScheduleEntry regex validation

During the conformance testing, tool vendors noticed that for instance, for CDT-CommonTypes-v2_7_0.xsd , the ScheduleEntry regex could not be validated using online tool like https://regex101.com. The validations crashes.

The “/” used on the regex expression is considered as special character and should be escaped to make the regex expression more generic.

Action: under investigation by PRO

 

 

17) Issue 8.17: How the CSE shall answer a Create or Update request containing unknown attributes ?

Question : How the CSE shall answer a Create or Update request containing unknown attributes ?

Ignore the unknown attributes and accept the request ? or reject ?

The Ignore option will make easy the maintenance of the API as it does not have to be updated when defining each new attribute

But it may be a functional issue, as the CSE would seems to accept but could not proceed to the request. For ex, if there is a new Announce resource attribute, the CSE will accept it but then will not be able to perform wat it is supposed to do.

Solution may be a get a schema to check the format of the request.

Action: to investigate. Need more offline discussions.

 

 

18) Issue 8.18: What is the default addressing format ?

Question: What is the default addressing format (Absolute, SP-Relative, or CSE-Relative) returned by the CSE (ParentID, ChildRef, Location Header, etc.) ?

This has been discussed on ad-hoc PRO this week and was asked to provide a CR to remove the requirement to use Absolute format only. 

Action: more discussion needed in PRO/ARC. There is anyway existing actions in ARC/PRO to bring a CR

	TST-2018-0018
	Publication of test requirements & test cases
	GSMA TSG MIoT


Comment/Issue: 

TST-2018-0018 was NOTED

	TST-2018-0012
	InterOp5_Semantics_Summary
	Convida


Comment/Issue: None
xxx-2018-0012 was NOTED

7
Planning for next Meetings
7.1
Face to Face Meetings

· TST#34: 2-16, March, Dallas, USA 
· TST#35: 21-25, May, TBD, South Korea
7.2
Next Conference Calls

· TST#33.1: 07. Feb. 2018, UTC 13:00-14:30
· TST#33.2: 28. Feb. 2018, UTC 13:00-14:30
8
Any other business

9
Closure of meeting
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