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Introduction
This contribution is proposing new Test Purposes for re-targeting.
TP/oneM2M/CSE/DMR/001

TP/oneM2M/CSE/DMR/002
Two test cases are made for re-targeting Test. 

TP/oneM2M/CSE/DMR/001 is retargeting the request to Hosting CSE when there is no matched resource on request received CSE. 

TP/oneM2M/CSE/DMR/002 is retargeting the response to AE after retargeting request to Hosting CSE. 
As per TS-0001:

8.2
Procedures for Accessing Resources

8.2.0
Overview
This clause describes the procedures for accessing the resources. The term "hop" in the descriptions here refers to the number of Transit CSEs traversed by a request on its route from the Originator to the Hosting CSE. Traversal implies that the request was forwarded from one CSE to either its Registrar CSE or Registree CSE. For example, when a CSE initiated a request and the Hosting CSE is its Registrar CSE, the hop count is zero.
The Receiver CSE shall forward the received request in the following case:

· The To parameter in the request contains a CSE-ID and it does not represent the ID of the Receiver CSE.

The Receiver CSE shall handle the received request in the following cases:

· The To parameter in the request contains a CSE-ID and it represents the ID of the Receiver CSE.

· The To parameter in the request does not contain a CSE-ID

All the descriptions and message flows in this clause are illustrative for the direction from a Registree acting as an Originator to a Registrar acting as a Receiver only. The flows from a Registrar CSE to a Registree CSE are symmetric with respect to the one described in this clause. Both the IN-CSE and MN-CSE have the ability to route a received request or response messages to one of their Registrees. If the Hosting CSE is not known by an MN-CSE that receives a request or response message, that MN-CSE shall forward the message to its own Registrar CSE by default.
8.2.1
Accessing Resources in CSEs - Blocking Requests

8.2.1.0
Overview
For the procedures described herein, the addressed resource can be stored in different CSEs. Table 8.2.1.0-1 describes the possible scenarios, where the addressed resource may be on the Registrar CSE or on a CSE located elsewhere in the oneM2M System.

In this clause - for simplicity - it is assumed that the Originator of a Request can always wait long enough to get a Response to the Request after the requested operation has finished. This implies potentially long or unknown blocking times (time for which a pending Request has not been responded to) for the Originator of a Request.

For scenarios that avoid such possibly long blocking times, clause 8.2.2 specifies mechanisms to handle synchronous and asynchronous resource access procedures via returning appropriate references.

Table 8.2.1.0-1: Accessing Resources in different CSEs, from Registree to Registrar CSE

	Number of Transit CSEs
	Description
	Reference

	No Hops
	· The Originator of the Request accesses a resource.

· The Originator of the Request can be an AE or a CSE.

· Registrar CSE and Hosting CSE are the same entity.

· The Hosting CSE checks the Access Control Privileges for accessing the resource.

· Depending on the expected result content, the Hosting CSE responds to the Originator of the Request, either with a success or failure Response.
	Figure 8.2.1.0-1

	1 Hop
	· The Originator of the Request accesses a resource.

· The Originator of the Request may be an AE or a CSE.

· Registrar CSE and hosting CSEs are different entities.

· Registrar CSE forwards the Request to the Hosting CSE if the Registrar CSE is registered with the Hosting CSE, for accessing the resource.

· Hosting CSE checks the Access Control Privileges for accessing the resource and depending on the expected result content respond with a success or failure Response.
	Figure 8.2.1.0-2

	Multi Hops
	· The Originator of the Request accesses a resource.

· The Originator of the Request may be an AE or a CSE.

· Registrar CSE, Transit CSE(s) and the Hosting CSE are different entities.

· Registrar CSE:

· Forwards the request to a Registree Transit-1 CSE if the Hosting CSE is a descendant of a Registree Transit-1 CSE; or
· Forwards the request to its Registrar Transit-1 CSE if the Hosting CSE is not a descendant of any Registree Transit-1 CSE
· Transit-N CSE:
· Forwards the request to the Hosting CSE if it is registered with the Hosting CSE; or
· Forwards the request to a Registree Transit-(N+1) CSE if the Hosting CSE is a descendant of a Registree Transit-(N+1) CSE

· Forwards the request to its Registrar Transit-(N+1) CSE if the Hosting CSE is not a descendant of any Registree Transit-(N+1) CSEs and if the Transit-(N-1) CSE is not the Registrar CSE of the Transit-N CSE.
· Return an error if the Hosting CSE is not a descendant of any Registree Transit-(N+1) CSEs and if the Transit-(N-1) CSE is the Registrar CSE of the Transit-N CSE.
· In case the Request reaches the IN-CSE, the IN-CSE:
· Performs the processing defined under 'Hosting CSE' below if the targeted resource is hosted on IN-CSE;
· Forwards the request to another IN-CSE if the resource belongs to another M2M SP based on the routing procedure defined in clause 8.2.1.2; or
· Forwards the request to the Hosting CSE if the Hosting CSE is registered with the IN-CSE; or 
· Forwards the request to a Registree Transit-(N+1) CSE if the Hosting CSE is a descendant of a Registree Transit-(N+1) CSE.
· Return an error if the Hosting CSE is not a descendant of a Registree Transit-(N+1) CSE or the request cannot be forwarded to another IN-CSE in another M2M SP domain
· Hosting CSE checks the Access Control Privileges for accessing the resource and depending on the expected result content respond with a success or failure Response.
	Figure 8.2.1.0-3
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Figure 8.2.1.0-1: Originator accesses a resource on the Registrar CSE (No Hops)
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Figure 8.2.1.0-2: AE/CSE accesses a resource at the Hosting CSE (One Hop)
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Figure 8.2.1.0-3: Originator accesses a resource at the Hosting CSE (Multi Hops)

8.2.1.1
M2M Requests Routing Policies

A CSE shall route M2M requests targeting another CSE in the same SP domain by forwarding the request to the next hop towards the target CSE by first checking each of its <remoteCSE> resources to determine whether the CSE-ID specified in the To parameter of the request matches either the CSE-ID or descendantCSEs attributes of a <remoteCSE> resource. If a match is found, the CSE shall retarget the request to the pointOfAccess of the matching <remoteCSE> resource.
 If a match is not found, and the CSE received the request from an AE or a descendant CSE, and the CSE is not the IN-CSE, then it shall retarget the request to its Registrar CSE. If a match is not found and the CSE is the IN-CSE, then the CSE shall not forward the request and it shall respond with an error. 
If a match is not found and the CSE is not the IN-CSE and the CSE receives the request from its registrar CSE, then the CSE shall not forward the request and it shall respond with an error. Anytime a CSE re-targets a request to another CSE, it shall keep track of the requestID and the corresponding Originator’s ID.  This information shall be used to route re-targeted responses back to the Originator.
-----------------------Start of new text 1-------------------------------------------

7.2.2.3.5
BASIC Operation
TP/oneM2M/CSE/DMR/001

	TP Id
	TP/oneM2M/CSE/DMR/001

	Test objective
	Check that the IUT retargets the request to the hosting CSE when there is no matched resource on the IUT 

	Reference
	TS-0001 [1], clause 8.2.1.1

	Config Id
	CF02

	Parent Release
	Release 2

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 

and the IUT having registered to a CSE

and the IUT having registered the AE

and the AE having privileges to perform OPERATION on the CSE
}

	Expected behaviour
	Test events
	Direction

	
	when {

the IUT receives a valid OPERATION Request from the AE containing 



To set to TARGET_RESOURCE_ADDRESS and


From set to AE_ID 
}
	IUT  AE

	
	then {

the IUT sends a OPERATION Request to the CSE 
}
	IUT  CSE


	TP Id
	OPERATION

	TP/oneM2M/CSE/DMR/001_CRE
	CREATE

	TP/oneM2M/CSE/DMR/001_RET
	RETRIEVE

	TP/oneM2M/CSE/DMR/001_UPD
	UPDATE

	TP/oneM2M/CSE/DMR/001_DEL
	DELETE


TP/oneM2M/CSE/DMR/002
	TP Id
	TP/oneM2M/CSE/DMR/002

	Test objective
	Check that the IUT retargets the response from the hosting CSE after retargeting Request

	Reference
	TS-0001 [1], clause 8.2.1.1

	Config Id
	CF02

	Parent Release
	Release 2

	PICS Selection
	PICS_CSE

	Initial conditions
	with {

the IUT being in the "initial state" 

and the IUT having registered to a CSE

and the IUT having registered the AE

and the AE having privileges to perform OPERATION on the CSE

and the IUT having received a valid OPERATION Request from the AE containing 



To set to TARGET_RESOURCE_ADDRESS and


From set to AE_ID 


and the IUT sends a OPERATION Request to the CSE 
}

	Expected behaviour
	Test events
	Direction

	
	when {

the IUT receives a valid OPERATION Response from the CSE 
}
	IUT  CSE

	
	then {

the IUT sends the valid Response to the AE 
}
	IUT  AE


	TP Id
	OPERATION

	TP/oneM2M/CSE/DMR/002_CRE
	CREATE

	TP/oneM2M/CSE/DMR/002_RET
	RETRIEVE

	TP/oneM2M/CSE/DMR/002_UPD
	UPDATE

	TP/oneM2M/CSE/DMR/002_DEL
	DELETE


-----------------------End of new text 1---------------------------------------------
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