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1
Scope

The present document …
EXAMPLE:
The present document provides the necessary adaptions to the endorsed document.

The Scope shall not contain requirements.

2
References

The following text block applies. 

References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references,only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.

2.1
Normative references

As a Technical Report (TR) is entirely informative it shall not list normative references.
The following referenced documents are necessary for the application of the present document.
Not applicable.

2.2
Informative references
Clause 2.2 shall only contain informative references which are cited in the document itself.

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]
oneM2M Drafting Rules  (http://member.onem2m.org/Static_pages/Others/Rules_Pages/oneM2M-Drafting-Rules-V1_0.doc)
3
Definitions, symbols and abbreviations

Delete from the above heading the word(s) which is/are not applicable.
3.1
Definitions

Clause numbering depends on applicability.

· A definition shall not take the form of, or contain, a requirement. 

· The form of a definition shall be such that it can replace the term in context. Additional information shall be given only in the form of examples or notes (see below). 

· The terms and definitions shall be presented in alphabetical order. 
For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply:

Definition format

<defined term>: <definition>

If a definition is taken from an external source, use the format below where [N] identifies the external document which must be listed in Section 2 References.
<defined term>[N]: <definition>

example 1: text used to clarify abstract rules by applying them literally

NOTE:
This may contain additional information.

3.2
Symbols

Clause numbering depends on applicability.

For the purposes of the present document, the [following] symbols [given in ... and the following] apply:

Symbol format

<symbol>
<Explanation>

<2nd symbol>
<2nd Explanation>

<3rd symbol>
<3rd Explanation>

3.3
Abbreviations

Abbreviations should be ordered alphabetically.

Clause numbering depends on applicability.

For the purposes of the present document, the [following] abbreviations [given in ... and the following] apply:

Abbreviation format

<ABBREVIATION1>
<Explanation>

<ABBREVIATION2>
<Explanation>

<ABBREVIATION3>
<Explanation>

4
Conventions
The key words “Shall”, ”Shall not”, “May”, ”Need not”, “Should”, ”Should not” in this document are to be interpreted as described in the oneM2M Drafting Rules [i.1]
5
Use case





5.1 Overview
The oneM2M Service Layer can operate over a variety of underlying network connections.  This guide focuses on describing a oneM2M based LPWAN Cellular IoT Deployment. The northbound API for applications to interface to a oneM2M Service Layer facilitates horizontal sharing of data across different domains. The services exposed by the oneM2M Service Layer allow working with many types of devices and treating different devices as if they are all the same. oneM2M can interwork to non-oneM2M device (OCF, LWM2M, zigbee, etc.), device management of the devices, grouping of devices, access controls for the devices and others. 
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oneM2M defines a rich set of services:
Interworking to non-oneM2M (e.g. LWM2M)
Shadowing / Proxying of devices
Management for device data
Subscription/Notification handling
Grouping of devices
Access controls for devices and apps
Interworking to 3GPP network services
Location of devices
Statistics collection (e.g. useful for charging)

oneM2M devices can
host their own resources
as well as shadow their
resources in the
oneM2M Service Layer.

oneM2M defines a standard
northbound API for Apps to
interface to oneM2M Server
which facilitates horizontal
sharing of data across
application domains

(e.g. device/data mash-up apps)





oneM2M Release 3 includes additional support for interworking to underlying 3GPP network services. The new services available support devices located in remote areas where low power and long battery life is necessary.
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oneM2M Rel-3 includes support for interworking to underlying 3GPP network services:
Sending / Receiving requests to / from UE over 3GPP control plane (NIDD) rather than the data plane
Configuration of UE’s PSM/eDRX parameters based on App requirements
Scheduling and buffering of messages based on UE’s reachability and/or App’s background data policies

Triggering of UE to establish a network connection and/or register or enroll based on App requirements
Configuration of network QoS parameters based on App requirements

Querying of UE’s location and making it available to Apps

Receiving notifications when the network is congested and scheduling messages to UE accordingly
Receiving notifications when UE has been tampered with and disabling communication with UE




5.1.1 UE Provisioning and Deployment

When new UE based devices are deployed they can be provisioned remotely using the 3GPP identifier assigned by the core network service provider. Using oneM2M APIs a remote device can be provisioned with a designated registrar CSE as needed. Additionally, a device can be remotely reconfigured or decommissioned.

EDITOR’S NOTE – A figure showing remote deployment over a core network is needed

· triggering

5.1.2 UE Long-Life Operations
An AE or CSE hosted on a UE can meet the needs of many different types of use cases. The UE can run in an “always connected mode” that allows the AE or CSE to always be available or reachable from the IN-CSE. The UE can also run in an “connect when needed” mode where the device reachability can be scheduled by the IN-CSE, resulting in much lower power consumption and longer lifetime of the (assumed) battery supply. Using oneM2M APIs the IN-CSE can configure the UE to operate in the mode that best meets the requirements of the application while minimizing the power consumption of the device.

EDITOR’S NOTE: A figure showing the specification of communication patterns for two different device types 
· Reachability monitoring 

· NPC and communication patterns

· Triggering

5.2 Use Case

This developer’s guide describes how a smart meter system that utilizes the oneM2M 3GPP Interworking capabilities could be deployed. The procedures described can be applied to a variety of use cases such as electrical meters, water meters, parking meters or traffic lighting systems. The oneM2M 3GPP Interworking procedures described below show how to support device deployment and low-power/long battery life communications.

The scenario used to highlight the oneM2M 3GPP Interworking capabilities depicts an application such as a management console that is used to provision and monitor a group of UE devices (some may be NB-IoT devices). The management console communicates with the devices through the oneM2M Service Layer connected the 3GPP Core Network.

Each of these UE devices host a oneM2M ADN or ASN that performs application-specific logic. 
EDITOR’S NOTE: Show a picture communicating over the 3GPP CN,  with SCS/AS-INCSE an IN-AE (Management console) and devices – ADN and ASN
6
Architecture




The oneM2M service layer can use several interfaces exposed by the 3GPP Core Network, as shown in Figure 1. Some of the features that the 3GPP core network make available are described in clause 5.1. 
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Figure 1
The oneM2M service layer exposes these features to applications through resources and operations, such that the specifics of the 3GPP core network APIs are not needed by the application developer. The goal of this document is to demonstrate the oneM2M resources and procedures that utilize the 3GPP core network APIs.
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Figure 2
7 Procedures
<Text> Describe the 3GPP interworking service flow of the specified use case.
















EDITORS NOTE: Some of the procedures for this use case are the same as described in other developer guides.  They are repeated here to make this guide stand alone.  If that is not achieved then duplicate procedures should be removed.

EDITORS NOTE: Each section should mention the 3GPP feature that enable or are triggered by the call flows, but this is not intended to show 3GPP call flows. We mention them to make sure that we cover everything that we want to highlight. We can reference TS-0026 if we want.
Need a good intro paragraph
1  Management Console Registration: Same as other dev guides.  Copy paste later

2 Provisioning of UEs: Each UE has one or more AEs and/or a CSE hosted on the device. 

a. Provision an AE

b. Provision an ASN / MN-CSE (I think they are the same)

c. Provision multiple AE

d. Provision AE(s) and MN-CSE on same device

e. Provision many devices at the same time (This may be going too far – a higher level API that we should consider, but not need for this Dev Guide)

We can describe some of the resources created in the CSE, like a node and schedule resources, but only as they apply to what the management console should need or be aware of.

3 Configure Communication with devices (from 2): Activity Patterns of AE/CSE

a. Communications with these devices – various scenarios

b. Loss of connectivity

c. Reachability

d. Location reporting (one of the UEs should be mobile)

4 Device Management – I am trying to use the multi-cast capability (MBMS/external group ID). This could be field domain resource.

a. Change of Registrar CSE
b. Change of CN provider 

5  Others???
7.1 Provisioning of UEs

Configuring oneM2M AEs or CSEs to communicate with a Registrar CSE requires pre-configuration or out of band device management in most deployments. However, using the triggering capabilities exposed by the 3GPP SCEF interface, the oneM2M IN-CSE can support remote configuration of those oneM2M entities hosted on a UE device.

The call flow shown in Figure 1 assumes that the IN-AE is registered to the IN-CSE.  The IN-AE will provision an AE or CSE hosted on the UE device to register to the IN-CSE. 
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Figure 1 – oneM2M <triggerRequest> to provision oneM2M entities hosted on a UE

The call flows to provision a oneM2M entity depicted in Figure 1 are described as follows:
1 
The infrastructure application (IN-AE) creates a <triggerRequest> resource on an infrastructure node (IN-CSE), specifying the UE device using its 3GPP identifiers. 
2 

The IN-CSE processes the <triggerRequest> resource and sends messages to the 3GPP Core Network SCEF. The specific messages sent are outside the scope of this developer guide, but are described further in TS-0026. 

3    
The IN-CSE sends a response to the create <triggerRequest> that contains the status of the request.

4   
The 3GPP Core Network will deliver the 3GPP trigger information to the entity on the UE device. The message details of the 3GPP Core Network are out of scope of this documents.

5   
The 3GPP Core Network sends messages to the IN-CSE that indicate the status of the trigger delivery. The IN-CSE updates the triggerStatus attribute of the <triggerRequest> resource. The IN-AE could subscribe to the <triggerRequest> resource to receive notifications of the status.

6   
The entity on the UE device performs the registration request to the IN-CSE.
7.2 Configure Communications with UE devices

Remote devices can have a wide range of different communication patterns, for example the following case describe how often a device needs to be reachable for communication (sending messages to the device) [NOTE – this is for a request reachable device – if the device uses polling channel for requests, this model does not apply (the uplink configuration would have to describe this]:

· Application must always be reachable, for example a smart parkingmeter that has a web based interface for paying the fee which then updates the application with the duration/expiration time.

· Device must be reachable only for short durations periodically (frequently), for example control of a lights on a bridge that control the direction of traffic in the lanes

· Device must be reachable only for short durations periodically (infrequently), for example an environmental sensor in a remote location that reports measurements.

Like the request reachability, a device can have an uplink communication pattern as well, for example:

· Device sends messages periodically (frequently or infrequently) (always connected versus connect when data transfer needed)

· Device sends messages sporadically (as needed) (frequently or infrequently) for example road traffic sensor on a busy road versus and not busy road.

This clause shows how the management console application can describe these communication patterns so that the oneM2M IN-CSE can configure the UE (or the AEs/CSE) accordingly. [The uplink communication pattern is used to configure the AEs/CSE communication (when it sends messages) while the downlink communication pattern is used to configure the UE]

EDITORS NOTE: Add call flows
7.3 Communications with the AE/CSE hosted on a UE device

Communications with a oneM2M entity hosted on a UE device can occur over the following interfaces:

· Mca/Mcc – If the UE is in connected mode and the entity is Request Reachable, then messages targeted to the entity can occur using normal oneM2M Mca/Mcc interfaces.

· Mcn/NIDD – A primitive may be transmitting using the 3GPP SCEF Non-IP Data Delivery (NIDD) functionality.
· Mcn/Triggering – A primitive may be transmitted using implicit triggering enabled by the 3GPP SCEF API
This clause shows how an oneM2M entity hosted on a UE can be configured to receive communications using the above-mentioned interfaces and procedures.

EDITORS NOTE: Add call flows
7.x Call Flow x

8
Implementation
<Text> Describe the detail implementation procedure of the specified use case.
8.1 Implementation for UE Reachability monitoring
8.1.1 
Introduction
This clause presents necessary procedures required for the implementation of the use case in clause 5.1, including conditions that should be met for the correct implementation of the current use case, and resource tree etc.
8.1.2 
Assumptions
Assumptions are presented below in order to ensure the use case can be correctly implemented.

· Security is not considered in the current use case;

· CoAP binding of oneM2M primitives is used in the current use case, the required features can be found in [i.3];
· JSON serializations of oneM2M primitives is used in the current use case;

· Short names for the representation of the resources and attributes are used in the current use case.
Each oneM2M entity, including AE and CSE are addressable with correct host address, that can be IP addresses or FQDN addresses resolved to IP addresses by DNS network services according to addressing rules specified in oneM2M standards. 

The IN-CSE and ASN-CSE entities presented in this use case are addressable with the following identifiers, using SP-relative structured format.

· IN-CSE:

· CSE-ID: /in-cse
· Resource ID: cse127865gu57fa
· resourceName of IN-CSE’s CSEBase resource: server

· ASN-CSE:


· CSE-ID: /asn-cse
· Resource ID: cse463432er91er
· M2M-Ext-ID: 123456789@domain.com which should be pre-provioned in the 3GPP network.
ResourceName of CSEBase resource: terminal
8.1.3 
Resource Structure
See Figure: 7.1-2: Resource structure.
8.1.4
Implementation Procedures
	Step
	Message Example in Clause 7.1

	1
	CoAP Request:

Method: 0.02(POST) 
Uri-Host: in-cse.provider.com:5683 

Uri-Path: ~

Uri-Path: in-cse

Uri-Path: cse127865gu57fa
Content-Type: application/vnd.onem2m-res+json

oneM2M-TY: 16
oneM2M-FR: asn-cse 

oneM2M-RQI: 0001

{

"m2m: csr": 

{

  "rn": "asn-cse" 
"cb": "cse463432er91er",


"csi": "asn-cse",

  }

}



	2 
	CoAP Response:

2.01 Created

oneM2M-RSC: 2001

oneM2M-RQI: 0001
Location-Path: server/asn-cse

	3
	CoAP Request:

Method: 0.02(POST) 
Uri-Host: in-cse.provider.com:5683 

Uri-Path: ~

Uri-Path: in-cse

Uri-Path: cse127865gu57fa
Content-Type: application/vnd.onem2m-res+json

oneM2M-TY: 14
oneM2M-FR: asn-cse 

oneM2M-RQI: 0001

{

"m2m: nod": 

{

"ni": "node123",


"hcl": "asn-cse"
  }

}



	4
	The same as Step2.

	5
	CoAP Request:

Method: 0.02(PUT) 
Uri-Host: in-cse.provider.com:5683 

Uri-Path: ~

Uri-Path: in-cse

Uri-Path: cse127865gu57fa
Content-Type: application/vnd.onem2m-res+json

oneM2M-TY: 16
oneM2M-FR: asn-cse 

oneM2M-RQI: 0001

{

"m2m: csr": 

{

 
"nl": "node123"
  }

}



	6
	CoAP Response:

2.04 Changed
oneM2M-RSC: 2001

oneM2M-RQI: 0001

	7
	CoAP Request:

Method: 0.02(POST) 
Uri-Host: in-cse.provider.com:5683 

Uri-Path: in-cse

Uri-Path: cse127865gu57fa
Uri-Path: node123
Content-Type: application/vnd.onem2m-res+json

oneM2M-TY: 18
oneM2M-FR: in-ae 

oneM2M-RQI: 0001

{

"m2m: sch": 

{

  "se": "* 0-30 0-23/2 * * * *",, 
" nco": TRUE
 }

}



	8
	The same as Step2.

	9
	CoAP Request:

Method: 0.02(POST) 
Uri-Host: in-cse.provider.com:5683 

Uri-Path: in-cse

Uri-Path: in-ae

Uri-Path: cse127865gu57fa
Uri-Path: cse463432er91er
Uri-Path: node123
Uri-Path: schedule
Content-Type: application/vnd.onem2m-res+json

oneM2M-TY: 23
oneM2M-FR: in-ae 

oneM2M-RQI: 0003
{

"m2m: sub": 

{

  " nu": "ae.provider.com/in-ae/application",


" nct": 1
  }

}



	10
	CoAP Response:

2.01 Created

oneM2M-RSC: 2001

oneM2M-RQI: 0001
Location-Path: server/in-ae

	11
	Editor Note: this step could not be specified until 3GPP CT3 has finished the API interface.

	12
	CoAP Request:

Method: 0.02(POST) 
Uri-Host: ae.provider.com:5683 

Uri-Path: ~

Uri-Path: in-ae
Uri-Path: application
Content-Type: application/vnd.onem2m-res+json

oneM2M-TY: 18
oneM2M-FR: in-cse 

oneM2M-RQI: 0004
{

"m2m: sch": 

{

  "se": "* 5-35 0-23/2 * * * *",

  }

}



	13
	CoAP Response:

2.01 Created

oneM2M-RSC: 2001

oneM2M-RQI: 0004
Location-Path: /in-ae/ae137849axcfrd/ 

	14
	CoAP Request:

Method: 0.02(POST) 
Uri-Host: asn-cse.provider.com:5683 

Uri-Path: ~

Uri-Path: asn-cse

Uri-Path: cse463432er91er 

Uri-Path: container1

Content-Type: application/vnd.onem2m-res+json

oneM2M-TY: 4

oneM2M-FR: in-ae 

oneM2M-RQI: 0003

{

"m2m:cin": 

{

  "cnf": "text/plains:0",


"con": "off"

  }

}
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