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Introduction
This contribution proposes a result of study for the public warning service use cases and potential requirements.
-----------------------Start of input 1-------------------------------------------
6.2
Enabling and disabling of public warning service 
6.2.1
Description
Public warning service provides a means to public authorities to deliver warning messages to indivisuals in emergency. A widely used public warning service is based on the 3GPP Public Warning System (PWS) that sends text-based warning messages.

The use case described in this clause regards to the public warning service for M2M devices. While the 3GPP PWS makes the user aware of the emergency situation by using human-readable text-based warning messages through user’s mobile phones and makes the user react by their decisions, in the public warning service over M2M/IoT Systems herein, M2M devices are performing pre-defined automated tasks (e.g. close gas valves) by themselves.
This use case also describes the M2M device side scenarios against warning notification for public warning service. In general, a public warning service is provided for the user's safety even if the user did not subscribe to the emergency service beforehand. So, a user who does not want the public warning service must disable the public warning service feature of his/her devices. On the other hand, depending on a criteria set by an authority, important notifications (e.g. earthquake, tsunami) need to be handled autonomously by the device as the authority intended, even if the user disabled the emergenc service.
6.2.2
Source
none
6.2.3
Actors
· Authority: is responsible for providing warning notification to citizens in emergency situations.
· M2M Service Platform (MSP): communicates with UDs and PDs in its M2M system
· User Device (UD): is a Citizen-owned M2M/IoT device which performs pre-specified emergency tasks in emergency situations.
· Public Device (PD): is an M2M/IoT device in public infrastrures, owned by government or municipality, which performs pre-specified emergency tasks in emergency situations.
· User: is a person who owns UDs or who manages PDs.
6.2.4
Pre-conditions
· An UD or PD is enabled for public warning service.
· An UD or PD performing its own normal tasks.
6.2.5
Triggers
· An authority generates a public warning notification in an emergency situation.
6.2.6
Normal Flow
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Figure 6.2.6-1 Normal flow for the public warning service enabled UDs/PDs.
1. An authority generates a public warning notification and sends it to an M2M Service Platform.
2. The M2M Service Platform delivers the received public warning notification message to UDs/PDs.
3. The UD/PD checks its configuration (e.g. public warning service = enabled) whether the device needs to switch its mode into emergency mode.
4. The UD/PD performs emergency tasks when the public warning service is enabled.
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Figure 6.2.6-2 Normal flow for the public warning disabled UDs/PDs.
1. A user changes the configuration of an UD/PD to ignore public warning notification.
2. An authority generates and sends a public warning notification.
3. An M2M Service Platform delivers the received public warning notification message to UDs/PDs.
4. The UD/PD checks its configuration (e.g. public warning service = enabled) whether the device needs to switch its mode into emergency mode.
5. The UD/PD keeps working on the normal tasks when the public warning service is disabled.
6.2.7
Alternative Flow
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Figure 6.2.7-1 Alternative flow for the opt-out-not-allowed public warning notification
1. A user changes the configuration of an UD/PD to ignore public warning notification.

2. An authority generates and sends an opt-out-not-allowed public warning notification.
3. A M2M Service Platform delivers the received public warning notification message to UDs/PDs using M2M protocol.
4. If an opt-out-not-allowed public warning notification is received, then the UD/PD is enforced to perform emergency tasks even though the configuration for the public warning service is disabled.
6.2.8
Post-conditions
None
6.2.9
High Level Illustration

[image: image4]
Figure 6.2.9-1 High level illustration of enabling and disabling public warning service
6.2.10
Potential Requirements
This use case scenario can be fulfilled by the existing requirements as below. 

Table 6.2.10-1 Related exiting requirements
	Requirement ID 
	Description
	Release

	OSR-084
See REQ-2015-0595R04
	The oneM2M System shall be able to handle an event notification from an authorized M2M Application which triggers actions to be performed on the M2M Device (example: Turn on or off the monitoring).
	Not implemented

	MGR-001
	The oneM2M System shall be able to support management and configuration of M2M Gateways/ Devices including resource constrained M2M Devices.
	Implemented in Rel-1

	MGR-019
See REQ-2015-0555R02
	The M2M Device shall be able to accept standardized configuration settings from an external configuration server in order to register to the oneM2M System.
	Not implemented

	MGR-001
	The oneM2M System shall be able to support management and configuration of M2M Gateways/ Devices including resource constrained M2M Devices.
	Implemented in Rel-1


Additionally a new requirement is needed.

Table 6.2.10-2 New potential requirements
	Requirement ID
	Description

	HLR-xxx
	The oneM2M System shall support categorization of public warning notifications (e.g. 3GPP PWS Warning Messages) which can be opted-in or opted-out by M2M Devices. 


6.3
Geo-targeting of Public Warning Service
Editor’s note: TBD
6.4
Opt-in specific type of Public Warning Notification
Editor’s note: TBD

6.5
Periodic Test of Public Warning Service
Editor’s note: TBD
-----------------------End of input 1---------------------------------------------
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