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1 Action Sequencing and Process Management
1.1 Description

A manufacturing production process usually involves multiple steps and numerous variables. An IoT system can be used to monitor and control the various “things” in the system and automate the production process. Sensors can be utilized to measure parameters (e.g., temperature, pH, volume) while commands can be sent to actuators (e.g., switch, pump, motor). In the automated process, an operation/action can be triggered when a certain event happens or some condition is met. For example, the heater will be turned on if the temperature of materials in the tank drops below a threshold; after the temperature rises back to the desired value/range, the heater will be turned off. Another example is, if an overheated motor is detected, the production line will be paused; if after a certain amount of time the overheating is still present, an alert will be sent out. 

In some cases, which action should be taken after an event happens depends on the current system state and conditions. For example, the same event of “pH value drops below 3” may trigger either the action of “adding cold water” or “adding hot water”, depending on whether the system is in heating state or reaction state. After the first hour of cooling, if the temperature has dropped below threshold, then the process may proceed to filtering, otherwise, a second cooler will be turned on to expedite the cooling. In addition, the trigger of an action does not have to be monitored during the entire process, if the action can only take place in some certain state(s). For example, the system only needs to monitor the pH value during heating and reaction phase, after the reaction phase, the pH level is not of concern.
The production process usually consists of multiple stages or states, and the transitions among states are driven by various events and the corresponding actions. The sequence of actions and states are indeterminate at the beginning of the process, since which action will be taken next usually depends on the result of previous action(s). For example, whether there will be an extra cooling stage depends on whether the first cooler has successfully reduced the temperature below threshold. Moreover, the process may need to be paused or updated during the operation. For example, the process should be paused or terminated if hazard is detected, and then resumed or restarted after the hazard is removed. When the system is operating in the cooling state, a second filtering stage could be added without interrupting the current operation. As a result, for the action sequencing in process control, state and process level management mechanisms are required to handle the interconnections between actions and states, as well as the dynamics during the process.
1.2 Source 

1.3  Actors 

· IoT Requestor: sends out a request to the action sequencing manager to enable the management of actions and state transitions for automatic process control.
· IoT devices: including sensors that are used to monitor events and conditions in the production process, and actuators that are used to take actions during the process.
· Action Sequencing Manager: performs action sequencing management in the process control. The manager’s functionalities include taking inputs from IoT entities, managing the resources associated with the process, carrying out actions, sending commands to devices, monitoring status and conditions, managing state transitions, and updating states and actions.

1.4 Pre-conditions 

An automatic control system is deployed for continuous production processes, where operations will be performed automatically based on observation of certain events or conditions. The production process may be abstracted as a finite-state machine.
1.5 Triggers 

A request for automatic process control, or an update of an existing production process.
1.6 Normal Flow 

Figure x.x.x illustrates the high-level flows of action sequencing management in process control use case, which consists of the following steps:

· Step 1: The IoT Requestor sends a request to the Action Sequencing Manager to enable or update the process control by specifying/updating required parameters (such as description of states and transition conditions).

· Step 2: The Action Sequencing Manager processes the request and performs necessary validations.

· Step 3: Based on the request, the Action Sequencing Manger verifies the access to related IoT devices, such as checking reachability, and creating subscription.
· Step 4: If the request received in Step 1 is an update request, the Action Sequencing Manager first evaluates if the update can be made without impacting operations, if so, the information related to this process is updated.

· Step 5: If the Verification procedure in Step 4 or Update procedure in Step 5 is successful, the corresponding resource will be created/updated.
· Step 6: A response is generated and sent to the IoT Requestor.
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Figure x.x.x Normal Flow – Action sequencing management
1.7  Alternative flow 
N/A


1.8 Post-conditions 

N/A
1.9 High Level Illustration
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Figure x.x.x High Level Illustration – Action sequencing in process control
1.10 Potential requirements 

1. The oneM2M System shall support the capability for a requestor to configure a sequence of states with corresponding transition conditions and state-dependent actions.
2. The oneM2M System shall monitor the trigger conditions of a configured sequence of states to determine if/when to transition sequence states and perform corresponding actions.
3. When a trigger condition for a given state within a sequence is detected, the oneM2M System shall transition the sequence to the next defined state in the sequence and perform any corresponding actions defined for that state.
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