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Introduction
This contribution proposes resource mapping and manipulation procedures to provide public warning service on the oneM2M System.
-----------------------Start of input 1-------------------------------------------

9.3
Resource mapping and manipulation procedures
9.3.1
Introduction
When an external system trigger a public warning message, the oneM2M System should map the warning message to oneM2M resource to make oneM2M devices interpret properly. And next, the oneM2M System disseminate warning message which represented in oneM2M resource to multiple target oneM2M devices at the same time.
The clause 9.3.2 describes how to map public warning messages to oneM2M resources based on public warning service information models that defined in clause 9.2. And the clause 9.3.3 shows manipulation procedures to disseminate warning message to multiple target devices in one invocation. 
9.3.2
Resource represention of public warning service information model
9.3.2.1
Resource mapping rules
To ensure interoperability between public warning service supporting devices which are provided by multiple venders, abstract information models for public warning service is defined in the clause 9.2. The abstract information model for public warning service is defind using SDT 3.0 which is used to define home appliance information mode on the oneM2M TS-0023. A SDT based information model can be mapped to oneM2M resource as described in the clause 6.2 of the oneM2M TS-0023. This mapping rule can be applied to public warning service information model. 
Clause 9.3.2.2 and 9.3.3.3 show examples of resource mapping for the public warning service information model.
9.3.2.2
Example of device model ‘devicePWS’
The present clause shows an example of representation for the device typed 'devicePWS' (see clause 9.2.4 for device model definition of 'devicePWS'). Using the definition, 'devicePWS' model is mapped to [devicePWS] resource which is a specialization of <flexContainer> resource depicted in Figure 9.3.2.2-1.
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Figure 9.3.2.2-1: Structure of [devicePWS] resource
The [devicePWS] resource contains the child resource specified in Table 9.3.2.2-1. Three module classes of the ‘devicePWS’ device model is mapped as child resource type of the [devicePWS] resource.
Table 9.3.2.2-1 : Child resources of [devicePWS] resource
	Child Resources of [devicePWS]
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<flexContainer> as defined in the specialization [configurePWS]
	0..1
	This resource is used to map 'configurePWS' ModuleClass defined in clause 9.2.3.

	[variable]
	<flexContainer> as defined in the specialization [emergencyTaskTriggering]
	0..1
	This resource is used to map 'emergencyTaskTriggering' ModuleClass defined in clause 9.2.3.

	[variable]
	<flexContainer> as defined in the specialization [emergencyModeTermination]
	0..1
	This resource is used to map 'emergencyModeTermination' ModuleClass defined in clause 9.2.3.

	[variable]
	<subscription>
	0..n
	See clause 9.6.8 in oneM2M TS-0001.


The [devicePWS] resource contains the attributes specified in Table 9.3.2.2-2.
Table 9.3.2.2-2: Attributes of [devicePWS] resource

	Attributes of 
[deviceAirConditioner]
	Multiplicity
	RW/
RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001. 

	resourceID
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001.

	resourceName
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001. 

	parentID
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001. 

	expirationTime
	1
	RW
	See clause 9.6.1.3 in oneM2M TS-0001. 

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3 in oneM2M TS-0001. 

	creationTime
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001. 

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001. 

	labels
	0..1
	RW
	See clause 9.6.1.3 in oneM2M TS-0001. 

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3 in oneM2M TS-0001. 

	stateTag
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001. 

	creator
	0..1
	RW
	See clause 9.6.35 in oneM2M TS-0001.

	containerDefinition
	1
	WO
	The value is "org.onem2m.pws.device.pwsdevice".

	ontologyRef
	0..1
	RW
	See clause 9.6.35 in oneM2M TS-0001.

	contentSize
	1
	RO
	See clause 9.6.35 in oneM2M TS-0001.

	nodeLink
	1
	RO
	nodeLink attribute links to a <node> resource that is hosted on the same hosting CSE of the <flexContainer>. See clauses 6.2.2 and 6.2.3 in oneM2M TS-0023 for more details.


9.3.2.3
Example of ModuleClass ‘emergencyTaskTriggering’

The [emergencyTaskTriggering] resource is used to trigger emergency task of public warning supporting device. The [emergencyTaskTriggering] resource is a specialization of the <flexContainer> resource.
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Figure 9.3.2.3-1: Structure of [emergencyTaskTriggering] resource
The [emergencyTaskTriggering] resource contains the child resource specified in Table 9.3.2.3-1. The ‘executeEmergenceTask’ action mapped to the [executeEmergenceTask] resource as a specialization of <flexContainer> and ‘receivedPWSMessges’ data point is mapped to the [receivedPWSMessage] resource. [receivedPWSMessage] also a specialization of <flexContainer>.
Table 9.3.2.3-1: Child resources of [emergencyTaskTriggering] resource

	Child Resources of [emergencyTaskTriggering]
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<flexContainer> as defined in the specialization [executeEmergenceTask]
	1
	This resource is used to map 'executeEmergenceTask' Action defined in clause 9.2.3.

	[variable]
	<flexContainer> as defined in the specialization [receivedPWSMessages]
	1
	This resource is used to map ‘receivedPWSMessages’ DataPoint defined in clause 9.2.3. The [receivedPWSMessages] resource contains list of [PWSMessage] specialization of <flexContainer> to store received warning messages.

	[variable]
	<subscription>
	0..n
	See clause 9.6.8 in oneM2M TS-0001.


The [emergencyTaskTriggering] resource contains the attributes specified in Table 9.3.2.3-2. The ‘operationMode’ and ‘optoutState’ data point mapped to attributes of [emergencyTaskTriggering] resource.
Table 9.3.2.3-2: Attributes of [emergencyTaskTriggering] resource

	Attributes of 
[binarySwitch]
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001.

	resourceID
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001.

	resourceName
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001.

	parentID
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001.

	expirationTime
	1
	RW
	See clause 9.6.1.3 in oneM2M TS-0001.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3 in oneM2M TS-0001.

	creationTime
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001.

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001.

	labels
	0..1
	RW
	See clause 9.6.1.3 in oneM2M TS-0001.

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3 in oneM2M TS-0001.

	stateTag
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001.

	creator
	0..1
	RW
	See clause 9.6.35 in oneM2M TS-0001.

	containerDefinition
	1
	WO
	The value is "org.onem2m.pws.moduleclass.emergencyTaskTriggering"

	ontologyRef
	0..1
	RW
	See clause 9.6.35 in oneM2M TS-0001.

	contentSize
	1
	RO
	See clause 9.6.35 in oneM2M TS-0001.

	operationMode
	1
	RW
	See clause 9.2.3.

	optoutState
	1
	RW
	See clause 9.2.3.


9.3.2.4
Example of Action ‘executeEmergenceTask’
The [executeEmergenceTask] resource is used to share information regarding the modelled execute emergence task as an Action. The [executeEmergenceTask] resource is a specialization of the <flexContainer> resource.
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Figure 9.3.2.4-1: Structure of [executeEmergenceTask] resource

The [executeEmergenceTask] resource contains the child resource specified in Table 9.3.2.4-1.
Table 9.3.2.4-1: Child resources of [executeEmergenceTask] resource

	Child Resources of [toggle]
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<flexContainer> as defined in the specialization [PWSMessage]
	1
	This resource is used to map the ‘PWSMessage‘ parameter of 'executeEmergenceTask' Action defined in clause 9.2.3.

	[variable]
	<subscription>
	0..n
	See clause 9.6.8 in oneM2M TS-0001.


The [executeEmergenceTask] resource contains the attributes specified in Table 9.3.2.4-2.
Table 9.3.2.4-2: Attributes of [executeEmergenceTask] resource

	Attributes of 
[toggle]
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001.

	resourceID
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001.

	resourceName
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001.

	parentID
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001.

	expirationTime
	1
	RW
	See clause 9.6.1.3 in oneM2M TS-0001.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3 in oneM2M TS-0001.

	creationTime
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001.

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001.

	labels
	0..1
	RW
	See clause 9.6.1.3 in oneM2M TS-0001.

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3 in oneM2M TS-0001.

	stateTag
	1
	RO
	See clause 9.6.1.3 in oneM2M TS-0001.

	creator
	0..1
	RW
	See clause 9.6.35 in oneM2M TS-0001.

	containerDefinition
	1
	WO
	The value is "org.onem2m.pws.moduleclass.emergencyTaskTriggering.executeEmergenceTask"

	ontologyRef
	0..1
	RW
	See clause 9.6.35 in oneM2M TS-0001.

	contentSize
	1
	RO
	See clause 9.6.35 in oneM2M TS-0001.

	nodeLink
	0..1
	RW
	Not applicable to an Action specialization. This attribute is not present in an instantiation of this resource


9.3.3
Manipulation procedures with group APIs
9.3.3.1
Warning message delivery using group fan-out
The oneM2M group APIs are usefull to deliver warning messages to multiple devices at the same time. Group APIs enable the oneM2M System to perform bulk operations on multiple resources that are member of a group. In addition, group APIs support bulk operations to multiple resources of interest and aggregates the results. 
Figure 9.3.3.1-1 illustrates overall procedure to deliver warning message to multiple member devices of a <group> resource by creating a warning message to the target <group> resource or the <fanOutPoint> virtual child resource of the target <group> resource.
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Figure 9.3.3.1-1: Disseminate warning message using <group> resource.

001: The Originator shall request to create the resource that representing the warning message for same emergency event in all member resources belonging to an existing <group> resource by using a CREATE operation. The Request may address the virtual child resource <fanOutPoint> of the specific <group> resource of a group Hosting CSE. The Originator may be an AE or CSE.
002: The Group Hosting CSE shall check if the Originator has CREATE privilege in the <accessControlPolicy> resource referenced by the membersAccessControlPoliㅇyIDs in the <group> resource. If permitted, generate fan out requests addressing to the member hosting CSE. 
003: For each member of <group> resource, The Group Hosting CSE requests to create warning message representing resource using generated fan out request.
004: The Member Hosting CSE shall check if the original Originator has the CREATE permission on the addressed resource. Upon successful validation, perform the create procedures for the warning message representing resource type of addressed

005: Send the corresponding response to the Group Hosting CSE
006: After receiving the responses from the members hosting CSEs, respond to the Originator with the aggregated results and the associated members list
007: The Group Hosting CSE send converged responses from members hosting CSEs to the Originator
9.3.3.2
Warning message delivery using sub-group fan-out
To organize members of a group, a <group> resource contains list of member resource IDs in the memberID attribute. Each member ID should refer to a member resource or a sub-group resource of the <group>. The oneM2M system supports hierarchical group by using sub-group features.
Figure 9.3.3.2-1 depicts an example of a hierarchical group organization to support deliverying warning messages to target area selectively.
Hierarchical group can be applied to all multi-level categorizable concepts(e.g. type of devices, type of emergency events and severity of warning etc.). 
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Figure 9.3.3.2-1: Example of <group> resource organization for disseminate warning messages.

·  (A-1) request to create a warning message instance to a target <group> resource (e.g. C-Town-Group) to disseminate warning for emergence event (Warning-A).

· (A-2) fan out the requested operation to all members of the group. A member can be a <flexContainer> specialization of [emergencyTaskTriggering] (See clause 9.2.3) or a sub-group
· (A-3) fan out the requested operation repeatedly if faned out target is a sub-group

· (A-2, A-3) eventually, All members including members in sub-group can receive the request to create warning message instance for emergency event A 

· (B-1) request to create a warning message instance to a target <group> resource (e.g. C-Town-Group) to disseminate warning for emergence event (Warning-B).

· (B-2) fan out the requested operation to all members of the group. eventually, All member devices of the target <group> resource (e.g. C-Town-Group) receive the request to create warning message instance for emergency event B 

-----------------------End of input 1---------------------------------------------
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