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# Introduction

This contribution proposes to conclude TR-0062.

### -----------------------Start of change 1-------------------------------------------

# 10 Conclusions

This technical report analyses regulations related to personal data protection and privacy and looked at how these laws affect IoT platforms especially to the oneM2M IoT System. As a result of analysing the GDPR statements related to the IoT platform, this report derives the following five key issues:

* Key issue #1: support of data anonymization
* Key issue #2: support of data pseudonymization
* Key issue #3: Fine grained consent management
* Key issue #4: Right to be deleted and forgotten
* Key issue #5: Logging

The oneM2M system supports features that satisfy several GDPR-reated requirements, such as ACP and anonymization of URI, but consent management and advanced pseudonymization & anonymization are not currently supported. Therefore, the proposed high-level solutions need to be investigated further to be used to facilitate further normative work resulting in oneM2M technical specification. Especially, fine grained data pseudonymization & anonymization and consent management to be compliant with the personal data protection and privacy regulations around the world will be addressed in other oneM2M specifications.

### -----------------------End of change 1-------------------------------------------