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Introduction
This input contribution provides the summary of the gap analysis of existing Metaverse-related standards, including ISO, 3GPP and ITU-T. Based on the gap analysis, it is recommended to identify missing use cases and key issues to fill the gap. 
-----------------------------Start of change 1-------------------------------------

6.2.4
Gap Analysis
The standardization from ISO focus on reference architecture and model based on use cases such as mixed and augmented reality, extensible 3D, and humanoid animation.
The standardization from 3GPP focus on performance and functional service requirements depending on use cases such as influence quantity or characteristic parameter. For example, the 5G-enabled traffic flow simulation and situational awareness use case has requirements of transfer interval time (20~100ms), max allowed end-to-end latency (5~20ms), and etc.
Key Metaverse IoT requirements defined by ITU-T FG-MV include object linking between physical and virtual worlds, identifier interoperability, and security mechanisms, with oneM2M supporting many of these through resource structures, interworking, and time synchronization features.
The IoT service layer platform is integral to the Metaverse's ability to incorporate real-world elements, enabling dynamic and interactive virtual experiences by linking physical devices and ensuring interoperability, security, and data integrity across platforms. Based on the gap analysis of existing Metaverse-related standards, oneM2M can focus on identifying missing use cases and requirements within the Metaverse that require IoT support to ensure comprehensive capabilities for diverse applications and interactions between virtual and physical environments. Additionally, oneM2M can address key issues such as scalability, latency, physical object modeling, and cross-platform interoperability to enhance its capability in enabling real-world data integration, interaction, and control within the Metaverse.
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