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Introduction

This contribution addresses Solution Y for the Key Issue X on Edge/Fog Computing with Underlying Network information in TR-0052.
---------------------- Start of change 1-------------------------------------------

9 Proposed Solutions 

Editor’s Note: The section provides solutions to the Key Issues identified for employing Edge and Fog technologies in oneM2M. 
8.2   Solution Y: Tightly coupled Edge/Fog Computing with 3GPP T8 API
Editor’s Note: Each Solution section references one or more Key Issues that it addresses and provides a brief solution description.
8.2.1 Solution Applicability

Editor’s Note: The Solution Applicability states which Key Issues are addressed by the solution.

This solution addresses Key Issue X.

8.2.2 Solution Description

Editor’s Note: This section provides a concise description of the solution which provides enough detail for further stage 2 development.
8.2.2.1 Introduction

This solution addresses Edge/Fog computing with 3GPP T8 API. The purpose of this solution is to provide a means for an oneM2M Fog Node (MN-CSE) to inform the 3GPP Underlying Network of parameters that can be used for optimizing the data traffic over the Underlying Network for a set of Field Domain Nodes hosted on UEs. Unlike the solution X: Loosely coupled Edge/Fog Computing with 3GPP T8 API, Fog Node can communicate with 3GPP SCEF directly and retrieve T8 API information without an IN-CSE. As a result, oneM2M System can avoid the need for an IN-CSE to process data for the Field Domain Nodes and the IN-CSE can be freed from the burden for processing of 3GPP T8 API information. Figure 9.2.2.1-1 illustrates the high-level illustration for tightly coupled Edge/Fog Computing with 3GPP T8 API. The Fog Node retrieves the underlining network information in a particular area from a SCEF directly and adjusts data processing/transfer for the Field Domain Nodes.
NOTE 1: If a Field Domain Node (e.g. vehicle) moves from a Fog Node A’s coverage area to a Fog Node B’s coverage area, it needs to release a connection of T8 API for the Fog Node A and establish a new connection of T8 API for the Fog Node B. The resource migration for T8 API may not need a time-critical requirement. It is FFS how to migrate the T8 API resource to other Fog Node.
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Figure 9.2.2.1-1: High-level illustration - Tightly coupled Edge/Fog Computing with 3GPP T8 API
8.2.2.2 Solution procedures
The clause introduces the procedures for IP connectivity establishment and the procedures for following 3GPP T8 APIs.

Editor’s Note: The procedures for Monitoring Even API (Number of UEs in an area) are currently FFS in WI-0058 3GPP interworking. So, some procedures and attributes may be updated.
· Network Status Reports API

· Monitoring Event API (Monitoring Type: Number of UEs in an Area)
· Background Data Transfer API
8.2.2.2.1 Connectivity Establishment
NOTE: This procedure is also applicable to Solution X: Loosely coupled Edge/Fog Computing with 3GPP T8 API.
8.2.2.2.1.1 An ADN-AE, ASN/MN-CSE and the serving MN-CSE (Fog Node) communicate after completion of the Underlying Network bearer establishment and discovery of the serving MN-CSE (Fog Node). Data can then traverse between the oneM2M entities over the IP connection in the Underling Network over the 3GPP Gi/SGi interface. The IP connectivity is established between an ASN/MN-CSE or ADN-AE and MN-CSE (Fog Node). The following procedures are based on clause 6 Connectivity Establishment of TS-0026 [i.34].
8.2.2.2.1.2 　ASN/MN-CSE Pre-configuration
The ASN/MN-CSE or ADN-AE is preconfigured with the fully qualified domain name (FQDN) of the serving MN-CSE (Fog Node) or the IP address of the serving MN-CSE (Fog Node). If the FQDN is known, DNS resolution is used to obtain the IP address.
8.2.2.2.1.3 　ASN/MN-CSE or ADN-AE Initiated Connectivity Establishment Procedure
The difference with the procedure in clause 6.2.2 of TS-0026 [i.34] is as follow:
· The IP connectivity in Step 4 is established between an ASN/MN-CSE or ADN-AE and a MN-CSE (Fog Node).
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Figure 9.2.2.2.1.2-1: ASN/MN-CSE or ADN-AE initiated connectivity establishment with tightly coupled Edge/Fog computing
The following step is related to the MN-CSE (Fog Node):
Step-4: Connection Establishment

After reception of domain name and IP address of an MN-CSE (Fog Node), the ASN/MN-CSE or ADN-AE can initiate communication towards the MN-CSE (Fog Node) via the IP connection. The MN-CSE (Fog Node) at this time will be informed which Trigger Recipient ID of the ASN/MN-CSE or ADN-AE or the AE-PoA of the ADN-AE to use for establishing communication.
8.2.2.2.1.4   UE Attach with oneM2M Registration Procedure

After a UE attaches to a 3GPP network and establishes a data (i.e. PDN/PDP) connection, assuming it has not been registered previously with the oneM2M platform, it will initiate a oneM2M registration procedure. The oneM2M part of the procedure corresponds to the generic one described in clause 10.2.2 of oneM2M TS-0001[i.33], where the Registrar CSE is the MN-CSE (Fog Node).
If the UE hosts one or more ADNs, the registration will result in the MN-CSE (Fog Node) hosting one or more corresponding <AE> resources for the UE. If the UE hosts an ASN or a MN, the registration of the ASN/MN-CSE will result in the MN-CSE (Fog Node) hosting a corresponding <remoteCSE> resource for the ASN/MN-CSE. The proposed flow is depicted in Figure 9.2.2.2.1.3-1.
The difference with the procedure in clause 6.2.3 of TS-0026 [i.34] is as follow:
· The procedures of the registration in Step 2 and <node> association in Step 3 are established between an ASN/MN-CSE or ADN-AE and a MN-CSE (Fog Node).
The issue for implement of the MN-CSE (Fog Node) is as follow:
· M2M-Ext-ID, Trigger-Recipient-ID, triggerReferenceNumber, externalGroupID and networkCoordinated are used for IN-CSE according to the descrition of TS-0001 [i.33].
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Figure 9.2.2.2.1.3-1 UE Attach Procedure with oneM2M Registration with tightly coupled Edge/Fog computing
The following steps are related to the MN-CSE (Fog Node):
Steps 2a and 2b: oneM2M Registration Request and Response
The UE Hosting an ADN or an ASN/MN (Fog Node) registers to the oneM2M infrastructure, by performing the registration procedure detailed in clause 10.2.2 of oneM2M TS-0001[i.33].
· If the UE hosts an ADN, the registration procedure of the ADN-AE(s) will include the creation of corresponding <AE> resource(s) being hosted at the MN-CSE (Fog Node).

· If the UE hosts an ASN or MN, the registration procedure of the ASN/MN-CSE will include the establishment of a security association and the creation of a <remoteCSE> resource, corresponding to the registree CSE, to be hosted at the MN-CSE (Fog Node).

The MN-CSE (Fog Node) responds to the UE hosted ADN-AE(s) or ASN/MN-CSE request for registration.
These steps allow the UE hosted ADN-AE(s) or ASN/MN-CSE to provide the MN-CSE (Fog Node) with information needed for communication and providing services, e.g. pointOfAccess. In return, the MN-CSE (Fog Node) provides the UE with oneM2M specific information, e.g. by assigning AE-ID(s) or CSE-ID to the registree(s), respectively.
Information provided by the ASN/MN-CSE or ADN-AE(s) to the MN-CSE (Fog Node) at this time will include:

· M2M-Ext-ID, Trigger-Recipient-ID as attributes of <AE> or <remoteCSE>, if available.
· externalGroupID as an attribute of <remoteCSE>, if available.
· nodeLink as an attribute of the <AE> or <remoteCSE> resources, providing the resource identifier of a corresponding <node> resource, if pre-provisioned at the UE. 
NOTE 1: M2M-Ext-ID, Trigger-Recipient-ID, triggerReferenceNumber and externalGroupID in clause 9.6.3 <remoteCSE> of TS-0001 [i.33] show as follow. They are used for interworking with an Underlying Network. The IN-CSE related descriptions need to be modified for supporting a MN-CSE (Fog Node).
	M2M-Ext-ID
	Supported when Registrar is IN-CSE.

See clause 7.1.8 where this attribute is described. This attribute is used only for the case of dynamic association of M2M-Ext-ID and CSE-ID.

	Trigger-Recipient-ID
	Supported when Registrar is IN-CSE. See clause 7.1.10 where this attribute is described. This attribute is used only for the case of dynamic association of M2M‑Ext-ID and CSE-ID.

	triggerReferenceNumber
	This is to identify device trigger procedure request. This attribute is used only for device trigger and assigned by the IN-CSE. 

	externalGroupID
	Supported when Registrar CSE is IN-CSE. It is the External-Group-ID as specified in 3GPP TS23.682 [i.14] clause 4.6.3. It is the globally unique ID exposed by the underlying network that is mapped to an internally used identifier for a specific group related service.


NOTE 2: M2M-Ext-ID, Trigger-Recipient-ID and triggerReferenceNumber in clause 9.6.4 <AE> of TS-0001 [i.33] show as follow. They are used for interworking with an Underlying Network. The IN-CSE related descriptions need to be modified for supporting a MN-CSE (Fog Node).
	M2M-Ext-ID
	Supported when Registrar is IN-CSE.

See clause 7.1.8 where this attribute is described. This attribute is used only for the case of dynamic association of M2M-Ext-ID and AE-ID.

	trigger-Recipient-ID
	Supported when Registrar is IN-CSE. See clause 7.1.10 where this attribute is described. This attribute is used only for the case of dynamic association of M2M‑Ext-ID and AE-ID.

	triggerReferenceNumber
	This is to identify device trigger procedure request. This attribute is used only for device trigger and assigned by the IN-CSE. 


Step 3: Handling of association with a <node> resource 

If in Step 2, the MN-CSE (Fog Node) receives a valid nodeLink (as an attribute of the <AE> or <remoteCSE> resources) it means that the <node> resource storing the node specific information for this UE exists. For a UE hosted ASN/MN, the MN-CSE (Fog Node) will ensure that the hostedCSELink attribute of the corresponding <node> resource contains the resource identifier of the <remoteCSE > resource. For a UE hosted ADN, the MN-CSE (Fog Node) will ensure that the hostedAELinks attribute of the corresponding <node> resource includes the resource identifier of all the corresponding <AE > resources.
If in Step 2, the MN-CSE (Fog Node) does not receive a valid nodeLink (as an attribute of the <AE> or <remoteCSE> resources) or the attribute is not present, the MN-CSE (Fog Node) will create a <node> resource for this UE. The MN-CSE (Fog Node) will populate the nodeLink attribute of the <AE> or <remoteCSE> resources with the resource identifier of the newly created <node> resource. For a UE hosted ASN/MN, the MN-CSE (Fog Node) will also populate the hostedCSELink attribute of the <node> resource with the resource identifier of the <remoteCSE > resource. For a UE hosted ADN, the MN-CSE (Fog Node) will ensure that the hostedAELinks attribute of the <node> resource includes the resource identifiers of all the corresponding <AE> resources.
If the following resources do not exist for this Underlying Network, the MN-CSE (Fog Node) may:
· create a <schedule> resource as a child of the <node> representing the UE, which represents the communication schedule for the 3GPP Underlying Network where the Attach procedure was completed. While no specific scheduling information is available, the <schedule> may reflect that communications are available continuously. The MN-CSE (Fog Node) may set the networkCoordinated attribute, based on the UE pre-provisioned information or local policies, to indicate if the schedule should be coordinated with the Underlying Network

· create the [activeCmdhPolicy] resource as a child of the <node> resource representing the UE, providing the active communication policies for the 3GPP Underlying Network where the Attach procedure was completed. The MN-CSE (Fog Node) will populate the mgmtLink of the active [cmdhNwAccessRule] with a link to the <schedule> resource created for the communication schedule with this Underlying Network.

NOTE 3: networkCoordinated in clause 9.6.9 <schedule> of TS-0001 [i.33] shows as follow. It is used for interworking with an Underlying Network. The IN-CSE related descriptions need to be modified for supporting a MN-CSE (Fog Node).
	networkCoordinated
	Indicates if IN-CSE will perform schedule coordination with an Underlying Network. This attribute is only applicable when <schedule> is a child resource of <node>. The supported values are:

· True: The IN-CSE will perform schedule coordination.

· False: The IN-CSE may not perform schedule coordination.

NOTE: The schedule coordination is also subject to IN-CSE local policy.


8.2.2.2.2 Procedures for Network Status Reports
Figure 9.2.2.2.2-1 shows the solution procedures for tightly coupled Edge/Fog computing with Network Status Reports API.

The differences with the procedure in clause 7.8 Network Status Reports of TS-0026 [i.34] are as follow:
· A MN-CSE (Fog Node) communicates with a SCEF by T8 interface.
· The description of specified actions to transfer 3GPP T8 API information is added in Pre-conditions.
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Figure 9.2.2.2.2-1: Procedures for tightly coupled Edge/Fog computing with Network Status Reports
The following step is related to the MN-CSE (Fog Node):
Pre-conditions:

There is a relationship in place between the Service Provider and MNO allowing the MN-CSE (Fog Node) to request 3GPP T8 API information from the 3GPP Underlying Network. The method for establishing this relationship is outside the scope of the present document.
The MN-CSE (Fog Node) is configured with system defaults for the following. The method for configuring these system defaults is outside the scope of the present document.
•
The specified actions to take based on the severity of each congestion level.

•
The network congestion levels to receive reports 

•
The severity of each specified congestion level

•
The specified actions to generate the network congestion levels based on the number of UEs in an area.
•
The specified actions to transfer 3GPP T8 API information to an IN-CSE or other MN-CSE (Fog Node).
The MN-CSE (Fog Node) is able to detect the location of its registree ASN/MN-CSEs and/or ADN-AEs.  For example, a <locationPolicy> resource may be used by an MN-CSE to detect the location of each ASN/MN-CSE or ADN-AE.
The ADN-AE’s <node> or the ASN/MN-CSE’s <node> resource hosted on the MN-CSE (Fog Node) has a child <schedule> resource and the MN-CSE (Fog Node) has permissions to update it. The ADN-AE or the ASN/MN-CSE has a <subscription> for its <schedule> resource and when it receives a notification from the MN-CSE (Fog Node), it updates its communication schedule accordingly.
An ASN/MN-CSE or ADN-AE registers with the MN-CSE and configures the M2M-Ext-ID attribute of its <remoteCSE> or <AE> resource. The MN-CSE examines the M2M-Ext-ID and recognizes that it is associated with an MNO that it has a relationship with.

Step 1: MN-CSE (Fog Node) issues a Network Status Request

The MN-CSE (Fog Node) issues a Network Status Report request to the SCEF via the approaches as described in TS-0026 [i.34]. How the MN-CSE (Fog Node) determines which of the approach(es) to use is implementation specific and outside the scope of the present document.
Step 2: Network Status Report Request
The MN-CSE (Fog Node) requests network status reports for a geographical area. The Network Status Reporting Subscription request from the MN-CSE (Fog Node) to the SCEF will comply with 3GPP TS 29.122 [i.32] such as an HTTP POST method, URI and request payload (see TS-0026 [i.34]).

Step 4: Network Status Report Response

The SCEF sends a Network Status Report Response to the MN-CSE (Fog Node) to acknowledge the request has been accepted.  This response is defined in 3GPP TS 29.122 [i.32] and includes information as described in TS-0026 [i.34]. 
Step 6: Network Status Report 
The SCEF sends a Network Status Report to the corresponding notificationDestination of the MN-CSE (Fog Node) that was configured in Step 2. The report contains information as specified in 3GPP TS 29.122 [i.32] such as a response code, URI and request payload (see TS-0026 [i.34]). 

Step 7: Network Status Report Acknowledgement 

After receiving a Network Status Report Notification, the MN-CSE (Fog Node) returns a response having a response code of 204 NO CONTENT. 

Step 8: Process Network Status Report

In response to the Network Status Report, the MN-CSE (Fog Node) may decide to throttle up/down traffic in the congested area of the network via the approaches as described in TS-0026 [i.34].

Step 9 (Optional): Network Status Request Cancellation 

Before the Duration expires, the MN-CSE (Fog Node) may request that the SCEF stop sending status reports. The MN-CSE (Fog Node) may make this decision, for example, when it detects that a number of devices are no longer in the geographical area applicable to the Network Status Request. How the MN-CSE (Fog Node) determines which of the above approach(es) to use is outside the scope of the current document and may be based on agreements with the network operator.
Step 11 (Optional): Acknowledge Network Status Cancellation Request 

The SCEF acknowledges the request to cancel Network Status Reports for the geographical area with a response code of 204 NO CONTENT.
8.2.2.2.3 Procedures for Monitoring Event (Number of UEs in an Area)
Editor’s Note: The procedures for Monitoring Even API (Number of UEs in an area) are currently FFS in WI-0058 3GPP interworking.
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Figure 9.2.2.2.3-1: Procedures for tightly coupled Edge/Fog computing Monitoring event for Number of UEs in an Area
8.2.2.2.4 Procedures for Background Data Transfer
Figure 9.2.2.2.4-1 shows the solution procedures for tightly coupled Edge/Fog computing with Background Data Transfer API based on TS-0026 [i.34].
The differences with the procedure in clause 7.10 Background Data Transfer of TS-0026 [i.34] are as follow:
· Originator is a MN-AE (Fog Node), not an IN-AE.
· A MN-CSE (Fog Node) communicates with a SCEF by T8 interface.
The issue for implement of the MN-CSE (Fog Node) is as follow:
· transferSelectionGuidance is used for IN-CSE according to the descrition of TS-0001 [i.33].
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Figure 9.2.2.2.4-1: Procedures for tightly coupled Edge/Fog computing with Background Data Transfer
Step 1: Requesting and Selecting a Background Data Transfer Policy
This step depicts a general procedure for the request and configuration of traffic policies for BDT initiated by a request from an MN-CSE (Fog Node). The request will include a group or list of Field Domain Nodes that will use the policy, as well as some guidance to the MN-CSE (Fog Node) so that it can better select from a set of potential transfer policies offered by the Underlying Network. If the SCEF provides the MN-CSE (Fog Node) with more than one transfer policies for BDT (Step 1-5), the MN-CSE (Fog Node) uses the guidance provided by the initiating MN-AE (Fog Node), selects the transfer policy based on its own local policies, and notifies the MN-AE (Fog Node) about the selected transfer policy (Step 1-6, 1-7). The MN-AE (Fog Node) also indicates to the SCEF which policy was selected and the SCEF records the selection for charging (Step 1-8).
The following step is related to the MN-CSE (Fog Node):
Step 1-6: Process response with transfer policies provided by the underlying network
The MN-CSE (Fog Node) manages the SCEF response. If only one transfer policy was received from the underlying network, the MN-CSE (Fog Node) updates the desiredTimeWindow attribute of the <backgroundDataTransfer> resource, with the start and end time of the timeWindow attribute of the received policy. The MN-CSE (Fog Node) also stores locally the response referenceID.
If more than one transfer policy was received from the underlying network, the MN-CSE (Fog Node) uses the transferSelectionGuidance and its own selection policies to select one of them. If transferSelectionGuidance is not provided, then the MN-CSE (Fog Node) uses internal policies to select a policy. The definition of these internal policies is outside the scope of the present document.
NOTE 1: transferSelectionGuidance in clause 9.6.60 < backgroundDataTransfer > of TS-0001 [i.33] shows as follow. It is used for interworking with an Underlying Network. The IN-CSE related descriptions need to be modified for supporting a MN-CSE (Fog Node).

	transferSelectionGuidance
	List that includes guidance to IN-CSE in selecting from multiple transfer policies provided by underlying network. Possible values include:” lowest cost”, “highest throughput given maximum cost of X”, etc.

If not included, the IN-CSE may independently choose from among multiple transfer policies.


Step 2: Enabling a Background Data Transfer Policy
This step depicts the general procedure for configuring the negotiated policy in the underlying network for the specific Field Domain Nodes for which the data transfer will be initiated, described in clause 7.10.3.2 of TS-0026 [i.34]. This is necessary as the underlying network needs to configure its internal nodes so that these may monitor the traffic for these UEs against the negotiated policy. The procedure starts after the procedure of Step 1. This procedure may occur immediately after the procedure of Step 1 or during the time window of the selected policy.
Step 3: Using Background Data Transfer Policy
This step depicts the procedure for using Background Data Transfer Policy. Once the transfer policy has been enabled and the time window has arrived, the initiating entity may: 

1) Use the fanout and group communication procedure to send the same request to each of the field domain nodes configured for background data transfer, or

2) Send individual (and potentially different) requests to each of the field domain nodes configured for background data transfer.
Step 4: Deleting Background Data Transfer Policy
This step depicts the general procedure for deletion of a Background Data Transfer initiated by a request from the MN-CSE (Fog Node). The procedure may also be initiated by a request from an MN/ASN-CSE or from the MN-CSE (Fog Node) itself. If an MN-CSE (Fog Node) was the Originator of the delete request, the MN-CSE (Fog Node) will return the oneM2M response primitive to the MN-CSE (Fog Node).

Step 4: Deleting Background Data Transfer Policy
This step depicts the general procedure for deletion of a Background Data Transfer initiated by a request from the MN-AE (Fog Node). If the MN-AE (Fog Node) was the Originator of the delete request, the MN-CSE (Fog Node) will return the oneM2M response primitive to the MN-AE (Fog Node).
8.2.2.3 Impacted Resources

8.2.2.3.1 Introduction
Some of oneM2M resources described in clause 9.2.2.2 need to be modified in order to support MN-CSE (Fog Node). Those resources are used for interworking with an Underlying Network and the modifications do not affect current oneM2M System.
8.2.2.3.2 Modified <remoteCSE> resource

The descriptions of M2M-Ext-ID, Trigger-Recipient-ID, triggerReferenceNumber and externalGroupID for the <remoteCSE> resource are updated as shown in the table below:
Table 9.2.2.3.2-1: Modified attribute of <remoteCSE> resource
	Attributes of <remoteCSE>
	Multiplicity
	RW/

RO/

WO
	Description
	<remoteCSEAnnc> Attributes

	M2M-Ext-ID
	0..1
	RW
	Supported when Registrar is IN-CSE or MN-CSE.
See clause 7.1.8 where this attribute is described. This attribute is used only for the case of dynamic association of M2M-Ext-ID and CSE-ID.
	NA

	Trigger-Recipient-ID
	0..1
	RW
	Supported when Registrar is IN-CSE or MN-CSE. See clause 7.1.10 where this attribute is described. This attribute is used only for the case of dynamic association of M2M‑Ext-ID and CSE-ID.
	NA

	triggerReferenceNumber
	0..1
	RW
	This is to identify device trigger procedure request. This attribute is used only for device trigger and assigned by the IN-CSE or MN-CSE. 
	NA

	externalGroupID
	0..1
	RW
	Supported when Registrar CSE is IN-CSE or MN-CSE. It is the External-Group-ID as specified in 3GPP TS23.682 [i.14] clause 4.6.3. It is the globally unique ID exposed by the underlying network that is mapped to an internally used identifier for a specific group related service.
	OA


8.2.2.3.3 Modified <AE> resource

The descriptions of M2M-Ext-ID, Trigger-Recipient-ID and triggerReferenceNumber for the <AE> resource are updated as shown in the table below:
Table 9.2.2.3.3-1: Modified Attributes of <AE> resource

	Attributes of 
<AE>
	Multiplicity
	RW/

RO/

WO
	Description
	<AEAnnc> Attributes

	M2M-Ext-ID
	0..1
	RW
	Supported when Registrar is IN-CSE or MN-CSE.

See clause 7.1.8 where this attribute is described. This attribute is used only for the case of dynamic association of M2M-Ext-ID and AE-ID.
	NA

	trigger-Recipient-ID
	0..1
	RW
	Supported when Registrar is IN-CSE or MN-CSE. See clause 7.1.10 where this attribute is described. This attribute is used only for the case of dynamic association of M2M‑Ext-ID and AE-ID.
	NA

	triggerReferenceNumber
	0..1
	RW
	This is to identify device trigger procedure request. This attribute is used only for device trigger and assigned by the IN-CSE or MN-CSE. 
	NA


8.2.2.3.4 Modified <schedule> resource

The description of networkCoordinated for the <schedule> resource is updated as shown in the table below:
Table 9.2.2.3.4-1: Modified Attributes of <schedule> resource
	Attributes of 
<schedule>
	Multiplicity
	RW/

RO/

WO
	Description
	<scheduleAnnc> Attributes

	networkCoordinated
	0..1
	RW
	Indicates if IN-CSE or MN-CSE shall perform schedule coordination with an Underlying Network. This attribute is only applicable when <schedule> is a child resource of <node>. The supported values are:

· True: The IN-CSE or MN-CSE shall perform schedule coordination.

· False: The IN-CSE or MN-CSE may not perform schedule coordination.

NOTE: The schedule coordination is also subject to IN-CSE or MN-CSE local policy.
	OA


8.2.2.3.5 Modified <backgroundDataTransfer> resource

The description of transferSelectionGuidance for the <backgroundDataTransfer> ressource is updated as shown in the table below:
9.2.2.3.5-1: Attributes of <backgroundDataTransfer> resource

	Attributes of < backgroundDataTransfer >
	Multiplicity
	RW/

RO/

WO
	Description

	transferSelectionGuidance
	0..1(L)
	WO
	List that includes guidance to IN-CSE or MN-CSE in selecting from multiple transfer policies provided by underlying network. Possible values include:” lowest cost”, “highest throughput given maximum cost of X”, etc.

If not included, the IN-CSE or MN-CSE may independently choose from among multiple transfer policies.


-----------------------End of Change 1 ---------------------------------------------
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