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Introduction

The CR proposes to add limitation and potential requirements regarding service subscription.
There are existing requirements mentioned but no solution is linked for them such as limits on the number and/or types of applications and devices allowed to register, the number of resources that can be created
So CR further adds potential solution to the above issues.
-----------------------Start of change 1---------------------------------------------

6.1 M2M Service Subscription Limitations 

6.1.1  Description 

oneM2M currently define an M2M Service Subscription in clause 6.6 of TS-0001[i.1].  It is defined as the technical part of the contract between an M2M Service Subscriber and an M2M Service Provider.  oneM2M defines three resource types in support of the M2M Service Subscription functionality.  These resource types are the <m2mServiceSubscriptionProfile>, <serviceSubscribedNode> and <serviceSubscribedAppRule>.  The relationship between these resources is shown in Figure 6.1.1-1 as defined in clause 9.6.19 of TS-0001 [i.1].
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Figure 6.1.1-1: Relationship among M2M Service Subscription related resources

The current M2M Service Subscription functionality defined thus far in oneM2M is limited to the following:

· Defining which CSEs and AEs are hosted on which Nodes

· Defining which AEs are authorized to register to a particular CSE 

Currently, the only oneM2M procedure defined that makes use of the M2M Service Subscription functionality is the AE Registration procedure.  When an AE registers, the Registrar CSE can check the applicable <m2mServiceSubscribedNode> and <serviceSubscribedAppRule> resources to determine if the AE is allowed to register.  

The M2M Service Subscription functionality is currently not used by any other oneM2M procedures.

The following are some limitations of the existing M2M Service Subscription functionality:

· Lacks the capability to identify a M2M Service Subscriber (i.e. the entity that establishes a M2M Service Subscription with a M2M Service Provider).  This prevents the oneM2M System from supporting M2M service subscriber based functionality such as:

· M2M Service Subscriber based charging such as defining charging events, collecting statistics and generating charging records per M2M Service Subscribers.

· M2M Service Subscriber based access control involving access control policy privileges based on M2M Service Subscribers.

· M2M Service Subscriber based enrolment involving an enrolment of authorized users, devices (i.e. node) and applications (i.e. AEs) associated with a M2M Service Subscriber

· Support for a profile which defines policies or preferences of the M2M Service Subscriber such as limits on the number and/or types of applications and devices allowed to register, the number of resources that can be created, default access control policies, etc.
· Support for a profile with activation/deactivation date.
· Lacks the capability to identify a M2M Service Subscription (i.e. a unique identifier of the M2M Service Subscription that the M2M Service Subscriber establishes between itself and a M2M Service Provider).   

NOTE: 
oneM2M currently defines a M2M Subscription identifier (M2M-Sub-ID ) which could serve as the identifier of a M2M Service Subscription however this identifier is not linked with the existing M2M Service Subscription functionality (i.e. resources and procedures).  

Editor’s Note: It is FFS whether both a M2M Service Subscription Identifier and a M2M Service Subscriber Identifier are required

· Lacks the capability to identify an authorized user of a M2M Service Subscriber (e.g. a family member or friend authorized to use a M2M Service Subscriber’s devices, applications and resources).  This prevents the oneM2M System from supporting M2M Service User based functionality such as user based charging, user based access control and user based profiles as defined above for a M2M Service Subscriber.

6.1.2   Potential Requirements 

1 The oneM2M System shall support identification of M2M Service Subscribers and associating a M2M Service Subscriber with a M2M Service Subscription to a M2M Service Provider.
2 The oneM2M System shall support identification of M2M Service Users and associating a M2M Service User with a M2M Service Subscriber.  
3 The oneM2M System shall support charging event detection, statistics collection and charging records generation mechanisms based on M2M Service Subscriber and M2M Service User identification.
4 The oneM2M System shall support access control and authorization mechanisms based on  M2M Service Subscriber and M2M Service User identification.
5 The oneM2M System shall support M2M Service Subscriber-based enrolment comprised of enrolment of M2M Devices and M2M Applications and M2M Service Users associated with a M2M Service Subscriber.

6 The oneM2M System shall support M2M Service Subscriber and M2M Service User profiles specifying their restrictions (e.g. privacy restrictions, max number and/or types of applications and devices the M2M Service Subscriber and its authorized M2M Service Users are allowed to register to the M2M System, the maximum number of resources or bytes of data that the M2M Service Subscriber can store in the M2M System, etc.) and their default configurations (e.g. access control policies, expiration times, max number of content instances, etc.).
7 The oneM2M System shall support activation/deactivation date corresponding to service subscription profile of a M2M Service Subscriber.
8 The oneM2M System shall support activation/deactivation date corresponding to M2M Service User profiles of a M2M Service Subscriber.
-----------------------End of change 1---------------------------------------------

-----------------------Start of change 2---------------------------------------------

7.3 
M2M Service Subscription Identifier
7.3.1 Solution Applicability

oneM2M currently defines the M2M Service Subscription Identifier, however this identifier is not currently used by any oneM2M defined resources or procedures.  The format of this identifier is also not explicitly defined.  This identifier is well suited to be associated with a <m2mServiceSubscriptionProfile> resource since this would enable the correlation of a M2M Service Subscription Identifier with a M2M Service Subscriber and its associated M2M Service Users, M2M Nodes, AEs and CSEs.  This could in turn enable additional value-add capabilities.  For example, an IN-CSE could generate charging records that include a M2M Service Subscription Identifier which could then be used by external billing and charging systems to more easily reconcile charging records for a given M2M Service Subscription.     

7.3.2 Solution Description

The M2M Service Subscription Identifier (M2M-Subscription-ID) enables the M2M Service Provider to bind a M2M Service Subscriber, M2M Service Users, AEs, M2M Nodes and CSEs, as well as administrative information (e.g.  billing address, etc.), to a particular M2M Service Subscription between an M2M Service Subscriber and the M2M Service Provider. The M2M-Subscription-ID is unique for every M2M Service Subscriber and enables the M2M Service Provider to identify the service subscription.  The M2M-Subscription-ID is assigned by the M2M Service Provider and is globally unique.  When used internally within the M2M Service Provider domain that assigned it, a M2M-Subscription-ID is sufficient to be unique within that M2M Service Provider domain.  When used externally outside the M2M Service Provider domain that assigned it, a M2M-Subscription-ID is extended to make it globally unique.  The IN-CSE can perform this task by adding or removing segments (i.e. the M2M Service Provider Identifier) of the M2M-Subscription-ID.  The M2M-Subscription-ID can differ from a M2M Underlying Network Subscription Identifier.  There can be multiple M2M Service Subscription Identifiers per M2M Underlying Network subscription.
Care should be taken (e.g. proper configuration of ACPs) to not expose the M2M-Subscription-ID to untrusted entities.

Table 7.3.2-1: M2M-Subscription-ID Identifier Format

	Identifier Name
	Format
	Format
	Rule of use

	M2M-Subscription-ID
	SP-Relative
	The SP-Relative-M2M-Subscription-ID begins with a slash character '/' and is followed by a sequence of characters that includes any of the unreserved characters defined in clause 2.3 of the IETF RFC 3986 [i.3].

The SP-Relative-M2M-Subscription-ID is unique within the context of the M2M-SP Domain to which the M2M Service Subscriber has a service subscription with.

The M2M-SP assigns the SP-Relative-M2M-Subscription-ID and is responsible for guaranteeing that the SP-Relative-M2M-Subscription-ID is unique in the context of the M2M-SP Domain.

Example:

· /subscription783567


	Uniquely identifies a M2M Service Subscription 

	
	Absolute
	Concatenation according to the format


{M2M-SP-ID}{SP-Relative-M2M-Subscription-ID}

where {M2M-SP-ID} and {SP-relative- M2M-Subscription-ID} are placeholders for the M2M-SP-ID and the SP-relative-M2M-Subscription-ID format of the M2M-Subscription-ID respectively.
	Uniquely identifies a M2M Service Subscription


The <m2mServiceSubscriptionProfile> resource represents an M2M Service Subscription. The M2M-Subscription-ID can be added as an attribute to the <m2mServiceSubscriptionProfile> resource.  This provides the capability to uniquely identify a M2M Service Subscription.  

Table 7.3.2-2: New <m2mServiceSubscriptionProfile> resource attributes

	Attributes of <m2mServiceSubscriptionProfile>
	Multiplicity
	RW/

RO/

WO
	Description

	M2M-Subscription-ID
	1
	WO
	The identifier that is assigned to this M2M Service Subscription by the M2M Service Provider.

	activationDate
	1
	RW
	Date from which the Service Subscription shall be active

	deactivationDate
	1
	RW
	Date from which the Service Subscription shall be deactivated

	maxNumberOfUsers
	1
	RW
	The maximum number of users profile that shall be allowed inside the Service Subscription Profile

	maxNumberOfNodes
	1
	RW
	The maximum number of nodes (ADN/ASN/MN) that shall be allowed inside the Service Subscription Profile

	maxNumberOfAEs
	1
	RW
	The maximum number of Application Entities that shall be supported for registration belonging to the Service Subscriber

	maxByteSize
	1
	RW
	The maximum size of data allowed for the Service Subscriber


-----------------------End of change 2---------------------------------------------
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